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INTRODUCTION 
Chairman Lankford, Ranking Member Fetterman, distinguished members. It is a privilege to be invited to 
speak about protecting major international events in the United States.  

Thank you for the opportunity to present this testimony.  

In my 20 years of researching terrorist organizations and the last five years of leading NCITE, the 
Department of Homeland Security’s (DHS) Academic Center of Excellence for Counterterrorism 
Research at the University of Nebraska at Omaha, I draw three conclusions about the nature of national 
security threats during the upcoming global sporting events hosted in the United States. 

1. These high-profile events will afford new patterns of malevolent innovation in terrorists’ 
tactics, including but not limited to the use of new commercial off the shelf technology to enhance 
IED tactics and the intersection of frontier technologies to enhance the capabilities of unmanned 
aerial systems.   
 
2. The terrorist actors themselves are both familiar and new, and our expertise lies in 
understanding which ones will see the upcoming 2026 FIFA World Cup and 2028 L.A. Olympics as 
attractive attack targets, including jihadist terrorist organizations (e.g., ISIS), state-sponsored 
extremists, newly designated cartel terrorist organizations, lone actors with grievances, and novel 
nihilistic violent extremist networks.  
 
3. When it comes to preventing these threats from materializing on U.S. soil, DHS is poised to 
lead in security due to its functional structure, partnerships, and research arm, but there are 
important decisions for this committee to consider to ensure that DHS maintains this competitive 
advantage against a determined, innovative, and complex set of adversaries.   

Global Sporting Events and Terrorism 

Large-scale sporting events have historically been targets of terrorism. Here in the United States, a lone 
actor detonated a pipe bomb in Centennial Olympic Park at the 1996 Atlanta Olympics. Then there was 
the thwarted attack on the 1998 FIFA World Cup in Paris, where joint security operations across five 
countries led to the detainment or arrest of over 100 members of the terrorist organization, Algerian 
Armed Islamic Group. The planned attack, backed by Osama bin Laden, included bombing a stadium, 
hotels housing western teams, and hijacking an aircraft with the intent to crash it into a nuclear power 
station.  And harkening back to perhaps the most notorious of attacks at global sporting events, a 
planner of the 1972 Munich Olympics attack described recognizing “that sport is the modern religion of 
the Western world… so we decided to use their Olympics, the most sacred ceremony of this religion, to 
make the world pay attention to us.”1  

Terrorists’ intent to attack global sporting events underscores the importance of why we are here today: 
to discuss the terrorist threat landscape and DHS’s role in securing the 2026 FIFA World Cup and 2028 
L.A. Olympics. 

These events offer attractive, high visibility, soft targets for terrorists to increase the impact of their 
attacks. While the venues themselves can be at risk, past attacks show that the surrounding areas are 
also vulnerable. For example, the 1992 Barcelona Olympics attracted an arson attack on a hotel near 
the Olympic Village believed to have been perpetrated by the Euskadi Ta Askatasuna (ETA), a Basque 
separatist group.2 Suicide bombers affiliated with the Islamic State were drawn to a 2015 football match 
in France, simultaneously attacking multiple venue-adjacent targets such as a theater and restaurants.3 
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While global sporting events entice a wide variety of threat actors, other mass gatherings with global 
audiences are also enduring targets. Earlier this year, an attack inspired by the nihilistic violent extremist 
online network 764 was thwarted hours before an attack on a Lady Gaga concert in Brazil.4 NCITE has 
compiled two tables in the appendices to illustrate the diversity of threat actors, tactics, and targets 
associated with harming culturally significant events with global audiences.5  

Terrorist Tactics to Attack Global Sporting Events 

America woke up on New Year’s Day this year to news of a terrible act of violence in an iconic city – 14 
people killed and dozens more injured in a brazen attack on Bourbon Street in New Orleans. It’s a place 
known for crowds, revelry, and major sporting events. The Super Bowl was to occur a month later in the 
same place, about a mile from the attack scene. 

Beyond what the news reported about the threat actor – a Texas-based, U.S. Army veteran-turned-
Islamic State sympathizer6 – what stood out about the event were the tactics he used. The attacker wore 
surreptitiously designed glasses with livestream and AI capabilities to film the attack scene beforehand.7 
Further, using a ride-sharing app with little in the way to render accountability, he weaponized an 
electric F-150 truck – which, by design, is a heavier vehicle and accelerates faster than its fossil fuel 
counterpart.8 Then, the attacker used a firearm and staged improvised explosive devices at the scene 
showing intent of a multi-pronged attack. 

This Islamic State-inspired attack had key elements that should be taken into consideration when 
anticipating terrorist threats to other crowded American spaces. First, mirroring past terrorist attacks, 
the use of improvised explosive devices (IEDs) and vehicle ramming are at the same time both old and 
new tactics. Second, traditional suspicious activity indicators of tactics (e.g., surveillance of attack 
location) were obscured via the use of new technology that afforded clandestine operational planning 
and practice. Finally, the accessibility of the technology used to plan and carry out this attack allowed 
for efficient execution. Similarly to the recent vehicle ramming in Liverpool9, the threats we observed in 
the New Orleans attack remain a very real concern that needs significant planning and resourcing given 
the spread of crowds before, during, and after these events. Before turning to anticipated tactics that 
may be employed in upcoming U.S. global sporting events, I will review the variety of methods terrorists 
have used to attack such events historically.    

Traditional Terrorist Tactics Used in Past Attacks. As seen in Boulder on June 1, the most likely terrorist 
attack tools are not sophisticated, such as homemade explosive devices, edged weapons attacks, armed 
assaults, assassinations, hostage taking, and vehicle ramming. While rudimentary in weapon choice, 
coordinated attacks like the 2015 attack in Paris on a football stadium and two other venues by 
members of the Islamic State still warrant attention as they are lethal threats to public safety and 
national security.10 The group also launched broad propaganda campaigns to encourage using these 
methods in attacking sporting events, such as the 2018 FIFA World Cup in Russia,11 the 2024 Cricket 
World Cup in New York,12 and the 2024 Olympic games in Paris.13 A thwarted plot on a soccer event at 
the 2024 Paris Olympics inspired by the Islamic State14 showcases the spread of these types of tactics to 
attack large events. A 2024 Election Day plot – two Oklahoma-based Afghan nationals had planned to 
use AK-47-style rifles in an Islamic State-inspired terrorist attack15 – underscores that these basic, 
rudimentary tactics are still central elements of terrorist incidents in the U.S. They remain lethal, 
available, and reliable instruments for individuals and groups intent on committing violent acts of 
terrorism.   

Terrorist Novel Tactics that May Be Used in Upcoming Attacks. It is important to acknowledge that 
even enduring terrorist tactics evolve and become novel tactics. For instance, while terrorists have relied 
on explosives for over a century, NCITE research indicates that terrorists’ IED attacks are changing in 
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notable ways. Between 2009 and 2024, NCITE counted more than 100 ideologically motivated incidents 
involving IEDs.16 NCITE research identified 10 priority areas around which concentrated research and 
development can best support the homeland counter-IED community in staying ahead of this dynamic 
threat space. These include soft target protection, standoff and checkpoint detection, and information 
management and sharing.17 Emerging novel threats in terrorist use of IEDs include leveraging 
unmanned systems, additive manufacturing, and other commercial off the shelf (COTS) technology to 
develop or employ destructive devices.   

COTS technology is used in launching IEDs, but also in other aspects of terrorist organizational 
behavior.18 Lower barriers to entry for both skilled and unskilled users widen the number and types of 
individuals who could use them to deploy an attack. Because a goal inherent in terrorism is tactical 
surprise, the creative use of technology affords a greater variety of strategies at a terrorist’s disposal. 
From gaming-adjacent platforms used to radicalize and mobilize new nihilistic violent extremism (NVE) 
adherents,19 to artificially intelligent tools that allow novices to identify materials needed for an IED,20 to 
the use of a digital twin to coordinate planning on a target a terrorist has never visited,21 central to 
NCITE research is the examination of how terrorists will use a variety of technologies to accomplish their 
organizational goals.22 Large scale studies are providing new insights into which underlying mechanisms 
associated with malevolent innovation are afforded by a variety of new technologies.23   

One specific terrorist tactic poses notable risk to the upcoming global sporting events: the use of 
unmanned aerial systems (UAS).24 In a multi-year examination of how terrorists employ drones and 
geospatial technology, NCITE research has identified at least three underlying concerns associated with 
terrorist use of UAS. First, there are multiple and different ways UAS could be used to disrupt or cause 
violence at these events. For instance, terrorists may integrate multiple drone systems acting in concert 
to overwhelm defenses and/or mask a primary attack or modify commercial UAS payload capabilities to 
deliver harmful materials to crowds.25 Terrorists also use UAS for reconnaissance and pre-attack 
planning. Last month, a former member of the Michigan Army National Guard was arrested after he 
allegedly attempted to carry out a plan to conduct a mass shooting at a U.S. military base in Michigan 
on behalf of the Islamic State, using a commercial drone to identify entrances and target buildings on 
the base.26  

Second, the integration of frontier technologies with UAS introduces new capabilities that can be 
exploited by malicious actors. Malign actors can now more easily acquire, build, or customize drones at 
lower costs, with extended ranges, higher speeds, and greater payload capacities.27 Recent 
advancements also enable semi-autonomous attacks with minimal human involvement, reducing the risk 
of detection, apprehension, and subsequent prosecution.28 More advanced open-source tools have also 
emerged, allowing users to launch UAS missions to GPS-designated locations. Supported by new 
technologies, remote drone stations can be accessed via the internet, enabling global remote reach. 
Simultaneously, AI capabilities empower drones to autonomously navigate, avoid obstacles, and execute 
tasks independently – significantly reducing the level of human expertise required to operate them 
effectively, even in GPS-denied environments.   

Third, and finally, the counter-UAS community faces increasing pressure to rapidly identify and mitigate 
associated risks to high impact targets in the U.S. homeland.29 Terrorist use of UAS poses unique 
intervention challenges, as COTS UAS capabilities are progressing faster than the ability to assess and 
develop policies to mitigate the threat posed by their nefarious use. Moreover, some of the tools 
developed for counter-UAS purposes in hostile and conflict environments abroad are less suitable in a 
homeland context, resulting in the need for affordable, scalable, and actionable counter-UAS capabilities 
tailored to those relevant authorities and demands. We’ve seen encouraging progress in this area – for 
example, a recent exercise led by the DHS Science & Technology Directorate in the National Capital 
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Region exemplifies important counter-UAS research, development, and training.30 More work remains to 
address this growing threat and manage related risks at federal, state, and local levels surrounding the 
upcoming global sporting events.  

Terrorists with Intent to Attack Global Sporting Events 

Threat actors are drawn to global sporting events for a variety of reasons: terrorists with asymmetric 
capabilities see them as a chance to bring attention to their cause on the world’s largest stage, while 
transnational criminal organizations, or TCOs, may see the access to high value targets such as state 
and police officials as sufficient reason to mobilize to violence. Other illicit actors often intend to use 
these visible events as a show of force – portending to potential larger attacks on critical infrastructure 
associated with national security. The following section outlines our assessment of the most probable set 
of terrorists with intent to attack upcoming global sporting events in the United States based on their 
demonstrated intent and likely capability. 

NCITE has identified jihadist violent extremists, state-affiliated terrorists, newly designated cartel and 
TCO foreign terrorist organizations (FTOs), lone actors with issue-specific grievances, and nihilistic 
violent extremist networks as the most likely threats to global sporting events in the U.S. While there are 
other credible threats to U.S. public safety (e.g., anti-institutional extremists), critical infrastructure (e.g., 
climate terrorists), and specific soft targets (e.g., animal rights extremists), there are at least two 
reasons why we identified the categories of violent extremists for you to consider as the greatest risk to 
the FIFA World Cup in 2026 and the 2028 L.A. Olympics.31 First, when examining the propaganda from 
these groups, they have signaled intent to harm symbolic targets at these or similar events. Second, 
when reviewing plots and attacks on global sporting events and similar soft targets (e.g., the 2017 
Ariana Grande concert in Manchester, England, was targeted by a suicide bomber32), past behavior of 
individuals associated with or inspired by these violent movements suggests they are willing and 
motivated to continue this trajectory at global events.  

Jihadist violent extremists. This includes both U.S.-based homegrown violent extremists inspired by a 
designated foreign terrorist organization (FTO) as well as individuals or collectives who aim to conduct 
acts of terrorism on U.S. soil under the direction of the Islamic State, al-Qaida, and others. 

The Islamic State of Iraq and Syria (ISIS) is a transnational Salafi-jihadist terrorist group designated as 
an FTO by the U.S. Department of State. An NCITE review found that 261 individuals with significant ties 
to the U.S. have been federally charged with ISIS-related activities since 2014.33 For the last decade, the 
FBI has consistently said in public remarks that it has more than 1,000 active ISIS investigations in all 50 
states.  

The October 7, 2023, Hamas terrorist attack on Israel and the subsequent conflict has reinvigorated a 
subset of extremist threats and hate crimes toward Jewish/Israeli targets, civilian/tourist targets, and 
U.S. interests in general.34 For example, two staffers of the Israeli embassy were shot and killed outside a 
Jewish museum in Washington, D.C., in late May by a man shouting “Free Palestine” after his arrest.  
Recent U.S. antisemitic violence includes, but is not limited to, criminal cases such as a California 
rideshare driver who allegedly attacked his passenger because he believed he was Jewish,35 a New York 
Ivy League student who posted a series of increasingly violent messages online threatening to “shoot all 
you pig jews,”36 and an Oregon man who allegedly defaced a synagogue.37 Last year, a 20-year-old 
Pakistani national residing in Canada was arrested for plans to carry out an attack at Jewish religious 
centers in New York City. Intelligence reporting resulted in disrupting his plot--which involved attacking a 
large Jewish population to increase potential targets and the date of Oct. 7 because he suspected there 
would be pro-Israel supporters present for the anniversary of the attack--prior to him even traveling to 
the United States.38 



6 
 

Historically, jihadi violent extremists have communicated their intent to attack global sporting events via 
their online propaganda campaigns. For example, ahead of the 2018 FIFA World Cup in Russia, ISIS 
launched an online campaign predominantly on social media calling on adherents to directly target 
Russian President Vladimir Putin, high profile soccer players, and soft targets surrounding the 
stadiums.39 As recently as 2024, pro-ISIS propaganda encouraged attacks at the New York Cricket 
World Cup.40 Similar to the 1972 attack at the Munich Olympics, these groups seek maximum attention 
and perceive attacking symbolic targets of the West as an acceptable “act of war.”41 Their stated 
justifications for violence at global sporting events echo violent jihadi extremists’ justification for 
attacking a variety of soft targets: Western intervention in Syria and other regional conflicts, perceived 
global marginalization of Muslims, and the use of jihad as a defensive tactic.42 In addition to the threat 
of large, coordinated attacks executed by these groups (e.g., the 2015 Paris attacks), their long-standing 
efforts to encourage homegrown attacks that can be planned independently from central leadership 
(e.g., the 2025 New Orleans attack), suggests their effectiveness at influencing violence transnationally. 

State-affiliated actors and related threats. As Great Power Competition intensifies, so too do nation 
states’ incentives to coerce influence through a variety of means, such as encouraging terrorist and 
criminal groups to act on their behalf. This approach is cost-effective, offers plausible deniability, and has 
a long-standing historical precedent. The recent escalation in operations by Iran-backed militias such as 
Hezbollah, the Houthis, and other Islamic Revolutionary Guard Corps (IRGC)-linked terrorist groups 
against U.S. forces, assets, and allies marks a new level of sophistication and strategic threat. One 
NCITE research team maps the network affiliations and branches of the IRGC “Axis of Resistance.”43  

Members of these malicious networks have not only targeted U.S. military personnel and assets in the 
Middle East but also Western commercial ships operating near Yemen. While we have not seen specific 
calls for violence at the upcoming sporting events from state-affiliated actors, IRGC networks have 
encouraged terrorist plots and criminal activities in the U.S. This includes propaganda related to the 
2023 Hamas attack on Israel and the subsequent escalation of hostilities in Gaza and Lebanon. In 
addition, following the assassination of IRGC leader Qasem Soleimani, the Houthis and broader IRGC 
networks have worked to wage violence on comparable high value targets in the West.44 Another overall 
trend is the Houthi anti-shipping campaign against Israeli, U.S., and U.K. linked vessels.45 In the past 
year, the Yemen-based Houthis’ top priority has been to transition to a near-state power through its 
alliances with al-Shabaab, development of unmanned vehicle and missile programs, and ability to 
impact the global economy.46 Striking a global sporting event held in the United States may offer IRGC-
affiliated networks just the path for Iran to be seen as a player on the world stage, providing a suitable 
alternative to U.S. interests in the Middle East.47 

In addition to the use of proxies from IRGC networks, the 2025 DHS Homeland Threat Assessment 
identifies other asymmetric threats originating from or within other nation states: malign cyber 
operations not attributable to a specific adversary country. The report assesses that actors associated 
with or based in China, Iran, and Russia will “use a blend of subversive, undeclared, criminal, and 
coercive tactics to seek new opportunities to undermine confidence in U.S. democratic institutions and 
domestic social cohesion.” This includes growing evidence of foreign cyber actors and cyber criminals 
conducting various operations against our nation’s critical infrastructure. In other words, a wide range 
of adversarial foreign cyber actors are honing their techniques to disrupt U.S. essential activities and 
services or to conduct espionage focused on gaining access to U.S. networks and stealing sensitive 
information. For instance, the assessment reports that, following Hamas’s 2023 attack on Israel, 
“dozens of pro-Iran criminal hacktivist groups conducted primarily low-level cyberattacks – such as 
distributed denial-of-service attacks – against Israeli, Palestinian, and U.S. networks and websites.” Later 
that year, IRGC-affiliated cyber actors – potentially guised as a criminal hacktivist group, the assessment 
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notes – used “default credentials to successfully compromise and deface Israeli-manufactured OT 
[operational technology] devices used by U.S. critical infrastructure sector entities.”48  

Sporting organizations and major international sporting events – such as the World Cup and Olympics – 
have been targeted by state-affiliated cyber actors and cyber-criminals in the recent past, suggesting the 
potential threat of these actors to the upcoming events in the U.S.  Surrounding the recent 2024 Paris 
Olympics, France reported 119 low impact “security events,” or cybersecurity attacks targeted mainly at 
government entities as well as transport and telecom infrastructure.49 During the 2021 Tokyo Olympics, 
Japan reportedly experienced 450 million attempted unauthorized communications to the official 
website; and found malware usage, email spoofing and phishing, and the creation of fake websites to 
mimic the Olympics websites.50 

Newly designated foreign terrorist organizations: Cartels and transnational criminal organizations 
(TCOs). According to the Intelligence Community’s 2025 annual threat assessment, some cartels and 
TCOs are considered among the most lethal threats to the U.S. currently. The 2025 U.S. State 
Department designations of 10 cartels and TCOs as foreign terrorist organizations have also led NCITE 
to assess the non-trivial similarities between these new-designated and more traditional FTOs (e.g., 
violent jihadi extremists). Both traditional FTOs and the newly designated cartel FTOs engage in illicit 
activity and symbolic violence. Criminal activities from these newly designated FTOs range from drug 
trafficking, human trafficking, money laundering, extortion, to kidnapping. What alerts me most about 
the potential for malign activities at the upcoming global sporting events, however, is the use of violence 
by cartels that is on par – if not exceeding – levels used by traditional FTOs.51 For instance, while FTOs 
are credited with the creation of execution videos to invoke widespread fear beyond the immediate 
victim, cartels have far exceeded traditional FTOs in the volume, quality, and impact of such videos.52 

These execution videos are shared broadly across the internet,53 and the groups use high-profile public 
displays of bloodshed, such as discarding human heads in the middle of crowds,54 to instill fear and 
embarrass their adversaries. Given that TCO FTOs have shown themselves to be prolific in their acts of 
symbolic violence – acts that are novel, public, and meant to generate fear to a broader class of 
individuals beyond the immediate victim – it may follow that these newly designated FTOs may also 
pose threats to the upcoming FIFA World Cup and Olympic sporting events.  

Newly designated cartel and TCO FTOs possess capabilities for violence (e.g., geographic familiarity, 
access to resources, and established networks), but they are presently less likely to aspire to the mass 
casualty violence that may be planned by traditional FTOs.55 Instead, cartel and TCO FTO threats to 
these upcoming large-scale public gatherings may result from opportunistic planning for media 
attention and access to targets. The Cartel del Jalisco Nueva Generación (CJNG) and Juarez Cartel in 
Mexico have ties to football clubs, players, administrators, and fan groups, many of whom are linked to 
violence and riots in stadiums;56 Tren de Aragua in Venezuela has ties to major league baseball and has 
carried out assassinations on individuals associated with football clubs.57 

Unlike traditional foreign terrorist threats (e.g., ISIS), the newly designated cartel and TCOs are 
geographically situated to transport illegal goods or smuggle humans into the country, which is a 
service they may provide to malign actors who are able to afford their fees.58 As of 2025, over one third 
of terrorist groups are involved in financial collaboration with cartel and transnational criminal 
organizations, indicating a shift in the crime-terror nexus.59 This number doesn’t include the number of 
cartels and TCOs who will collaborate for financial or operational means to achieve their goals.60 While 
larger cartel terrorists like the Sinaloa Cartel and CJNG have posed a long-standing threat to the U.S., 
even relatively smaller cartels like the Juarez Cartel and La Linea have established territory at the U.S.-
Mexico border, allowing for operations within and across the U.S. leading up to both upcoming global 
sporting events.61 One important consideration regarding the threat posed by cartel and TCO terrorists 
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is the opportunistic nature of these organizations, in addition to their use of symbolic violence. The 
increased traffic across borders as people arrive globally for these major sporting events will make it 
easier for their cross-border business, including human smuggling.   

In addition to the threat on U.S. soil, these newly designated cartels and TCOs have a history of 
attacking targets in Mexico that are symbolic of America. For instance, a 2018 grenade attack on the 
U.S. Consulate in Guadalajara is thought to have been likely perpetrated by CJNG.62 With Mexico co-
hosting the 2026 FIFA World Cup with the U.S. and Canada, cartels may pose a greater risk to 
Americans and other global spectators at the events held within their own borders due to their territorial 
influence in cities hosting events. Such attacks would align with the tendency of these newly designated 
FTOs to send symbolic messages to those seeking to disrupt their operations.  

Lone actors with grievances. Grievance-motivated terrorists, driven by emotional and social causes, 
often plan their actions in advance to use symbolic violence for communicating a message to a wider 
audience.63 For example, in my home state of Oklahoma, Tim McVeigh expressed his anger toward 
symbols of the federal government by bombing the Alfred P. Murrah building in 1995. After a lifetime of 
difficult interactions with authority and anger about federal activity at Waco and Ruby Ridge, McVeigh 
identified the OKC target as one that would gain national attention by “embarrassing members of the 
federal government.” Other grievance-based attackers such as Brandon Tarrant at Christchurch (2019), 
Anderson Lee Aldrich in Colorado Springs (2022), Payton Gendron at the Topps grocery store (2022), 
and Eric Rudolph at the Atlanta Olympics (1996) also chose opportunistic targets that would garner 
attention as symbols to which they attached their grievances.  

One lone actor of note for today illustrates how the upcoming sporting events could be attractive 
targets for grievance-based violence. In the 1996 Atlanta Olympics, Eric Rudolph acted alone to 
detonate several pipe bombs at Centennial Olympic Park. In what could be considered a precursor to 
more recent accelerationist extremists, Rudolph’s attack on the Olympic Games was motivated by his 
extreme anti-abortion and anti-globalism views and his desire to disrupt the social order.64  

Global sporting events also offer symbolic targets related to furthering antisemitism,65 which may result 
in increased tensions in an already rising climate of antisemitism in the U.S. and the West in general.66 
The shooter of two Israeli Embassy staffers in Washington, D.C., on May 21, 2025 cited the war in Gaza 
as a central grievance and framed the killings as an act of political protest in a manifesto.67 The 2018 
attack on the Tree of Life Synagogue was the deadliest attack on a Jewish house of worship in the U.S., 
resulting in the shooter killing 11 people and wounding six.68 During the commission of the shooting, the 
attacker made statements inside the synagogue that he conducted the attack “to kill Jews” and 
announced that “all Jews must die.”69  

Nihilistic violent extremism. Nihilistic Violent Extremism (NVE) ideology is derived “primarily from a 
hatred of society at large and a desire to bring about its collapse by sowing indiscriminate chaos, 
destruction, and social instability.”70 NVE threat actors operate in networks to promote increasing levels 
of violence to foment societal collapse through the corruption and exploitation of vulnerable 
populations.71 

The FBI opened 250 investigations in all 50 states regarding NVE suspects.72 In recent months, there has 
been an increase in the number of arrests – a preliminary review by NCITE identified dozens of federal 
cases in the United States, and at least 75 globally.73 

Due to their extensive online networks, NVE threat actors are transnational in nature, adding complexity 
to efforts to disrupt their activity and violence.74 These extremists often require prospective members to 
commit an act of violence on behalf of the group and publicize it before they consider letting them join. 
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One NVE subculture is particularly known for coercion and exploitation of youth. These groups – such as 
764 and Order of Nine Angles (ONA) – specifically focus on coercing minor victims to self-harm or 
engage in gore violence particularly sharing Child Sexual Abuse Materials (CSAM) and other graphic 
depictions of harm. The transnational, online nature of these groups (e.g., ONA was a U.K.-based group 
that spread to the U.S.) makes NVE a global threat with adherents represented in several countries and 
capable of collaborating in online spaces. An NCITE research project is specifically looking at youth 
mobilization, and preliminary findings suggest a shift toward not only younger victims, but younger 
perpetrators within the NVE network compared to most FTOs.75 

Large events that offer the potential for an online viral platform, like the FIFA World Cup and the 
Olympics, are attractive targets to these extremists. Central to NVE ideology is a competitive culture 
where adherents emphasize an expectation to prove oneself through violence. Tactically, this often leads 
to attacks intended to garner as much media attention as possible, such as the 764-inspired thwarted 
attack on the Lady Gaga concert in Brazil in May 2025.76 

RECOMMENDATIONS  
The novel tactics that a variety of terrorist threat actors have at their disposal are exacerbated by the 
complexity of the target space that the FIFA World Cup and Olympic events provide. Both FIFA World 
Cup activities throughout North America in 2026 and the 2028 Olympics in Los Angeles, CA and 
Oklahoma City, OK, present unique crowd management, security, and transit considerations. Challenges 
around the World Cup are not limited to the venues in which the matches will be held; they are very 
much regionwide challenges. For example, World Cup “FanFest” events take place in many locations 
outside of games themselves over a 40-day period, at locations that are particularly vulnerable targets 
for terrorist attacks given that their security is not well established or easy to implement. There are 
challenges for the transit systems that take patrons to games and are impacted by an influx of 
spectators from outside the region. There are also security issues at practice facilities that will be spread 
around numerous locations and at the hotels where athletes are housed.77   

The Olympics pose many issues similar to those of the World Cup, but also unique challenges. For 
example, crowds viewing the arrival of the Olympic flame will create similar conditions to those in the 
2013 Boston Marathon.78 The Olympic flame relays in Marseilles for the 2024 games attracted some 
150,000 people, while in Cornwall and Devon in 2012 they attracted approximately 100,000. The 
Olympic Village persists as a major security target attractive to terrorists. Because of how dispersed the 
upcoming L.A. Olympics venues will be, there are plans to have satellite Olympics Villages in addition to 
a main site at the University of California Los Angeles. The satellite locations will add new complexity to 
the issues facing Olympics security officials.79 

Given terrorists’ intent, evolving capability, and opportunity to attack the upcoming FIFA World Cup and 
Olympic events in the U.S., there are at least two decisions this subcommittee should consider. First, the 
DHS Science and Technology Directorate has an established network of university partners who are 
uniquely positioned to contribute to DHS capability.80 Continuing the authorized funding of the 
established cooperative agreements with the designated Centers of Excellence would be a force 
multiplier for the existing federal workforce. For example, the Northeastern University-based COE, Soft 
Target Engineering to Neutralize the Threat Reality (SENTRY) is uniquely charged with developing 
solutions to protect soft targets. SENTRY was actively working to provide crowd management, mass 
transit infrastructure, and stadium security technology tools and knowledge products for the FIFA World 
Cup. An example of SENTRY technologies focused on supporting crowd management security and 
response, dynamic digital twins, are capable of monitoring crowd movements in real time. The system 
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allows for the monitoring and analysis of crowd behavior, including predicting hot spots based on crowd 
size and train schedules. This S&T-funded tool also enables users to prepare and plan for events like the 
FIFA World Cup and Olympics by supporting the simulation of various threats, including malicious 
attacks. Addressing the prevalence of bombs used in prior attacks on the homeland, SENTRY developed 
the Digital Dog NoseTM, a portable vapor sensor system capable of detecting and tracking threats, such 
as explosives, with continuous operation and unmatched sensitivity, in densely populated areas.81 

In addition, given the Paris 2024 rail network attacks, protecting our internal transportation 
infrastructure is paramount. SENTRY has developed an AI-driven network risk modeling and simulation 
tool that was being piloted to make resource allocations for rail infrastructure.82 The Arizona State 
University-based COE, the Center for Accelerating Operational Efficiency (CAOE) had a project inspired 
by the Transportation Security Administration (TSA) goal to increase passenger throughput while 
maintaining high quality screening. This plan-of-day system is just months away from a transition to IBM 
via TSA HQ. Given the legislative priority of protecting public safety associated with the upcoming global 
sporting events, restoring and protecting funding for the nine DHS Centers of Academic Excellence is 
paramount for the all hands-on deck approach the risk to U.S. global sporting events warrants. 

Second, the intelligence and analysis capabilities of DHS are essential in assisting federal, state, and 
local officials to prepare for and disrupt any potential terrorist attack targeting FIFA World Cup and 
2028 L.A. Olympic events. DHS I&A is the lead drafter of Joint Threat Assessments for all National 
Security Special Events (NSSE) with a Special Event Assessment rating of Level 1 or 2. Over the past two 
decades, I&A has also developed unique federal, state, local, tribal, and territorial partnerships that 
allow for dissemination of intelligence products to those best in a position to observe suspicious activity 
and disrupt threat streams before they transition into lethal attacks. For example, the National Threat 
Evaluation and Reporting (NTER) Master Trainer network has available and credible state and local 
partners in each of the regions where the upcoming FIFA World Cup games will be held, and they are 
able to deliver specific training to law enforcement, emergency managers, and even event staff. Through 
I&A information sharing with state fusion centers about suspicious activity report (SAR) processing, 
CBP's National Targeting Center Operational Watch capabilities, and the international partnerships 
with FVEY public safety organizations, DHS has a networked organizational structure to transition the 
intelligence it and its partners synthesize to protect the homeland from a variety of terrorist threats. 
However, that capability may be degraded by third-order effects of workforce planning decisions. With 
an aging workforce and the current hiring freeze, I am concerned that DHS could have less capacity to 
write and share the complex assessments these events require. Given the emphasis that DHS has in 
assisting primarily state and local officials in securing National Security Special Events, departures of 
career analysts may be compounded by the inability to replace them before it is too late. Thus, I 
recommend that the capacity of the unique intelligence and analysis function that DHS leads in 
protecting the upcoming United States global sporting events be prioritized in workforce planning 
decisions.  
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Appendix A: Exemplars of Terrorist Attacks on Major Sporting Events 

The following table illustrates a selection of terrorist attacks associated with major sports events. These were 
selected to represent global threats as well as a range of actors and targets. 

Year Sporting Event Threat Actors Tactics Target 

1972 Summer Olympics, 
Munich 

Black September 11 Israeli athletes were taken 
hostage; all were killed; assault 
rifles 

Olympic Village 
(apartments); Munich, 
Germany 

1994 FIFA World Cup, 
Los Angeles 

Ulster Volunteer 
Force (UVF) 

Assault at a World Cup watch 
party in Northern Ireland; assault 
rifles  

Pub (hospitality); 
Loughinisland, 
Northern Ireland 

1996 Summer Olympics, 
Atlanta 

Lone actor; 
accelerationist 
ideology 

Pipe bomb detonated at a park 
built for the Olympics; bomb threat 
(phoned in advance) 

Centennial Olympic 
Park (open air); 
Atlanta, United States 

1998 FIFA World Cup, 
Paris 

Armed Islamic 
Group (backed 
by Al-Qaida) 

Plot to target the stadium (England-
Tunisia), a hotel (U.S. team), and 
hijack an aircraft (thwarted)  

Stadium (open air); 
hotel (hospitality); 
Marseille and Paris, 
France 

2000 Summer Olympics, 
Sydney 

Al-Qaida Plot to blow up a nuclear reactor 
during the Olympic games 
(thwarted) 

Nuclear reactor (hard 
target); Auckland, New 
Zealand 

2010 FIFA World Cup, 
Johannesburg 

Al-Shabaab Two coordinated bombings at 
World Cup watch parties in 
Uganda; suicide bombers 

Restaurant, rugby club 
(hospitality); Kampala, 
Uganda 

2013 Boston Marathon, 
Massachusetts 

Al-Qaida in the 
Arabian 
Peninsula 
(AQAP) inspired 

Two bombs exploded at the finish 
line of the marathon; pressure 
cooker bombs 

Finish line, one block 
apart (open air); 
Boston, United States 

2013- 
2014  

Winter Olympics, 
Sochi 

Caucasus 
Emirate 

Two bombs targeted a bus and the 
central train station; suicide 
bombers 

Bus, train station 
(public transportation); 
Volgograd, Russia 

2015 International 
Football Match, 
Paris 

Islamic State Coordinated attack targeted the 
stadium, President of France in 
attendance; suicide bombers 

Stadium (indoor), 
restaurants, concerts 
(hospitality); Paris, 
France 

2016 UEFA Champion 
League Final, 
Milan 

Islamic State Mass shooting targeting Real 
Madrid fans at a football club; AK-
47s 

Café (hospitality); 
Balad, Iraq 

2024 Summer Olympics, 
Paris 

Unknown Coordinated arson attacks targeted 
the railway system just before 
opening ceremony 

Railways (public 
transportation); Paris, 
France 
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Appendix B: Exemplars of Terrorist Attacks on Large Events 

The following table illustrates a selection of terrorist attacks associated with large crowds that attract a 
similar level of public attention as sporting events. These were selected to illustrate a global view of the 
threat to these events focusing on the last decade, as well as a range of threat actors and targets. 

Year Event Threat Actors Tactics Target Location 

2016 Bastille Day 
Celebration 

Islamic State Vehicle ramming attack 
targeting crowds watching 
fireworks; vehicle 

Public space (open 
air); Nice, France 

2017 Route 91 Harvest 
Music Festival 

Lone actor; 
undetermined 
ideology 

Mass shooting at open air 
music festival; multiple 
firearms 

Music festival (open 
air); Las Vegas, 
Nevada 

2017 Ariana Grande 
concert 

Islamic State 
(credited) 

Bombing at Manchester 
Arena during Ariana Grande 
concert; suicide bomber 

Manchester Arena 
(indoor); 
Manchester, 
England 

2019 Easter Sunday National Thowheeth 
Jama’ath (ISIS 
inspired) 

Bombings at three churches, 
three luxury hotels on Easter; 
suicide bombers 

Churches (indoor), 
hotels (hospitality); 
Colombo, Sri Lanka 

2022 July 4th Parade Lone actor; some 
NVE indicators  

Mass shooting at an 
Independence Day parade; 
semi-automatic rifle 

Parade (open air); 
Highland Park, 
Illinois 

2023 Nova Music festival Hamas Mass shooting and hostage 
taking at music festival; 
rockets, firearms 

Music festival (open 
air); Eshkol 
Regional Council, 
Israel 

2024 Taylor Swift concert Islamic State 
Khorasan (IS-K) 

Planned vehicular attack and 
bombing on crowd outside the 
stadium (thwarted); vehicle, 
IED 

Ernst-Happel 
Stadion (open air); 
Vienna, Austria 

2024 Concert at the Crocus 
City Hall 

Islamic State 
Khorasan (IS-K) 

Mass shooting at concert hall; 
firearms, bladed weapon, 
incendiary device 

Concert Hall 
(indoor); Moscow, 
Russia 

2025 New Years Eve 
celebration 

Islamic State 
(inspired) 

Vehicular ramming followed 
by open fire on Bourbon 
Street; vehicle, AR-10 

Bourbon Street 
(open air); New 
Orleans, Louisiana 
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