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OFFSHORE TAX EVASION:
THE EFFORT TO COLLECT UNPAID TAXES
ON BILLIONS IN HIDDEN OFFSHORE ACCOUNTS

l. EXECUTIVE SUMMARY

This investigation arises from the Permanent Subcommittee on Investigations’
longstanding focus on offshore tax abuse, including U.S. taxpayers using hidden offshore
accounts. In 2008 and 2009, the Subcommittee held three days of hearings and released a
bipartisan report examining how some tax haven banks were deliberately helping U.S. customers
hide their assets offshore to evade U.S. taxes. The hearings focused on two tax haven banks,
UBS AG, the largest bank in Switzerland, and LGT, a private bank owned by the royal family of
Liechtenstein.! On the first day of the hearings, UBS acknowledged its role in facilitating U.S.
tax evasion, apologized for its wrongdoing, and promised to end it. It later entered into a
Deferred Prosecution Agreement with the U.S. Department of Justice, paid a $780 million fine,
and turned over about 4,700 accounts with U.S. client names that had not been disclosed to the
Internal Revenue Service (IRS). It also committed to disclosing to the IRS all future accounts
opened for U.S. persons.

Since then, significant progress has been made in the effort to combat offshore tax
abuses. World leaders have declared their commitment to reduce cross border tax evasion. Tax
havens around the world have declared they will no longer use secrecy laws to facilitate tax
dodging. In the United States, over 43,000 taxpayers joined a voluntary IRS disclosure program,
came clean about their hidden offshore accounts, and paid over $6 billion in back taxes, interest,
and penalties. In addition, Congress enacted the Foreign Account Tax Compliance Act
(FATCA), which requires foreign banks to either disclose their U.S. customer accounts on an
automatic, annual basis or pay a 30% tax on their U.S. investment income. Just this month, at
the request of G8 and G20 leaders, the Organisation for Economic Co-operation and
Development (OECD) issued a model agreement that, like FATCA, will enable countries to
automatically exchange account information to fight cross border tax evasion.

On the negative side of the ledger, despite evidence of widespread misconduct by Swiss
banks in facilitating U.S. tax evasion, Switzerland has continued to severely restrict the ability of
Swiss banks to disclose the names of U.S. customers with undeclared Swiss accounts. As a
result, the United States has obtained few U.S. names and little account information. In addition,
despite the passage of five years, the U.S. Justice Department has failed to hold accountable the
vast majority of the 4,700 UBS accountholders whose names were given to the United States.
Aside from UBS, it has prosecuted only one of the Swiss banks suspected of misconduct, while
setting up a program for hundreds of Swiss banks to obtain non-prosecution agreements without
disclosing the names of a single U.S. customer with a hidden account. The promise of FATCA
to disclose hidden offshore accounts has also dimmed due to regulations that opened disclosure

! “Tax Haven Banks and U.S. Tax Compliance,” hearing before U.S. Senate Permanent Subcommittee on
Investigations, S. Hrg. 110-614 (July 17 and 25, 2008)(including bipartisan report); “Tax Haven Banks and U.S. Tax
Compliance: Obtaining the Names of U.S. Clients with Swiss Accounts,” hearing before U.S. Senate Permanent
Subcommittee on Investigations, S. Hrg. 111-30 (March 4, 2009).



loopholes which may enable many offshore accountholders to continue to conceal their accounts
from U.S. authorities.

In this Report, the Subcommittee’s investigation chronicles these developments and
provides an assessment of U.S. efforts to combat offshore tax evasion through hidden foreign
accounts. It examines, in particular, ongoing roadblocks erected by the Swiss Government to
block bank disclosure of the names of former U.S. customers with undeclared Swiss accounts. It
uses as a case study a major Swiss bank, Credit Suisse, that was deeply involved in facilitating
U.S. tax evasion and whose unnamed U.S. customers continue to owe unpaid U.S. taxes on
billions of dollars in hidden assets.

A. Subcommittee Investigation

After the 2008 hearing on UBS, the Subcommittee initiated an informal bipartisan review
into whether Switzerland’s second largest bank, Credit Suisse, had also helped U.S. customers
evade U.S. taxes. At that time, Credit Suisse representatives acknowledged having U.S.-linked
Swiss accounts that had not been disclosed to the IRS, but also said that the bank was in the
process of closing those accounts or disclosing them to the IRS. Three years later, in 2011, after
seven Credit Suisse bankers were indicted by the U.S. Justice Department for aiding and abetting
U.S. tax evasion, the Subcommittee opened a formal bipartisan investigation into the status of
the bank’s cleanup efforts and found that they were still far from complete.

Over the course of the next few years, the Subcommittee collected approximately
100,000 documents from Credit Suisse, as well as extensive documents from 16 additional
parties, conducted 23 interviews of personnel at the bank, the U.S. government, and other
sources, as well as U.S. taxpayers who had evaded U.S. taxes using hidden Credit Suisse
accounts. The Subcommittee also received 18 briefings from both the bank and various U.S.
government agencies with expertise in U.S. taxes, U.S. tax enforcement, cross-border travel, and
illicit money flows.

The materials reviewed by the Subcommittee included Credit Suisse filings with the
Securities and Exchange Commission (SEC) and other investor disclosures, Credit Suisse
internal memoranda, meeting minutes, emails, as well as legal pleadings and media reports. The
Subcommittee also reviewed bank statements and financial documents related to some former
accountholders. Additionally, Credit Suisse briefed the Subcommittee about the findings of an
internal investigation conducted by outside lawyers in 2011, and provided statistics about its
U.S.-linked accounts. The Subcommittee also examined U.S. and Swiss agreements, statements,
legal pleadings, and other materials related to disclosing the names of U.S. clients with
undeclared Swiss accounts.

B. Investigation Overview

Using the Credit Suisse case study, the Subcommittee investigation examined the bank’s
past actions, including the opening and servicing of undeclared Swiss accounts for U.S.
customers, and subsequent actions to close those Swiss accounts, as well as the status of U.S.
enforcement efforts to collect unpaid taxes and hold accountable the tax evaders and the banks
that aided and abetted them.



22,000 U.S. Customers with 12 Billion Swiss Francs. The investigation found that, as
of 2006, Credit Suisse had over 22,000 U.S. customers with Swiss accounts whose assets, at their
peak, exceeded 12 billion Swiss francs (CHF). Although Credit Suisse has not determined or
estimated how many of those accounts were hidden from U.S. authorities, the data suggests the
vast majority were undeclared. To date, due to Swiss Government restrictions, the United States
has obtained the names of only about 230 U.S. clients with hidden accounts at Credit Suisse.

Recruiting U.S. Clients and Facilitating Secrecy. The investigation found that, from at
least 2001 to 2008, Credit Suisse recruited U.S. clients to open Swiss accounts, and employed a
number of banking practices that helped its U.S. customers conceal their Swiss accounts from
U.S. authorities. Those practices included sending Swiss bankers to the United States to secretly
recruit clients and service existing accounts; sponsoring a New York office that served as a hub
of activity on U.S. soil for Swiss bankers; and helping customers mask their Swiss accounts by
referring them to “intermediaries” that could form offshore shell entities for them and by opening
accounts in the name of those offshore entities. One former customer described how, on one
occasion, a Credit Suisse banker travelled to the United States to meet with the customer at the
Mandarin Oriental Hotel and, over breakfast, handed the customer bank statements hidden in a
Sports Illustrated magazine. Credit Suisse also sent Swiss bankers to recruit clients at bank-
sponsored events, including the annual “Swiss Ball” in New York and golf tournaments in
Florida. The Credit Suisse New York office kept a document listing “important phone numbers”
of intermediaries that formed offshore shell entities for some of the bank’s U.S. customers.
Credit Suisse also encouraged U.S. customers to travel to Switzerland, providing them with a
branch office at the Zurich airport offering a full range of banking services. Nearly 10,000 U.S.
customers availed themselves of that convenience. The bank’s own investigation indicates that
Swiss bankers were well aware that some U.S. clients wanted to conceal their accounts from
U.S. authorities, and either turned a blind eye to the accounts’ undeclared status, or at times
actively assisted those accountholders to hide assets from U.S. authorities.

Weak Oversight. The investigation also found that Credit Suisse exercised weak
oversight of its own policies for U.S.-linked accounts in Switzerland, facilitating wrongdoing.
A 2002 bank policy called for U.S.-linked accounts to be opened by a single Swiss office,
SALN, whose bankers were given special training in U.S. regulatory and tax requirements.
Despite that policy, a majority of U.S.-linked accounts were spread throughout other business
areas of the bank; by 2008, over 1,800 Credit Suisse bankers were opening and servicing Swiss
accounts for U.S. customers. Some of those Swiss bankers assisted U.S. clients to open
undeclared accounts, buy and sell U.S. securities, and structure large cash transactions to avoid
U.S. cash reporting requirements, in violation of U.S. law and the bank’s own policies which
prohibited those activities. The Swiss bank also used third party service providers to supply U.S.
clients with credit cards and travel cash cards that enabled them to secretly draw upon the cash in
their Swiss accounts. In addition, Credit Suisse restricted compliance, risk management, and
audit oversight of all U.S. customer accounts in Switzerland to Swiss personnel due to Swiss
secrecy laws, limiting the oversight that could be conducted by bank personnel in the United
States. Credit Suisse extended those limitations even to the U.S.-linked accounts at SALN which
was organizationally part of the Credit Suisse Private Bank for the Americas. On February 21,
2014, Credit Suisse paid a $196 million fine to the U.S. Securities and Exchange Commission
(SEC) to settle securities law violations by its Swiss bankers for conducting unlicensed broker-



dealer and investment advice activities in the United States and by the bank for failing to prevent
that misconduct due to poorly implemented controls and ineffective monitoring.

Five Year Exit. Beginning in 2008, after the UBS scandal broke, Credit Suisse initiated
a series of “Exit Projects” to identify Swiss accounts that had been opened for U.S. customers,
and ask the customers to either disclose their accounts to the United States, or close them. The
Exit Projects took an overly incremental approach, delayed reviewing key groups of accounts,
and took over five years to complete. The projects included, in chronological order, the Entities
Project, Project Tom, Project Il1, Project Tim, Legacy Entities Project, Project Titan, and Project
Argon. The 2008 UBS scandal and 2011 indictment of seven Credit Suisse bankers spurred the
account closing efforts represented by those projects, but they continued to take years to
implement.

From 2008 to 2011, the Credit Suisse Exit Projects focused exclusively on Swiss
accounts held by U.S. residents, ignoring the over 6,000 accounts opened by U.S. nationals
living outside of the United States. The early projects also focused on the conduct of bankers at
SALN, the office that was supposed to have been in charge of opening U.S.-linked accounts in
Switzerland, even though the majority of U.S.-linked accounts were actually located in Swiss
offices outside of SALN, including Credit Suisse’s private bank subsidiary Clariden Leu. By the
end of 2010, the Exit Projects had closed accounts held by nearly 11,000 U.S. clients, an
indication of how extensive the problems were with the accounts. It was not until 2012, that the
bank expanded the Exit Projects to include a review of the thousands of Swiss accounts opened
by U.S. nationals living outside of the United States. At the end of 2013, five years after the
UBS scandal broke, Credit Suisse data indicated that the bank had closed Swiss accounts for
approximately 18,900 U.S. customers and retained accounts for about 3,500 U.S. customers with
assets totaling about $2.6 billion. These figures represent an 85 percent drop in the number of the
bank’s U.S. customers in Switzerland.

Lax U.S. Enforcement. Credit Suisse has been under investigation by the U.S.
Department of Justice (DOJ) since at least 2010. In 2011, seven of its Swiss bankers were
indicted by DOJ for aiding and abetting U.S. tax evasion. Despite the passage of almost three
years, however, none of those bankers has stood trial, instead remaining overseas. In 2011, the
bank itself was served with a target letter by DOJ, indicating that Credit Suisse, not just some of
its bankers, was under criminal investigation. The letter signifies that DOJ believed it had
substantial evidence of criminal wrongdoing by the bank at that point, although no indictment
was filed in the years that followed.

In 2011, as part of the DOJ investigation, the bank was asked to produce a variety of
documents through Grand Jury subpoenas and other requests. In response, the Swiss
Government intervened, took control of the document production process, and limited the
documents that the bank produced to DOJ. When, at the request of the Swiss, the United States
submitted a treaty request for names and account information related to U.S. persons with
undeclared Swiss accounts at Credit Suisse, a Swiss court ruled that parts of the request did not
meet the requirements of the U.S.-Swiss tax treaty, requiring the United States to submit a
revised request. After roughly two years, the Swiss Supreme Court permitted about 230 U.S.
customer files, or substantially less than 1 percent of the over 22,000 U.S. accountholders with
Swiss accounts at Credit Suisse, to be provided to U.S. authorities. During that same period, the



DOJ did not use any of the authorities and remedies available to it in U.S. courts, such as
enforcing the outstanding Grand Jury subpoenas or using a John Doe summons, to obtain U.S.
client names and account information directly from Credit Suisse.

DOJ’s decision to refrain from taking enforcement action against Credit Suisse over the
past five years is part of a larger failure by the United States to obtain from the Swiss the names
of the tens of thousands of U.S. persons who opened undeclared accounts in Switzerland and
have not yet paid taxes on their hidden assets. Despite constructing a 2013 program to enable
hundreds of Swiss banks to apply for non-prosecution agreements or non-target letters, DOJ did
not obtain any agreement in return from the Swiss Government to permit any of those Swiss
banks to furnish U.S. client names to the United States. To the contrary, DOJ explicitly
surrendered the right of the United States to obtain U.S. client names from the banks given non-
prosecution agreements and non-target letters under the new DOJ program, and may have
implicitly surrendered the right to use remedies available in U.S. courts to obtain those names
directly from those banks, including through Grand Jury subpoenas or John Doe summonses.

DOJ also appears to have decided to rely solely on the treaty process to obtain documents
from the 14 Swiss banks under active investigation for facilitating U.S. tax evasion. For years,
DOJ has not enforced a single Grand Jury subpoena directed at the 14 targeted banks, nor
assisted the IRS in using a John Doe summons to obtain critical information from them in
Switzerland. Instead, since 2011, DOJ has made treaty requests involving at least two of the
targeted banks. After nearly three years, those treaty requests have produced few U.S. client
names and little account information. By relying on the restrictive treaty process and refraining
from using U.S. remedies enforceable in U.S. courts to obtain information directly from the 14
Swiss banks, DOJ essentially ceded control of the document process to Swiss regulators and
Swiss courts that value bank secrecy and are willing to prohibit disclosure of bank information
essential to effective U.S. investigations and prosecutions of U.S. tax evasion involving
Switzerland.

In addition, since 2009, aside from UBS, DOJ has indicted only one Swiss bank, Wegelin
& Co. When Wegelin pled guilty, DOJ accepted its guilty plea without obtaining a single client
name that could be used to seek unpaid taxes from the U.S. clients that used the bank to escape
their tax obligations. When DOJ used U.S. prosecution tools and IRS John Doe summons
against UBS, the United States obtained about 4,700 accounts with U.S. client names, and DOJ
prosecuted 72 taxpayers. In contrast, without those tools, when DOJ used only the treaty process
to seek information from the 14 targeted banks, DOJ obtained only a few hundred U.S. client
names and prosecuted less than a handful of U.S. taxpayers for having a hidden account. DOJ’s
reduced effectiveness can be attributed, in part, to its reliance on the treaty process under Swiss
control instead of on U.S. tools enforceable in U.S. courts. Further, while DOJ has indicted 34
Swiss banking and other professionals for aiding and abetting U.S. tax evasion, the vast majority
of those defendants have yet to stand trial. Most continue to reside in Switzerland, without
facing any public U.S. extradition request to require them to face U.S. criminal charges. As a
result, DOJ has made little progress in collecting the unpaid U.S. taxes that continue to be owed
on billions of dollars of assets hidden in Swiss accounts.

While Switzerland sometimes claims that there is no need to obtain client names from
Swiss banks, because U.S. clients with hidden Swiss accounts will be named over the next few



years under FATCA, FATCA will not, in fact, solve the disclosure problem. FATCA'’s
implementing regulations have created multiple loopholes, with no statutory basis, in the law’s
disclosure requirements. Among other problems, the FATCA regulatory loopholes will require
disclosure of only the largest dollar accounts; they will permit banks to ignore, in most cases,
bank account information that is kept on paper rather than electronically; they will allow banks
to treat accounts opened by offshore shell entities as non-U.S. accounts even when the entity is
owned by a U.S. taxpayer; and the remaining disclosure requirements can be easily circumvented
by U.S. persons opening accounts below the reporting thresholds at more than one bank.
Switzerland has also sometimes claimed that additional client names can be obtained through the
revised U.S.-Swiss tax treaty which has yet to be ratified by the Senate, but that treaty applies
only to requests for accounts that were open after its signing date in September 2009, which
excludes the years in which the bulk of misconduct by Swiss banks and their U.S. clients took
place. The treaty also has a convoluted process for obtaining the names of accountholders who
can seek to block disclosure in Swiss courts, and Swiss law has created new evidentiary burdens
for U.S. requests seeking information about unnamed U.S. taxpayers with accounts at Swiss
financial institutions.

Neither FATCA nor the revised U.S.-Swiss tax treaty nor the DOJ non-prosecution
program for Swiss banks can be relied on to produce the names of U.S. clients who used Swiss
accounts to hide assets, evade taxes, and dodge U.S. efforts to collect the taxes they still owe.
Unless DOJ is willing to use available U.S. legal remedies to obtain those U.S. client names,
many of the most egregious cases of tax evasion using hidden offshore accounts will escape
accountability, while tax haven banks continue to profit from U.S. clients dodging U.S. taxes.
Allowing tax cheats to dodge accountability for their actions would not only weaken the
incentive for other U.S. taxpayers with hidden accounts to enter into the IRS Offshore Voluntary
Disclosure Program, it would also send the wrong message to other tax haven banks and
governments, and give up on unpaid U.S. taxes on billions of dollars in hidden assets.

C. Findings of Fact and Recommendations

Findings of Fact. Based upon the Subcommittee’s investigation, this Report makes the
following findings of fact.

(1) Bank Practices that Facilitated U.S. Tax Evasion. From at least 2001 to
2008, Credit Suisse employed banking practices that facilitated tax evasion by
U.S. customers, including by opening undeclared Swiss accounts for
individuals, opening accounts in the name of offshore shell entities to mask their
U.S. ownership, and sending Swiss bankers to the United States to recruit new
U.S. customers and service existing Swiss accounts without creating paper
trails. At its peak, Credit Suisse had over 22,000 U.S. customers with Swiss
accounts containing assets that exceeded 12 billion Swiss francs.

(2) Inadequate Bank Response. Credit Suisse’s efforts to close undeclared
Swiss accounts opened by U.S. customers took more than five years, failed to
identify how many were undeclared accounts hidden from U.S. authorities, and
fell short of identifying any leadership failures or lessons learned from its
legally-suspect U.S. cross border business.



3)

(4)

Lax U.S. Enforcement. Despite the passage of five years, U.S. law
enforcement has failed to prosecute more than a dozen Swiss banks that
facilitated U.S. tax evasion, failed to take legal action against thousands of U.S.
persons whose names and hidden Swiss accounts were disclosed by UBS, and
failed to utilize available U.S. legal means to obtain the names of tens of
thousands of additional U.S. persons whose identities are still being concealed
by the Swiss.

Swiss Secrecy. Since 2008, Swiss officials have worked to preserve Swiss
bank secrecy by intervening in U.S. criminal investigations to restrict document
production by Swiss banks, pressuring the United States to construct a program
for issuing non-prosecution agreements to hundreds of Swiss banks while
excusing those banks from disclosing U.S. client names, enacting legislation
creating new barriers to U.S. treaty requests seeking U.S. client names, and
managing to limit the actual disclosure of U.S. client names to only a few
hundred names over five years, despite the tens of thousands of undeclared
Swiss accounts opened by U.S. clients evading U.S. taxes.

Recommendations. Based upon the Subcommittee’s investigation and findings of fact,
this Report makes the following recommendations.

1)

()

3)

Improve Prosecution of Tax Haven Banks and Hidden Offshore
Account Holders. To ensure accountability, deter misconduct, and collect tax
revenues, the Department of Justice should use available U.S. legal means,
including enforcing grand jury subpoenas and John Doe summons in U.S.
courts, to obtain the names of U.S. taxpayers with undeclared accounts at tax
haven banks. DOJ should hold accountable tax haven banks that aided and
abetted U.S. tax evasion, and take legal action against U.S. taxpayers to collect
unpaid taxes on billions of dollars in offshore assets.

Increase Transparency of Tax Haven Banks That Impede U.S. Tax
Enforcement. U.S. regulators should use their existing authority to institute a
probationary period of increased reporting requirements for, or to limit the
opening of new accounts by, tax haven banks that enter into deferred
prosecution agreements, non-prosecution agreements, settlements, or other
concluding actions with law enforcement for facilitating U.S. tax evasion,
taking into consideration repetitive or cumulative misconduct.

Streamline John Doe Summons. Congress should amend U.S. tax laws to
streamline the use of John Doe summons procedures to uncover the names of
taxpayers using offshore accounts and other means to evade U.S. taxes,
including by allowing a court to approve more than one John Doe summons
related to the same tax investigation.



(4) Close FATCA Loopholes. To obtain systematic disclosure of undeclared

()

offshore accounts used to evade U.S. taxes, the U.S. Treasury and IRS should
close gaping loopholes in FATCA regulations that have no statutory basis,
including provisions that allow financial institutions to ignore account
information stored on paper, and allow foreign financial institutions to treat
offshore shell entities as non-U.S. entities even when beneficially owned and
controlled by U.S. persons.

Ratify Revised Swiss Tax Treaty. The U.S. Senate should promptly ratify
the 2009 Protocol to the U.S.-Switzerland tax treaty to take advantage of
improved disclosure standards.



Il. BACKGROUND

Concerns about offshore tax abuses and the role of tax haven banks in facilitating tax
evasion are longstanding. Over thirty years ago, in 1983, this Subcommittee held hearings on
how U.S. taxpayers were using offshore secrecy jurisdictions to hide assets and evade U.S.
taxes.? Since then, the problem has only grown. In 2000, the U.S. State Department estimated
that assets secreted in offshore jurisdictions totaled $4.8 trillion.* In 2007, the Organisation for
Economic Co-operation and Development (OECD), an international coalition of 34 countries,
estimated the total at $5 to $7 trillion.* In 2012, the Tax Justice Network, an international
nonprofit advocacy group combating tax evasion, estimated that offshore assets at the end of
2010 had reached between $21 and $32 trillion.> The group also estimated that, of that total,
about $12 trillion was collectively managed by the 50 largest international banks.®

Offshore tax evasion has been an issue of concern, not only due to tax fairness and legal
compliance issues, but also because lost tax revenues contribute to the U.S. annual deficit,
which today exceeds $500 billion. Collecting unpaid taxes is one way to reduce the deficit
without raising taxes. According to the IRS, the current estimated annual U.S. tax gap is $450
billion, which represents the total amount of U.S. taxes owed but not paid on time, despite an
overall tax compliance rate among American taxpayers of 83 percent.” Contributing to that
annual tax gap are offshore tax schemes responsible for lost tax revenues totaling an estimated
$150 billion each year.®

2 See “Crime and Secrecy: The Use of Offshore Banks and Companies,” hearing before the U.S. Senate Permanent
Subcommittee on Investigations, S. Hrg. 98-151 (March 15, 16 and May 24, 1983).
® “International Narcotics Control Strategy Report,” U.S. Department of State Bureau for International Narcotics
and Law Enforcement Affairs (March 2000), at 565-66 in bound copy and at 2-3 on website (citing International
Monetary Fund data), http://www.state.gov/j/inl/rls/nrcrpt/1999/928.htm.
* See Jeffrey P. Owens, Director, OECD Center for Tax Policy and Administration, “Offshore Tax Evasion,” (July
20, 2007), Global Policy Forum, http://www.globalpolicy.org/component/content/article/172/30123.html.
> See “The Price of Offshore Revisited,” Tax Justice Network briefing paper (July 2012), at 5,
?ttp://www.taxjustice.net/cms/upIoad/pdf/Price_of_Offshore_Revisited_120722.pdf.

Id. at 8.
" See “IRS Releases New Tax Gap Estimates; Compliance Rates Remain Statistically Unchanged From Previous
Study,” report by the Internal Revenue Service, No. IR-2012-4 (1/6/2012), http://www.irs.gov/uac/IRS-Releases-
New-Tax-Gap-Estimates;-Compliance-Rates-Remain-Statistically-Unchanged-From-Previous-Study.
8 The $150 billion estimate is derived from a number of investigations and studies, including the following: two
hearings before the Permanent Subcommittee on Investigations, “Offshore Profit Shifting and the U.S. Tax Code -
Part 1 (Microsoft and Hewlett-Packard),” S. Hrg. 112-781 (9/20/2012), and “Offshore Profit Shifting and the U.S.
Tax Code — Part 2 (Apple Inc.),” S. Hrg. 113-90 (5/21/2013); Kimberly A. Clausing, “The Revenue Effects of
Multinational Firm Income Shifting,” Tax Notes (3/8/11) (estimating “income shifting of multinational firms
reduced U.S. government corporate tax revenue by about $90 billion in 2008, approximately 30 percent of corporate
tax revenues”); Martin Sullivan, “Drug Company Profits Shift Out of the United States,” Tax Notes (3/8/10) at 1163
(showing nearly 80 percent of pharmaceutical company profits are offshore in 2008, compared to about 33 percent
ten years earlier, and concluding “aggressive transfer pricing practices as the likely explanation for the shift in
profits outside the United States”); Joseph Guttentag and Reuven Avi-Yonah, “Closing the International Tax Gap,”
in Max B. Sawicky, ed., Bridging the Tax Gap: Addressing the Crisis in Federal Tax Administration (2006)
(estimating offshore tax evasion by individuals at $40-$70 billion in lost revenues annually); “Governments and
Multinational Corporations in the Race to the Bottom,” Tax Notes (2/27/06); “Data Show Dramatic Shift of Profits
to Tax Havens,” Tax Notes (9/13/04). See also series of 2007 articles authored by Martin Sullivan in Tax Notes
(estimating over $1.5 trillion in hidden assets in four tax havens, Guernsey, Jersey, Isle of Man, and Switzerland,
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Over the years, the United States and the international community have undertaken an
array of initiatives to combat offshore tax abuses. In recent years, this effort has intensified. A
summary of some of the major U.S. and global initiatives to combat offshore tax abuses follows.

A. U.S. Tax Initiatives To Combat Hidden Foreign Accounts

Over the past decade, the United States has used a variety of tools to try to identify U.S.
taxpayers using foreign accounts to hide assets offshore and dodge payment of U.S. taxes. Three
important methods for identifying those taxpayers involve U.S. information requests directed to
foreign tax authorities under international tax information exchange agreements; U.S. review of
disclosures made by foreign financial institutions participating in the Qualified Intermediary
Program or the recently enacted Foreign Account Tax Compliance Act; and U.S. analysis of
disclosures provided by taxpayers under the IRS Offshore Voluntary Disclosure Program.

U.S. Tax Information Exchange Agreements. One of the key ways that the United
States combats offshore tax abuse is by obtaining information from foreign tax authorities
through its network of tax treaties, tax information exchange agreements (TIEAS), and Mutual
Legal Assistance Treaties (MLATSs).? These agreements typically include standards and
procedures for the relevant tax authorities to exchange information for tax enforcement
purposes.*°

The U.S. government has worked to strengthen and expand its tax information exchange
arrangements with other countries. As of 2011, the United States had more than 140 tax treaties,

beneficially owned by nonresident individuals likely avoiding tax in their home jurisdictions); articles authored by
Jesse Drucker of Bloomberg (describing specific examples of corporate tax avoidance including: “Exporting Profits
Imports U.S. Tax Reductions for Pfizer, Lilly, Oracle,” (5/13/2010); “Google 2.4% Rate Shows How $60 Billion
Lost to Tax Loopholes,” (10/21/2010); “Yahoo, Dell Swell Netherlands’ $13 Trillion Tax Haven,” (1/23/2013);
“IBM Uses Dutch Tax Haven to Boost Profits as Sales Slide,” (2/23/2014)); and “G.E.’s Strategies Let It Avoid
Taxes Altogether,” New York Times, David Kocieniewski (3/24/2011),
http://www.nytimes.com/2011/03/25/business/economy/25tax.html?ref=butnobodypaysthat& r=0.

® The United States generally enters into a tax treaty with a country to establish maximum rates of tax for certain
types of income, protect persons from double taxation, arrange for tax information exchanges, and resolve other tax
issues. In the case of a country with nominal or no taxes, however, the United States may forego addressing a full
range of tax issues and instead seek to enter into simply a tax information exchange agreement. See “Offshore Tax
Evasion: Stashing Cash Overseas,” hearing before the Senate Committee on Finance (5/3/2007) (hereinafter
“Finance Committee 2007 Hearing on Offshore Tax Evasion™), prepared testimony of Treasury Acting International
Tax Counsel John Harrington, at 3 (at 2 on website), http://www.treasury.gov/press-center/press-
releases/Pages/hp385.aspX.

19 The United States has identified three primary forms of information exchange: (1) exchanges of information upon
request, in which the tax authority of one country requests specific information about specific taxpayers from the tax
authority of the second country; (2) automatic exchanges of information, in which the tax authority of one country
routinely provides information to the tax authority of the second country about a class of taxpayers, such as
information detailing the interest, dividends, or royalties payments made to accounts held by the second country’s
taxpayers during a specified period; and (3) spontaneous exchanges of information, in which the tax authority of one
country passes on information about specific taxpayers obtained in the course of administering its own tax laws to
the tax authority of the second country without having been asked for the information. Id. U.S. tax treaties typically
encompass all three types of information exchange. Id.



11

protocols, TIEAs, MLATS, or similar tax information exchange agreements with 90 foreign
jurisdictions.*

The United States has published a U.S. Model Income Tax Convention with the
provisions that the United States seeks to include in its tax treaties.'? Article 26 of that Model
Convention focuses on tax information exchange.™® It provides that the treaty partners:

“shall exchange such information as may be relevant for carrying out the provisions of
this Convention or of the domestic laws of the Contracting States concerning taxes of
every kind ... including information relating to the assessment or collection of, the
enforcement or prosecution in respect of, or the determination of appeals in relation to,
such taxes.”**

The treaty’s “may be relevant” standard for making tax information requests is derived from a
federal statute which authorizes the IRS to request “any books, papers, records, or other data
which may be relevant or material” to an investigation.'® That tax inquiry standard has been
examined and upheld by the U.S. Supreme Court.*®

The model Article 26 also requires the treaty partners to protect the confidentiality of any
information received under the treaty and to disclose the information only to persons,
administrative bodies, and courts involved in tax administration. It permits a treaty partner to
refuse to share information in certain limited circumstances, such as if obtaining the information
would be at variance with the country’s laws. At the same time, it requires the parties to provide
requested information whether or not the person at issue is a resident or citizen of either country,
whether or not the matter is of interest to the country being asked to supply the information, and
whether or not the matter would constitute a violation of the tax laws of the country responding
to the request. In addition, the model Article 26 requires the treaty parties to provide each other
with requested information regardless of laws or practices relating to bank secrecy.

1 See “Tax Administration: IRS’s Information Exchanges with Other Countries Could Be Improved through Better
Performance Information,” prepared by U.S. Government Accountability Office (GAQO), Report No. GAO-11-730
(Sept. 2011)(explaining that the U.S. had more than one agreement with a number of jurisdictions),
http://www.gao.gov/assets/590/585299.pdf. For the text of recent agreements, see U.S. Treasury Department’s
Resource Center, “Treaties and TIEAS,” http://www.treasury.gov/resource-center/tax-
policy/treaties/Pages/treaties.aspx; and IRS list of “United States Income Tax Treaties — A to Z”,
http://www.irs.gov/Businesses/International-Businesses/United-States-Income-Tax-Treaties---A-t0-Z.

12 For the text of the U.S. Model Income Tax Convention, see the IRS website,
http://www.irs.gov/Businesses/International-Businesses/United-States-Model---Tax-Treaty-Documents (providing
the text and a technical explanation for 1996 and 2006 versions of the Model Convention).

3 The provisions and organization of the U.S. model convention, including the information exchange provisions in
Acrticle 26, are very similar to those in the model tax treaty promulgated by the OECD for use by countries around
the world. See 1/28/2003 “Avrticles of the Model Convention with Respect to Taxes on Income and on Capital,”
Organization for Economic Co-operation and Development, at 23, http://www.oecd.org/tax/treaties/1914467.pdf.
1411/15/2006 “2006 U.S. Model Income Tax Convention,” Internal Revenue Service, Article 26, at 39,
http://www.irs.gov/publ/irs-trty/model006.pdf.

1526 U.S.C. §7602 (a)(1).

16 See United States v. Arthur Young & Co., 465 U.S. 805, 814 (1984) (holding that the “may be relevant” standard
reflects Congress’ express intention to allow the IRS to obtain “items of even potential relevance to an ongoing
investigation, without reference to its admissibility”(emphasis in original)).
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The United States has also signed dozens of TIEAs with other countries containing
information exchange provisions similar to those in the model Article 26.%" Those TIEAs
typically include more detailed provisions on exchanging tax information, including what
information must be provided by the requesting country and as well as the responding country.
The United States began entering into TIEAs after enactment of a 1983 law authorizing the U.S.
Treasury Department to negotiate bilateral or multilateral tax information exchange agreements
with certain countries in the Caribbean and Central America.*® TIEAs became increasingly
popular after the OECD published a model TIEA in 2003, encouraged countries around the
world to use bilateral and multilateral TIEAs to combat cross-border tax evasion, and
increasingly used the willingness of a jurisdiction to enter into TIEAs as an indicator for
avoiding its designation as an uncooperative tax haven.?

A few countries that have resisted signing either a tax treaty or a TIEA with the United
States have instead entered into tax information exchange arrangements as part of a Mutual
Legal Assistance Treaty (MLAT).?* MLATSs typically establish the parameters for the signatory
countries to cooperate in criminal investigations and prosecutions. By using this mechanism to
respond to tax information requests, the signatory country agrees to provide tax information only
in criminal tax matters. Since most U.S. tax matters are handled in civil rather than criminal
proceedings, this approach severely restricts tax information exchanges between the two
countries.

A recent GAO study examined how the United States utilized its tax treaties, TIEAs, and
MLATS to combat offshore tax evasion. GAO found that the United States had used the
agreements to establish automatic information exchanges with 25 foreign jurisdictions that, in
2010 alone, provided the IRS with about 2.1 million data items.?® GAO also determined that,
over the five year period from 2006 to 2010, the IRS had made a comparatively limited number
of requests for information about specified taxpayers, initiating a total of about 900 such
requests, ranging from a low of 165 to a high of 236 requests per year. Each of those requests
could refer to one or multiple taxpayers. GAO further noted that the U.S. request activity was
concentrated among a small group of countries, and that about 700 of the 900 requests made by

17 See “Inspection of the Exchange of Information Process at the Plantation, Florida, Office,” prepared by the
Treasury Inspector General for Tax Administration, No. 2012-1E-R006 (July 25, 2012), at 3,
http://www.treasury.gov/tigta/iereports/2012reports/2012IER006fr.pdf. For a list of U.S.-signed TIEAs, see the
U.S. Treasury Department’s Resource Center, “Treaties and TIEAS,” http://www.treasury.gov/resource-center/tax-
policy/treaties/Pages/treaties.aspx.

'8 See Caribbean Basin Initiative of 1983, P.L. 98-67, 97 Stat. 396, at § 222
http://uscode.house.gov/statutes/1983/1983-098-0067.pdf See also 26 U.S.C. 88§ 274(h)(6)(C). This statutory
framework initially authorized the Treasury Secretary to conclude agreements with countries in the Caribbean Basin
(thereby qualifying such countries for certain benefits under the Caribbean Basin Initiative) but later expanded this
authority to conclude TIEAs with any country.

9 For the text of the OECD model TIEA, see OECD website, “Agreement on Exchange of Information on Tax
matters,” http://www.oecd.org/ctp/exchange-of-tax-information/2082215.pdf.

2 See discussion of OECD initiative on uncooperative tax havens, infra.

2! Some countries have both a MLAT and a tax treaty or tax information exchange agreement with the United States.
22 A 2007 OECD assessment of 82 countries found that 17, all known tax havens, had limited their participation in
tax information exchanges to criminal tax matters. See “Tax Co-operation: Towards a Level Playing Field — 2007
Assessment by the Global Forum on Taxation,” Report No. ISBN-978-92-64-03902-5 (October 2007).

2 «Tax Administration: IRS’s Information Exchanges with Other Countries Could Be Improved through Better
Performance Information,” prepared by GAO, Report No. GAO-11-730 (Sept. 2011).
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the IRS involved a single foreign jurisdiction, which was not named in the report due to IRS
confidentiality rules. GAO also observed that the median time to resolve a U.S. request for
information was 149 days, or about five months. Together, the data indicated that the IRS made
relatively few international requests for information, perhaps in part because of the time
consuming process involved.

Qualified Intermediary Program. In addition to seeking information from foreign tax
authorities, in 2000, the United States launched a major initiative called the Qualified
Intermediary (QI) Program to obtain information from foreign financial institutions.?* The QI
Program, which was launched in 2000 and took effect in 2001, was designed to encourage
foreign financial institutions voluntarily to report to the IRS U.S.-connected payments deposited
into foreign accounts and to withhold and remit taxes on that income as required by U.S. tax law.
Although thousands of foreign financial institutions eventually participated in the QI Program,
program limitations and flaws led to abuses and minimal disclosures to the IRS.

The QI Program focused primarily on U.S. source income.”® U.S. source income refers
to income that originates in the United States, such as dividends paid on U.S. stock; capital gains
paid on sales of U.S. stock or real estate; royalties paid on U.S. assets; rent paid on U.S.
property; interest paid on U.S. deposits; and other types of “fixed, determinable, annual, or
periodic income.”?® Most of this income, when paid to a U.S. person, is taxable; most of it is not
taxablezyvhen paid to a non-U.S. person, in an attempt to attract foreign investment to the United
States.

The QI Program sought to enlist foreign financial institutions in the U.S. effort to collect
U.S. taxes owed on U.S. source income, by offering participating institutions reduced paperwork
and reduced disclosure obligations. The QI Program applied only to foreign financial institutions
that bought and sold U.S. securities on behalf of their clients through securities accounts opened
at U.S. financial institutions.?® U.S. Treasury regulations, which took effect in 2001, required
U.S. financial institutions to withhold 30% of the income earned on U.S. investments maintained
in a foreign financial account, unless the foreign financial institution provided the U.S.
withholding agent with the names of the beneficial owners of the accounts.? In effect, those
regulations required foreign financial institutions doing business with U.S. financial institutions
to disclose their clients by name or risk 30% of their client’s income being withheld by the U.S.
financial institution. Even facing that 30% penalty, however, many foreign financial institutions
were reluctant to disclose client names, not only because it invited the U.S. financial institution

# For more information about the QI Program, see 26 U.S.C. §§1441-43; Treas. Reg. §1.1441-1(e)(5); and Revenue
Procedure 2000-12, 2000-4 1.R.B. 387, http://www.irs.gov/pub/irs-drop/rp-00-12.pdf.

® The QI Agreement also required the reporting of two other categories of income: (1) proceeds from the sale of
non-U.S. securities if the sale was effected by a broker within the United States; and (2) foreign source income, such
as dividends, interest, rents, royalties or other fixed, determinable, annual, or periodic income, if that foreign income
was paid in the United States. See Treas. Reg. 88 1.6045-1(a)(1), 1.6042-3(b), 1.6049-5(b)(6); “U.S. Tax and
Reporting Obligations for Foreign Intermediaries’ Non-U.S. Securities,” 47 Tax Notes Int’l 913 (9/3/2007).

% See, e.g., “Fixed, Determinable, Annual, Periodical (FDAP) Income,” prepared by IRS,
http://www.irs.gov/Individuals/International-Taxpayers/Fixed,-Determinable,-Annual,-Periodical-(FDAP)-Income.
27 An exception is U.S. stock dividend income, which is taxable even when paid to a non-U.S. person.

% Since almost all U.S. securities are denominated in U.S. dollars and sold through U.S. financial accounts, virtually
all foreign financial institutions active in the U.S. securities markets were eligible to participate in the QI Program.
% See Treasury Regulations 1.1441-1, et seq., adopted in T.D. 8881, 2000-1 C.B. 1158 (5/5/2000).
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to compete for their clients, but also because it undermined bank secrecy. The QI Program was
designed, in part, to resolve that dilemma for foreign financial institutions.

To participate in the QI Program, a foreign financial institution had to voluntarily sign a
standardized agreement with the IRS.* By signing the agreement, the foreign financial
institution would act as the U.S. withholding agent for its clients and to comply with the
withholding obligations set out in U.S. tax law for clients with U.S. source income. In addition,
the institution agreed to put “Know-Your-Customer” procedures in place to identify the
beneficial owners of its accounts so that it could identify all accountholders.

To carry out its withholding obligations, the foreign financial institution agreed to obtain
a W-9 or W-8 Form from all of its clients who bought or sold U.S. securities through any
account for which the foreign financial institution was a designated QI participant. Those forms,
which each client was required to complete and provide to the foreign financial institution,
identified the client as either a U.S. or non-U.S. person.®* For every client who completed a W-9
Form — indicating the client was a U.S. person — the foreign financial institution agreed to file an
annual, individualized 1099 Form with the IRS, reporting the client’s name, taxpayer
identification number, and all “reportable payments” made to the client’s accounts.® In contrast,
for every non-U.S. person filing a W-8 or W8BEN Form, the foreign financial institution was
excused from filing an individualized 1042S Form reporting the account information to the IRS.
Instead, QI participants were allowed to pool all of its non-U.S. clients’ reportable payments,
aggregate the total amounts in various categories such as by dividend income, interest, or capital
gains, and then file a single 1042 Form for each category of income — called “pooled reporting.”
The foreign financial institution was required to calculate the total amount of tax withheld for
each pooled category, and remit the withheld taxes to the IRS on an aggregated basis.

The pooled 1042 Forms filed by QI participants did not contain any client names or
client-specific information; instead each form contained a single aggregate figure for a single
category of income paid by the foreign financial institution during the year to all of its non-U.S.
accountholders that traded U.S. securities. The foreign financial institution was also allowed to

% For a copy of the model QI agreement, see Rev. Proc. 2000-12, http://www.irs.gov/pub/irs-drop/rp-00-12.pdf.

%1 W-9 Forms must be filed for “U.S. persons,” defined as U.S. citizens and U.S. resident aliens; corporations,
partnerships, and associations organized under U.S. law; domestic estates; and domestic trusts. See W-9 Form,
Request for Taxpayer Identification Number and Certification (Rev. 08-2013), General Instructions.
http://www.irs.gov/pub/irs-pdf/iw9.pdf. W-9 Forms ask an accountholder to provide their name, address, account
numbers, and Taxpayer Identification Number (TIN). W8 Forms are filed for non-U.S. persons. W8BEN Forms are
filed for non-U.S. persons who beneficially own an account opened in the name of an intermediary, such as a bank,
attorney, trustee, corporation, trust, or foundation. See Instructions for W8BEN Form, Certificate of Foreign Status
of Beneficial Owner for United States Tax Withholding (Rev. 2-2006), http://www.irs.gov/pub/irs-pdf/iw8ben.pdf.
On the W-8BEN form, the nominal accountholder is supposed to identify the true owner of the assets, the so-called
“beneficial owner,” by providing, among other details, the owner’s name, country of residence, and, as required,
U.S. taxpayer identification number. See W8BEN form, Certificate of Foreign Status of Beneficial Owner for
United States Withholding, http://www.irs.gov/pub/irs-pdf/fw8ben.pdf.

%2 «“Reportable payments” include several categories of income: (1) “reportable amounts,” which are U.S. source
payments such as interest, dividends, rents, royalties and other fixed, determinable, annual, or periodic income; (2)
sales of foreign securities if effected in the United States; and (3) foreign-source interest, dividends, rents, royalties,
or other fixed, determinable, annual, or periodic income, if paid in the United States. See, e.g., “U.S. Tax and
Reporting Obligations for Foreign Intermediaries’ Non-U.S. Securities,” 47 Tax Notes Int’l 913 (9/3/2007).
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remit the withheld taxes in aggregated amounts to the IRS, with no breakdown for individual
clients. For example, in the case of U.S. stock dividends, the QI participant could report the total
amount of dividend payments made to all of its non-U.S. accountholders during the year on a
single 1042 Form, and remit 30% of that total to the IRS, without providing any client-specific
information. The practical effect was to preserve bank secrecy for non-U.S. accountholders,
since the foreign financial institution was under no obligation to disclose any client names.

Because U.S. securities transactions are bought and sold in U.S. dollars, foreign financial
institutions are required to execute U.S. securities transactions through dollar accounts at U.S.
financial institutions. If a foreign financial institution also participated in the QI Program, it
could designate those accounts as “QI Accounts.” If the foreign financial institution did not
participate in the program, it had only “Non-QI” or “NQI Accounts.” Foreign financial
institutions were required to designate each securities account they maintained with a U.S.
financial institution as either a QI or NQI Account. With both types of accounts, the foreign
financial institution was required to track the dividends derived from U.S. securities and other
reportable payments made to individual client accounts. With a NQI Account, the foreign
financial institution was also required to provide individual client names and account information
to the U.S. financial institution, which in turn reported and remitted the withholding taxes to the
IRS. But with a QI Account, the foreign financial institution could submit to the IRS forms
using pooled reporting and aggregate withholdings, without any client-specific information,
shielding their client names from the IRS (and their American competitors) while maintaining
access to the lucrative U.S. securities market.

To ensure that the program was operating as intended, QI participants were required to
agree to an auditing regime. Generally, QI audits were conducted by external auditors chosen by
the QI participant. To maintain client secrecy, the IRS agreed to forego access to the raw
information reviewed by the external auditor, but did set the audit parameters, reviewed the
auditor qualifications, and determined whether the auditor faced any impediments to accurately
review the QI participant’s performance. Audits were required in the second and fifth years of
the QI agreement, with audit reports remitted to the IRS. If an audit report raised concerns
within the IRS, a second phase audit was required, focusing on the areas of concern. If the
concerns continued, a third phase could be ordered. According to a December 2007 review of
the QI Program by GAO, “high rates of documentation failure, underreporting of U.S. source
income, and under withholding™ were the three most common reasons for third phase reviews.*
Failure to satisfactorily resolve the concerns — or submit timely-filed audit reports — could lead to
termination of the relevant QI agreement.

From the inception of the QI program until 2008, about 7,000 foreign financial
institutions signed QI agreements and participated in the program.®* Due to mergers,
withdrawals, and terminations, the IRS estimated that, by 2008, about 5,500 QI agreements were

%8 12/2007 “Tax Compliance: Qualified Intermediary Program Provides Some Assurance That Taxes on Foreign
Investors are Withheld and Reported, but Can Be Improved,” prepared by the Government Accountability Office, at
26, (hereinafter “2007 GAO Report on QI Program”).

 Subcommittee briefing by the IRS (5/9/08) (regarding the QI Program).
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active and that, since its inception, about 100 foreign financial institutions had been involuntarily
terminated from the QI program.®

By 2007, evidence was emerging that some foreign financial institutions had been
manipulating their QI reporting obligations to avoid reporting U.S. client accounts to the IRS. In
its 2007 study, for example, GAO noted that QI reporting could be avoided in a number of ways.
Since the QI reporting obligations attached only to accounts holding U.S. securities, a U.S.
accountholder could avoid them simply by avoiding the purchase of U.S. securities. GAO also
noted that if a U.S. person formed a foreign corporation and opened a foreign bank account in
the name of that corporation, foreign banks could treat those accounts as non-U.S. accounts that
were outside QI disclosure requirements.*® GAO explained:

“Under current U.S. tax law, corporations, including foreign corporations, are treated as
the taxpayers and the owners of assets of their assets and income. Because the owners of
the corporation are not known to [the] IRS, individuals are able to hide behind the
corporate structure.”®’

GAO warned that the consequence under the QI Program was that “U.S. persons may evade
taxes by masquerading as foreign corporations.”>®

GAO also warned: “Even if withholding agents learn[ed] the identities of the owners of
foreign corporations while carrying out their due diligence responsibilities, they do not have a
responsibility to report that information to IRS.”** GAO observed that, to the contrary, “IRS
regulations permit withholding agents (domestic and QIs) to accept documentation declaring
corporations’ ownership of income at face value, unless they have ‘a reason to know’ that the
documentation is invalid.”*® GAO observed that, while the QI agreement “implicitly” required
foreign financial institutions to use their Know-Y our-Customer documentation to assess the
validity of a W-8 certificate, there was no requirement that foreign corporations beneficially
owned by U.S. persons be treated as U.S. accountholders that should be disclosed to the IRS.**

In 2008, this Subcommittee held a hearing exposing how two major international banks,
UBS AG, a Swiss bank that was also one of the largest banks in the world, and LGT, a bank
owned by the royal family of Liechtenstein, used loopholes to circumvent their QI reporting
obligations and, from 2001 to 2007, avoided reporting tens of thousands of U.S. client accounts
with billions of dollars in undeclared assets.** The Subcommittee presented evidence that,
among other actions, the banks had helped some U.S. clients engage in a massive sell-off of their
U.S. securities; helped others establish offshore structures to assume nominal ownership of their
accounts and treated them as non-U.S. accounts outside the QI reporting regime; and helped

*1d.
:i 2007 GAO Report on QI Program, at 21.
Id.
% |d. in “Highlights” section summarizing report.
¥1d. at 21-22.
““1d. at 22.
“11d. at 12, 22.
%2 “Tax Haven Banks and U.S. Tax Compliance,” hearing before the Permanent Subcommittee on Investigations, S.
Hrg. 110-614 (July 17 and 25, 2008).
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many U.S. clients maintain undeclared accounts despite evidence they were hiding assets from
the IRS. Both banks later admitted wrongdoing in facilitating tax evasion by their U.S. clients
by providing them with undeclared accounts. A later statement of facts in one related criminal
case contained this conclusion: “By concealing the U.S. clients” ownership and control in the
assets held offshore, [the defendant], the Swiss Bank, its managers and bankers evaded the
requirements of the Q.1. program, defrauded the IRS and evaded United States income taxes.”*

FATCA Automatic Disclosures. After learning in 2008, from the UBS, LGT, and other
cases, of the extent of U.S. client use of hidden foreign bank accounts to evade U.S. taxes, in
2010, Congress enacted legislation to obtain information about foreign financial accounts held
by U.S. persons, entitled the Foreign Account Tax Compliance Act (FATCA).** Sponsored by
Congressman Charles Rangel and Senator Max Baucus, FATCA required foreign financial
institutions either to agree to disclose to the United States foreign accounts held by U.S. persons
or begin incurring a 30% withholding tax on all investment income received from the United
States.

Set up to take effect in stages with the first steps in 2013, the law is designed to require a
wide array of foreign financial institutions, including banks, broker-dealers, investment advisers,
hedge funds, private equity funds, and others, to disclose certain accounts held by U.S. persons
or incur the 30% withholding tax otherwise imposed by FATCA. Participating foreign financial
institutions will have to provide annual disclosures of accountholder names and basic account
information, including account balances. If a recalcitrant U.S. accountholder is able to block
disclosure of the required information or if a foreign financial institution accountholder declines
to participate in FATCA, the FATCA-compliant financial institution would be required to
withhold and remit the 30% tax on any U.S.-connected payments to their accounts.*®

To implement the law, foreign governments can either permit their financial institutions
to sign FACTA agreements directly with the IRS, or the government can itself enter into one of
two intergovernmental agreements with the United States. Treasury and the IRS have made
public the two model alternatives for the intergovernmental agreements. Both are designed to
“facilitate the effective and efficient implementation of FATCA by eliminating legal barriers to
participation, reducing administrative burdens, and ensuring the participation of all non-exempt
financial institutions in a partner jurisdiction.”*® Under the first alternative, known as Model 1
IGA, the foreign government agrees to collect the specified FATCA disclosure information,
including U.S. accountholder names, from its financial institutions and exchange the
information, on an automated reciprocal basis, with the United States.*” Under the second

*% United States v. Birkenfeld, Case No. 08-CR-60099-ZLOCH (S.D. Fla.) Statement of Facts (10/06/2008) at 3,
http://www.justice.gov/usao/fls/PressReleases/Attachments/080619-01.StatementofFacts.pdf.
“ FATCA was enacted as part of the Hiring Incentives to Restore Employment Act of 2010, P.L. 11-147.
*® See 1/17/2013 “Treasury and IRS Issue Final Regulations to Combat Offshore Tax Evasion,” Treasury
4Deepartment Press Release, http://www.treasury.gov/press-center/press-releases/Pages/tg1825.aspx.

Id.
*7 See “Agreement between the Government of the United States of America and the Government of [FATCA
Partner] to Improve International Tax Compliance and to Implement FATCA,” Model 1A IGA Reciprocal,
Preexisting TIEA or DTC agreement (Nov. 4, 2013), http://www.treasury.gov/resource-center/tax-
policy/treaties/Documents/FATCA-Reciprocal-Model-1A-Agreement-Preexisting-TIEA-or-DTC-11-4-13.pdf. The
United States also offers a nonreciprocal version of the agreement, referred to as Model 1B IGA. For the text of the
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alternative, known as Model 2 IGA, the foreign government agrees to permit its financial
institutions to register with and supply specified FATCA disclosures directly to the IRS, with
government-to-government cooperation to overcome any legal impediments to sharing the
information.*® As of February 2014, the United States has concluded IGA agreements with 22
jurisdictions and is negotiating agreements with many more.*°

FATCA provides a much stronger disclosure regime than the QI Program.>® It covers all
types of foreign financial firms and accounts, requires the disclosure of accountholder names for
all covered accounts as well as account balances and other account specific information, includes
accounts opened by U.S. persons in the name of an offshore entity or nominee, and requires
foreign financial institutions to take note of their know-your-customer and anti-money
laundering information when determining account ownership.®* On the other hand, FATCA’s
scope has been severely hobbled by implementing regulations which limit its application to
foreign accounts with large dollar balances, a limitation with no statutory basis.>® The
implementing regulations contain a number of other non-statutory restrictions that may also limit
the usefulness of the disclosures ultimately made by foreign financial institutions.

The U.S. effort to implement FATCA and establish automated annual account disclosures
with foreign financial institutions in multiple countries is having a global impact. Not only are
governments agreeing to require their financial institutions to participate, but some countries
have decided to establish their own FATCA-like disclosure programs to obtain similar
information for accounts opened by their nationals. The European Union, for example, is
considering a proposal to establish its own automated information exchange, while six countries
have already agreed to participate in a pilot program.>® The United Kingdom has also entered

Model 1B IGA, see the Treasury website, http://www.treasury.gov/resource-center/tax-
policy/treaties/Documents/FATCA-Nonreciprocal-Model-1B-Agreement-Preexisting-TIEA-or-DTC-11-4-13.pdf.

*8 See “Agreement between the Government of the United States of America and the Government of [FATCA
Partner] for Cooperation to Facilitate the Implementation of FATCA,” Model 2 IGA, Preexisting TIEA or DTC
agreement (Nov. 4, 2013), http://www.treasury.gov/resource-center/tax-policy/treaties/Documents/FATCA-Model-
2-Agreement-Preexisting-TIEA-or-DTC-11-4-13.pdf. Both the Model 1 and Model 2 agreements also have two
model annexes. For the text of those annexes, see the Treasury website, http://www.treasury.gov/resource-
center/tax-policy/treaties/Pages/FATCA.aspx.

% See 2/6/2014 “U.S. Announces Agreement with Canada to Halt Offshore Tax Evasion,” Treasury Department
Press Release, http://www.treasury.gov/press-center/press-releases/Pages/jl2285.aspx; 11/8/2012 “U.S. Engaging
with More than 50 Jurisdictions to Curtail Offshore Tax Evasion,” Treasury Department Press Release,
http://www.treasury.gov/press-center/press-releases/Pages/tg1759.aspx.

% See, e.g., “Exporting FATCA,” Joshua D. Blank and Ruth Mason (2/2014), 142 Tax Notes, forthcoming; NYU
Law and Economics Research Paper No. 14-05, at 3, SSRN: http://ssrn.com/abstract=2389500.

°L1d. at 3-4; FATCA, §501, codified at 26 U.S.C. §1471.

°2 See Internal Revenue Bulletin 2012-8, T.D. 9567, 02/21/2012, http://www.irs.gov/irb/2012-08_IRB/ar10.html.

*% See 6/12/2013 “Proposal for a Council Directive amending Directive 2011/16/EU as regards mandatory automatic
exchange of information in the field of taxation,” No. COM(2013) 348 final,
http://ec.europa.eu/taxation_customs/resources/documents/taxation/tax_cooperation/mutual_assistance/direct_tax_di
rective/com_2013_348_en.pdf. See also 5/27/2013 “A FATCA for the EU?” prepared by the Library for the
European Parliament.
http://www.europarl.europa.eu/RegData/bibliotheque/briefing/2013/130530/LDM_BRI(2013)130530_REV1_EN.pd
f. Five countries initially agreed to participate in the pilot program, France, Germany, Italy, Spain, and the United
Kingdom. In the summer of 2013, Mexico joined the pilot program as its first non-European participant. See
“Mexico - FATCA-like program with European countries,” prepared by KPMG (8/8/2013),
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into a similar information sharing arrangement with ten of its offshore territories, including
Bermuda, the Cayman Islands, British Virgin Islands, and Channel Islands.>

FATCA’s disclosure obligations and withholding tax are scheduled to begin taking effect
in July 2014. As a first step, in August 2013, Treasury and the IRS began constructing a public
database where foreign financial institutions can register their status as FATCA-compliant, and
institutions have begun signing up.>® The 22 intergovernmental agreements indicate that a
majority of financial institutions in many countries, including Bermuda, Canada, the Cayman
Islands, France, Germany, Guernsey, Isle of Man, Japan, Jersey, Mexico, Switzerland, and the
United Kingdom, are expected to participate.”® Over time, if its implementation regulations are
strengthened and enforced, automated annual FATCA disclosures are designed to make it more
difficult for U.S. persons to open or maintain foreign accounts hidden from the IRS.

IRS Offshore Voluntary Disclosure Program. In addition to directing information
requests to foreign governments and foreign financial institutions, beginning in 2009, the IRS
established an Offshore Voluntary Disclosure Program (OVDP) to encourage U.S. taxpayers to
disclose the existence of their offshore accounts and, using a system of reduced penalties that
removed the threat of criminal prosecution, pay the back taxes, interest, and penalties they owed
for evading U.S. taxes. As a condition to participating in the program, the IRS required
taxpayers to provide information about the offshore banks, investment firms, law firms, and
others that helped them hide their assets offshore. To date, 43,000 U.S. taxpayers have used
three OVDP initiatives to disclose tens of thousands of offshore accounts and have paid taxes,
interest and penalties totaling about $6 billion, a total that is expected to increase.’’

The original OVDP initiative was established in March 2009, the same month that the
UBS Deferred Prosecution Agreement made clear that, as part of that settlement, UBS would be
turning over to the United States the names of an unspecified number of U.S. clients with
undeclared Swiss accounts. The IRS explained the reasons for establishing the OVDP as
follows:

“Recent IRS enforcement efforts in the offshore area have led to an increased number of
voluntary disclosures. Additional taxpayers are considering making voluntary
disclosures but are reportedly reluctant to come forward because of uncertainty about the
amount of their liability for potentially onerous civil penalties. In order to resolve these
cases in an organized, coordinated manner and to make exposure to civil penalties more
predictable, the IRS has decided to centralize the civil processing of offshore voluntary

https://www.kpmg.com/global/en/issuesandinsights/articlespublications/taxnewsflash/pages/mexico-fatca-like-
program-with-european-countries.aspx.

>* See, e.g., “G8: PM writes to crown dependency leaders,” letter prepared by UK Prime Minister David Cameron to
the heads of ten British crown dependencies and overseas territories (5/20/2013),
https://www.gov.uk/government/news/g8-pm-writes-to-crown-dependency-leaders.

% The public database will be available starting in June 2014. See “FATCA FFI List Resources and Support
Information,” Internal Revenue Service (last updated 12/20/2013), http://www.irs.gov/Businesses/Corporations/FFI-
List-Resources-Page.

% Treasury, Resource Center — FATCA, website, http://www.treasury.gov/resource-center/tax-
policy/treaties/Pages/FATCA.aspx (providing link to the list of signed intergovernmental agreements on the U.S.
Treasury’s website).

>" Subcommittee briefing by the U.S. Department of Justice (12/17/2013).
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disclosures and to offer a uniform penalty structure for taxpayers who voluntarily come
forward. These steps were taken to ensure that taxpayers are treated consistently and
predictably.”®

After the OVDP was announced, many U.S. taxpayers used the program to disclose their
offshore accounts out of concern that UBS would disclose their identities to settle the U.S.
criminal charges against the bank and the John Doe summons seeking names of UBS clients with
undeclared Swiss accounts.>

To participate in the program, taxpayers were required to complete an initial form with
information about their offshore accounts. That information was used by the IRS Criminal
Investigation Division to determine if the taxpayer’s name had already been obtained by the IRS
from UBS or another source. If the IRS already had the taxpayer’s information prior to the
initial contact, the taxpayer was not allowed into the program and remained subject to criminal
prosecution. However, if the taxpayer’s information was previously unknown to the IRS, the
taxpayer was allowed into the program upon supplying additional specific account information.
That information included providing the name of the bank that held the account, the account
balance, potential unreported income, when the account was opened, the purpose of the account,
the accountholder’s contacts at the bank, and the names of anyone who assisted the taxpayer in
any capacity regarding the account.

Once the IRS Criminal Division obtained the required information from the taxpayer and
cleared the taxpayer to participate in the program, the account information was forwarded to a
central location where it was logged and analyzed by a different IRS division. That division then
contacted the taxpayer to resolve their tax liability. In addition to the back tax and interest due,
the taxpayer was subject to a pre-determined set of penalties for failing to file a “Report of
Foreign Bank and Financial Accounts” (FBAR) with the U.S. Government. The FBAR-related
penalty under the 2009 OVDP was 20% of the highest aggregate value of the financial account
between 2003 and 2008. In limited situations, the penalty was reduced to 5%.

The first OVDP initiative closed in October 2009, after accepting over 15,000
participants who eventually paid back taxes, interest and penalties totaling more than $3.4
billion.®® In 2011, as U.S. investigations into additional Swiss banks intensified, some taxpayers
sought to reopen the OVDP. A second OVDP initiative was launched in 2011, with penalties
that were higher than the first initiative, but still below statutory levels. During the second
initiative, taxpayers again had to undergo an initial analysis to determine whether their names
were already known to the IRS. If not, they could qualify for one of two reduced penalty rates,
depending upon an IRS analysis that took into account a number of factors, including whether
the taxpayer appeared to have intentionally evaded taxes by keeping their offshore account
hidden from the U.S. Government. The reduced penalties imposed either a 5% or 12.5% penalty,
based on the highest aggregate value of the financial account. The program also increased the

%8 «“\/oluntary Disclosure: Questions and Answers,” IRS document (9/21/2009).

% See, e.g., “UBS Clients Seek Amnesty on U.S. Taxes,” Wall Street Journal, Carrick Mollenkamp and Evan Perez
(11/24/2008), http://online.wsj.com/news/articles/SB122747979318351549.

% «|RS Offshore Programs Produce $4.4 Billion to Date for Nation’s Taxpayers; Offshore Voluntary Disclosure
Program Reopens,” IRS Press Release No. IR-2012-5 (1/9/2012).
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maximum penalty from 20% during the 2009 initiative to 25%. The 2011 initiative closed in
September 2011, after attracting another 18,000 participants.®*

When the 2011 OVDP ended, IRS Commissioner Doug Shulman released information
about the more than 30,000 offshore accounts that had been disclosed in connection with the two
OVDRP initiatives. He observed: “By any measure, we are in the middle of an unprecedented
period for our global international tax enforcement efforts. We have pierced international bank
secrecy laws, and we are making a serious dent in offshore tax evasion.”® The IRS later
announced that the two OVDP initiatives had together obtained information from 33,000
taxpayers with undeclared offshore accounts and collected back taxes, interest, and penalties
totaling about $4.4 billion, with more expected as taxpayers continued to settle their cases.

Due to strong continuing public interest, in January 2012, the IRS opened a third OVDP
initiative which remains open today. The third initiative again raised the highest penalty rate,
from 25% to 27.5%, while keeping in place the lower penalties of 5% and 12.5% for taxpayers
who qualified for them. The 2012 initiative also introduced a “streamlined” option for “low
risk” nonresidents.®® The IRS announced that the program would “be open for an indefinite
period,” but could close or change its terms without notice.®* In 2013, the program was the
subject of criticism by the IRS Taxpayer Advocate for “draconian” penalties and burdensome
reporting requirements.®® As of December 2012, 39,000 taxpayers had disclosed offshore
accounts through the three OVDP initiatives and paid $5.5 billion, with additional funds coming
in as more taxpayers resolved their tax liability.®

The IRS has indicated that the OVDP filings have provided the United States with a
treasure trove of information that could be used to clamp down on offshore tax evasion. To date,
however, very little analysis of that information has been made public. In March 2013, the
General Accountability Office (GAO) issued a report on the OVDP program.®” As part of that
effort, GAO analyzed about 10,500 OVDP filings submitted by taxpayers under the 2009
initiative. GAO determined that, in the 2009 initiative, the median offshore account amount was
$570,000, while accounts with penalties greater than $1 million represented only about 6 percent
of the cases, but accounted for almost half the penalties.

At the request of the Subcommittee, GAO also recently made public its analysis of the
foreign bank account reports, known as “FBARs,” filed by participants in the 2009 OVDP

.
82 “|RS Shows Continued Progress on International Tax Evasion,” IRS Press Release No. IR-2011-94 (9/15/2011).
% See 2013 Annual Report to Congress — Volume One, Taxpayer Advocate Service, “OFFSHORE VOLUNTARY
DISCLOSURE: The IRS Offshore Voluntary Disclosure Program Disproportionately Burdens Those Who Made
Honest Mistakes,” at 232.
8 «“|RS Offshore Programs Produce $4.4 Billion to Date for Nation’s Taxpayers; Offshore Voluntary Disclosure
Program Reopens,” IRS Press Release No. IR-2012-5 (1/9/2012).
% See 2013 Annual Report to Congress — Volume One, Taxpayer Advocate Service, “OFFSHORE VOLUNTARY
DISCLOSURE: The IRS Offshore Voluntary Disclosure Program Disproportionately Burdens Those Who Made
Honest Mistakes.”
8 «Offshore Tax Evasion: IRS Has Collected Billions of Dollars, but May be Missing Continued Evasion,” No.
SAO-13—318 (3/27/2013).

Id.
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initiative as part of their disclosure obligations.®® GAO found that the participants had together
filed over 12,800 FBARS, each of which disclosed one or more offshore accounts. Of that total,
GAO determined that about 5,400 or 42% reported at least one account in Switzerland. The next
highest country total was the United Kingdom with only about 1,000 accounts. GAO also
determined that U.S. taxpayers across the country filed those FBARs, with the most FBARs filed
by taxpayers in the five states with generally the largest populations, California (about 2,500 or
24% of the FBARs), New York (about 1,800 or 18% of the FBARS), Florida (about 1,000 or
10% of the FBARSs), New Jersey (about 630 or 6% of the FBARS), and Texas (about 500 or 5%
of the FBARs). No comparable analysis has yet been performed for FBARSs filed in connection
with the 2011 or 2012 OVDP initiatives. Nor has any analysis been made public regarding other
types of information provided by OVDP participants.

The OVDP continues to provide valuable information for the United States in its efforts
to combat offshore tax abuse, although it is far from clear that effective use is being made of the
information generated. For taxpayers, it continues to offer a useful alternative to report
undeclared offshore accounts that, potentially, number in the millions. According to the
Taxpayer Advocate, “While 7.6 million U.S. citizens reside abroad and many more U.S.
residents have FBAR filing requirements, the IRS received only 807,040 FBAR submissions in
2012,” signaling “significant information reporting noncompliance.”®

B. Multinational Tax Efforts To Combat Hidden Foreign Accounts

The United States is using tax exchange agreements, the QI Program, and FATCA to
combat offshore tax evasion by U.S. taxpayers using hidden offshore accounts. It has also
participated in multilateral initiatives undertaken by the international community to protect itself
from offshore tax abuses and tax haven banks that, knowingly or unknowingly, have facilitated
tax dodging by nonresidents. Among the most important of these initiatives are G8 and G20
efforts to stop cross-border tax evasion, and OECD efforts to expand tax information exchange
agreements and combat uncooperative tax havens.

G8 and G20 Efforts. In recent years, two key multilateral organizations in which the
United States participates, the Group of 8 (G8) and Group of 20 (G20), have strengthened
international cooperative efforts to combat cross-border tax dodging.

The G8, which assumed its current form in 1998, is composed of the governments of
eight of the world's largest national economies, whose heads of state meet annually.”® The G8
presidency rotates annually among its members, and the holder of the presidency sets the G8
agenda for the year, hosts the annual summit, and determines what ministerial meetings will take

% «|RS’s Offshore Voluntary Disclosure Program: 2009 Participation by State and Location of Foreign Bank
Accounts,” Letter No. GAO-14-265R (1/6/2014).

892013 Annual Report to Congress — Volume One, Taxpayer Advocate Service, “OFFSHORE VOLUNTARY
DISCLOSURE: The IRS Offshore Voluntary Disclosure Program Disproportionately Burdens Those Who Made
Honest Mistakes,” at 229.

" The origin of the Group of 8 is a 1975 summit attended by representatives of six governments, France, Italy,
Japan, West Germany, the United Kingdom, and the United States, leading to the name, Group of Six or G6. The
following year Canada joined the group, producing the Group of 7. In 1998, Russia joined the group which then
became known as the G8. The European Union is also represented within the G8 but cannot host or chair summits.
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place. The G20 is formally known as the Group of Twenty Finance Ministers and Central Bank
Governors, and hosts meetings of finance ministers and central bank governors from 19 major
economies plus the European Union. Formed to address international financial issues, the G20
held its inaugural meeting in 1999, and the relevant finance ministers and central bank governors
have continued to meet regularly. The G20 chair rotates annually and is selected from five
regional groupings of its member countries. Beginning in 2008, the G20 heads of state also
began to meet on a regular basis, and now hold annual summits.

Over the past decade, the G8 and G20 have become increasingly vocal about tackling
cross-border tax evasion, especially through tax havens. In 2004, for example, the G20 finance
ministers and central bank governors issued a communique supporting tax information
exchanges across international borders:

“We reaffirmed our commitment to fight the abuse of the international financial system in all
forms. To this end, we have committed ourselves to the high standards of transparency and
exchange of information for tax purposes that have been developed by the OECD’s
Committee on Fiscal Affairs as set out in the attached statement. We will work to implement
the high standards of transparency and effective exchange of information through legal
mechanisms such as bilateral information exchange treaties, and we also call on those
financial centres and other jurisdictions within and outside the OECD which have not yet
adopted these standards to follow our lead and take the necessary steps, in particular in
allowing access to bank and entity ownership information.”"*

In 2005 and 2006, the G8 heads of state made similar statements. "2

In 2008, after the UBS and LGT scandals sparked international outrage about tax haven
banks helping high net worth individuals evade the taxes needed to prop up banks during the
financial crisis, the G20 intensified its focus on tax haven abuses. Among other actions, the G20
supported efforts by the OECD to promote the exchange of tax information across borders upon
request, issue a list of uncooperative tax havens, and impose sanctions on jurisdictions that
impeded tax enforcement.

After a number of previously reluctant countries announced that they would adopt the
OECD’s standards for responding to specific requests for information to combat cross border tax
evasion, the G20 heads of state issued a joint communique at an April 2009 summit declaring:
“The era of bank secrecy is over.” The leaders also announced a joint commitment to identify
and take action against uncooperative tax havens:

“In particular, we agree ... to take action against non-cooperative jurisdictions, including
tax havens. We stand ready to deploy sanctions to protect our public finances and
financial systems. The era of banking secrecy is over. We note that the OECD has today

™11/21/2004 “G20 Communique- Meeting of Finance Ministers and Central Bank Governors, Berlin, 20-21
November 2004, , at 19, http://www.g20.utoronto.ca/ministerials.html#2004.

72 See 7/2005 “The Gleneagles Communique,” G8 Communique, at 114(i),
http://www.g8.utoronto.ca/summit/2005gleneagles/communique.pdf.; 7/17/2006 “G8 Chair’s Summary, St.
Petersburg,”G8 Communique, http://www.g8.utoronto.ca/summit/2006stpetersburg/summary.html.
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published a list of countries assessed by the Global Forum against the international
standard for exchange of tax information.””

Later in 2009, the G20 leaders held a second summit and issued a declaration that again
addressed tax haven issues and warned of taking sanctions against uncooperative jurisdictions:

“Our commitment to fight non-cooperative jurisdictions (NCJs) has produced impressive
results. We are committed to maintain the momentum in dealing with tax havens, money
laundering, proceeds of corruption, terrorist financing, and prudential standards. ... The
main focus of the [OECD’s Global Forum on Transparency and Exchange of
Information]'s work will be to improve tax transparency and exchange of information so
that countries can fully enforce their tax laws to protect their tax base. We stand ready to
use countermeasures against tax havens from March 2010.”"

After U.S. enactment of FATCA, by 2013, G20 and G8 world leaders announced their
support for automated tax information exchanges as the new international standard for countries
combating cross-border tax evasion. An April 2013 declaration by the G20 finance ministers
and central bank governors meeting in Washington, D.C. stated in part:

“More needs to be done to address the issues of international tax avoidance and evasion,
in particular through tax havens, as well as non-cooperative jurisdictions. ... In view of
the next G20 Summit, we also strongly encourage all jurisdictions to sign or express
interest in signing the Multilateral Convention on Mutual Administrative Assistance in
Tax Matters and call on the OECD to report on progress. We welcome progress made
towards automatic exchange of information which is expected to be the standard and urge
all jurisdictions to move towards exchanging information automatically with their treaty
partners, as appropriate. We look forward to the OECD working with G20 countries to
report back on the progress in developing of a new multilateral standard on automatic
exchange of information, taking into account country-specific characteristics.””

At a June 2013 summit, the G8 world leaders issued a communique that went even
farther:

“Tax systems — essential to fairness and prosperity for all. We commit to establish the
automatic exchange of information between tax authorities as the new global standard,
and will work with the [OECD] to develop rapidly a multilateral model which will make
it easier for governments to find and punish tax evaders. ... We will support developing

7341212009 London Summit-Leaders’ Statement , 2 April 2009,” G20 Communique, at 4,
http://www.g20.utoronto.ca/2009/2009communique0402.pdf. See also 4/2/2009 “Declaration on Delivering
Resources Through the International Financial Institutions, London Summit, 2 April 2009,”
http://www.g20.utoronto.ca/2009/2009delivery.pdf. See also See, e.g., Huma Khan,“Obama Plays Peacemaker in
French-Chinese Smackdown Over Tax Havens,” ABC News Political Punch Blog, (4/2/2009),
http://blogs.abcnews.com/politicalpunch/2009/04/source-obama-pl.html.

74.9/25/2009 “Leaders’ Statement: The Pittsburgh Summit,” at 15, http://ec.europa.eu/commission_2010-
2014/president/pdf/statement_20090826_en_2.pdf.

7 4/19/2013 “G20 Meeting of Finance Ministers and Central Bank Governors, Washington DC, April 19, 2013” at
114, http://www.g20.utoronto.ca/2013/2013-0419-finance.html/.
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countries to collect the taxes owed them, with access to the global tax information they
need. We agree to publish national Action Plans to make information on who really
owns and profits from companies and trusts available to tax collection and law
enforcement agencies, for example through central registries of company beneficial
ownership.”™

In September 2013, at their latest summit, the G20 leaders re-confirmed their
commitment to automatic tax information exchange, calling for automated exchanges to take
effect by the end of 2015:

“In a context of severe fiscal consolidation and social hardship, in many countries
ensuring that all taxpayers pay their fair share of taxes is more than ever a priority. Tax
avoidance, harmful practices and aggressive tax planning have to be tackled. ... We
commend the progress recently achieved in the area of tax transparency and we fully
endorse the OECD proposal for a truly global model for multilateral and bilateral
automatic exchange of information. Calling on all other jurisdictions to join us by the
earliest possible date, we are committed to automatic exchange of information as the new
global standard, which must ensure confidentiality and the proper use of information
exchanged, and we fully support the OECD work with G20 countries aimed at presenting
such a new single global standard for automatic exchange of information by February
2014 and to finalizing technical modalities of effective automatic exchange by mid-2014.
In parallel, we expect to begin to exchange information automatically on tax matters
among G20 members by the end of 2015. We call on all countries to join the Multilateral
Convention on Mutual Administrative Assistance in Tax Matters without further delay.
We Ioo7l§ forward to the practical and full implementation of the new standard on a global
scale.”

This decade of G8 and G20 statements reflect not only the growing international
consensus on the need to stop tax haven banks from facilitating tax evasion, but also global
determination to take practical steps to stop abusive practices.

OECD Uncooperative Tax Haven Initiative. In calling for action to stop tax haven
abuses, the G8 and G20 leaders repeatedly referred to the work undertaken by the OECD, a
coalition of 34 nations, including the United States, which, since 1961, has been committed to
advancing democratic governments and market economies. Nearly twenty years ago, in 1996, in

76 6/18/2013 “2013 Lough Erne G8 Communique,” at 1,
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/207771/Lough_Erne_2013 G8_Lead
ers_Communique.pdf. The communique also addressed tax evasion by multinational corporations. For more detail
on how it addressed both sets of tax issues, see 6, 23-24.

779/6/2013 “G20 Leaders’ Declaration” after St. Petersburg summit, at 12-13
https://www.g20.org/sites/default/files/g20_resources/library/Saint_Petersburg_Declaration_ENG.pdf. See also
7/20/2013 “G20 Communiqué: Meeting of Finance Ministers and Central Bank Governors,” after Moscow meeting,
at 11 18-19, https://www.mof.go.jp/english/international_policy/convention/g20/130720.pdf. Both the September
and July documents also condemned and supported action to stop cross-border tax avoidance by multinational
corporations.
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part at the urging of the United States, the OECD launched an initiative to curb “harmful tax
practices” that impede efforts by individual countries to enforce their tax laws."

In 1998, the OECD issued a report which, among other matters, criticized tax havens that
failed to cooperate with international tax enforcement efforts by refusing to provide requested
information.”® The OECD defined a “tax haven” as a country with no or nominal taxation,
ineffective tax information exchange with other countries, and a lack of transparency in its tax or
regulatory regime, including excessive bank or beneficial ownership secrecy.® In 2000, the
OECD published a second report focused on how bank secrecy laws in many tax havens
impeded their cooperation with international tax information requests. The report stated that all
OECD countries should “permit tax authorities to have access to bank information, directly or
indirectly, for all tax purposes so that tax authorities can fully discharge their revenue raising
responsibilities and engage in effective exchange of information.”®

As a result of these two reports, in June 2000, the OECD published a list of 35 offshore
jurisdictions that it planned to include in a subsequent list of “uncooperative tax havens,” unless
the countries made written commitments to exchange information in international criminal tax
matters by December 2003, and in international civil tax matters by December 2005.%% Also in
2000, the OECD established a Global Forum on Taxation, with participants drawn from OECD
member countries and non-member offshore jurisdictions, to discuss transparency and
information exchange issues.

In an effort to avoid being included in the either the initial list of 35 offshore jurisdictions
or the OECD’s subsequent list of uncooperative tax havens, six countries gave the OECD signed
commitment letters in early 2000, promising to provide effective tax information exchange in
criminal and civil matters by the specified deadlines.®® In response, the OECD omitted those
countries from the list of 35 countries it published in 2000. Other countries provided similar
commitment letters to the OECD in 2000 and 2001, and the OECD agreed to omit them from the
list of uncooperative tax havens being prepared.

"8 See, e.g., “Fighting Offshore Tax Evasion,” OECD Centre for Tax Policy and Administration,
http://www.oecd.org/fr/ctp/fightingoffshoretaxevasion.htm.

791998 “Harmful Tax Competition: An Emerging Global Issue,” OECD ,
http://www.oecd.org/tax/transparency/44430243.pdf.

8 5/03/2007 Prepared testimony of OECD Center for Tax Policy Director Jeffrey Owens, “Offshore Tax Evasion:
Stashing Cash Overseas,” hearing before the Senate Committee on Finance , at 5,
http://www.finance.senate.gov/hearings/hearing/?id=e1f5f3eb-c76b-6516-53fe-c82e289d853b.

8 2000 “Improving Access to Bank Information for Tax Purposes,” prepared by the OECD, at 14,
http://www.oecd.org/tax/exchange-of-tax-information/2497487.pdf. In 2004, this standard was incorporated into
paragraph 5 of Article 26 of the OECD Model Tax Convention on Income and on Capital.

%2 6/2000 “Towards Global Tax Co-operation: Progress in Identifying and Eliminating Harmful Tax Practices,”, at
17, http://www.oecd.org/tax/transparency/44430257.pdf (listing the thirty-five tax havens identified by the OECD);
also reprinted in the “What is the U.S. Position on Offshore Tax Havens?,” hearing before the Permanent
Subcommittee on Investigations, S. Hrg. 107-152 (7/18/2001), 125-152, at 140. See also chart prepared by the
Subcommittee entitled, “2000 OECD List of Offshore Tax Havens,” id., at 91.

8 5/03/2007 Prepared testimony of OECD Center for Tax Policy Director Jeffrey Owens, “Offshore Tax Evasion:
Stashing Cash Overseas,” hearing before the Senate Committee on Finance , at 5,
http://www.finance.senate.gov/hearings/hearing/?id=e1f5f3eb-c76b-6516-53fe-c82e289d853Db.
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By 2002, 28 of the original 35 offshore jurisdictions identified by the OECD had
committed to providing effective information exchange in criminal and civil tax matters by the
specified dates.®* As a result, only seven countries were actually named on the OECD’s official
list of uncooperative tax havens made public in mid-2002.%°

Also in 2002, the OECD published a model tax information exchange agreement that
countries could sign on a bilateral or multilateral basis to meet their commitments to tax
information exchange.®® The model agreement focused in particular on establishing procedures
for countries supplying information in response to a specific request from another country. As
indicated earlier, international organizations like the G8 and G20 issued statements of support for
the OECD’s model agreement.

In 2006, the OECD issued a new report assessing the legal and administrative
frameworks for tax transparency and tax information exchange in 82 countries.®” The purpose of
this assessment was to help the OECD determine “what is required to achieve a global level
playing field in the areas of transparency and effect exchange of information for tax purposes.
In October 2007, the OECD updated its 82-country assessment.*® The OECD wrote:

1,88

“Significant restrictions on access to bank [information] for tax purposes remain in three
OECD countries (Austria, Luxembourg, Switzerland) and in a number of offshore
financial centres (e.g. Cyprus, Liechtenstein, Panama and Singapore). Moreover, a
number of offshore financial centres that committed to implement standards on
transparency and the effective exchange of information standards developed by the
OECD’s Global Forum on Taxation have failed to do so.”%

In March 2007, the OECD sponsored a series of meetings with more than 100 tax
inspectors from 36 countries to discuss aggressive tax planning schemes seen within their
jurisdictions, involving those involving tax havens.®*

8 These 28 countries were in addition to the 6 countries that, in early 2000, had committed to tax information
exchange in civil and criminal matters to avoid being included in the list of 35 offshore jurisdictions.
8 See 0/18/2002 “The OECD List of Unco-operative Tax Havens- A statement by the Chair of the OECD’s
Committee on Fiscal Affairs,” OECD Press Release http://www.oecd.org/ctp/harmful/theoecdlistofunco-
operativetaxhavens-astatementbythechairoftheoecdscommitteeonfiscalaffairsgabrielmakhlouf.htm.
8 See OECD Model Agreement on Exchange of Information on Tax Matters, http://www.oecd.org/ctp/exchange-of-
tax-information/2082215.pdf. This model agreement, with revisions adopted in 2005 and 2012, is also included in
Avrticle 26 of the OECD Model Tax Convention on Income and on Capital, which is similar to the U.S. Model
Income Tax Convention.
8 05/2006 “Tax Co-operation: Towards a Level Playing Field — 2006 Assessment by the OECD Global Forum on
;gaxation,” OECD Report No. ISBN-92-64-024077 http://www.oecd.org/tax/transparency/44430286.pdf.

Id. at 7.
8 See generally, 10/2007 “Tax Co-operation: Towards a Level Playing Field — 2007 Assessment by the Global
Forum on Taxation,” OECD Report No. ISBN-978-92-64-03902-5,
http://www.oecd.org/tax/transparency/44430309.pdf.
%010/12/2007 “OECD reports progress in fighting offshore tax evasion, but says more efforts are needed,” OECD
Press Release,
http://www.oecd.org/general/oecdreportsprogressinfightingoffshoretaxevasionbutsaysmoreeffortsareneeded.htm .
°! See, e.g., “Offshore Financial Centers Playing Key Role In Aggressive Tax Plans, OECD Official Says,” BNA
Daily Report for Executives (3/27/07).
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It was in the midst of this OECD effort focusing attention on tax haven abuses that the
UBS and LGT scandals came to light. Both banks were shown to have provided undeclared
accounts to the nationals of multiple nations, sparking tax authority protests worldwide.% In
response to international condemnation of their banks’ actions, Liechtenstein and later
Switzerland announced that they would no longer use bank secrecy to facilitate tax evasion.
Both countries also announced that they had decided to adopt the OECD standard for tax
information exchange and were ready to enter into TIEAs with other countries.”® Those
announcements set off a chain reaction in other jurisdictions with bank secrecy practices, and by
March 2009, countries that included well known tax havens, including Austria, Belgium,
Luxembourg, and Monaco, abruptly pledged for the first time that they would share tax
information and cooperate with international tax enforcement.

In September 2009, at a meeting in Mexico City, the OECD announced that, for the first
time, all 87 countries in its Global Forum on Taxation and Exchange of Information had agreed
to adopt the OECD model agreement on tax information exchange.** OECD Secretary-General
Angel Gurria said: “[W]hat we are witnessing is nothing short of a revolution. By addressing the
challenges posed by the dark side of the tax world, the campaign for global tax transparency is in
full flow.”® In addition to the wholesale adoption of the tax information exchange standards in
the OECD’s model agreement, the OECD won approval to establish a Peer Review Group to
monitor and review “progress made towards full and effective exchange of information” on tax
matters and ensure that members implemented their information exchange commitments.

In 2010, the OECD worked with the Council of Europe to update the tax information
exchange provisions of the Convention on Mutual Administrative Assistance in Tax Matters.®’
That Convention, first developed in 1988, was the most comprehensive multilateral instrument
available in Europe supporting cooperative efforts to tackle tax evasion and avoidance.®® It was
amended to bring the Convention into alignment with the OECD’s tax information exchange

% See, e.g., “Liechtenstein tax scandal makes waves across Europe,” AFP (2/25/2008),
http://www.google.com/hostednews/afp/article/ ALegM5i80VpHL p9ujcf-HLMOmMtRNQbX8hw?hl=en; “Swiss
banking dispute moves up a gear,” Financial Times, Haig Simonian (3/23/2009),
http://www.ft.com/intl/cms/s/0/61618274-17db-11de-8¢9d-0000779fd2ac.html#axzz2u5Xlyg7q.
% See “The Liechtenstein Declaration,” prepared by Liechtenstein (3/12/2009),
http://www.oecd.org/ctp/harmful/42826280.pdf; “Switzerland moves towards substantial implementation of tax
information exchange,” prepared by OEDC (9/23/2009), http://www.oecd.org/ctp/exchange-of-tax-
information/switzerlandmovestowardssubstantialimplementationoftaxinformationexchange.htm. See also “Tax
Havens Likely to be Target of G-20 Nations,” New York Times, Matthew Saltmarsh (3/12/2009),
http://www.nytimes.com/2009/03/13/business/worldbusiness/13liechtenstein.html?ref=liechtenstein& r=0.
% See “OECD Global Forum consolidates tax evasion revolution in advance of Pittsburgh,” (9/2/2009),
Qsttp://www.oecd.org/ctp/harmful/oecdgIobalforumconsolidatestaxevasionrevolutioninadvanceofpittsburgh.htm.
Id.
% «“Syummary of Outcomes of the Meeting of the Global Forum on Transparency and Exchange of
Information for Tax Purposes Held in Mexico on 1-2 September 2009,” http://www.oecd.org/ctp/exchange-of-tax-
information/43610626.pdf.
%7 See “Convention on Mutual Administrative Assistance in Tax Matters,” OECD,
http://www.oecd.org/ctp/exchange-of-tax-
;Qformation/conventiononmutualadministrativeassistanceintaxmatters.htm.
Id.
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standards and opened it up for signature by all countries.*® Since then, G8 and G20 leaders have
called on all countries to sign the Convention and strengthen their cooperative anti-tax evasion
efforts.

In 2012, again in response to requests from the G8 and G20, the OECD revised its own
model tax information exchange agreement.'® The model was revised, first, to provide a solid
legal foundation for broad-based automated exchanges of information, such as those envisioned
by FATCA and similar disclosure regimes. Second, its commentary was revised to make it clear
that requesting countries could obtain information, not only about individual taxpayers identified
by name, but also about groups of unnamed taxpayers involved in misconduct, such as the
unnamed U.S. persons who opened undeclared accounts at UBS and LGT.*™ This clarification,
which was made in part at the urging of the United States after making a similar change to its
own model agreements, was important to make certain that the model agreements could be used
to obtain the names of taxpayers with hidden foreign bank accounts.

Also in 2012, the OECD launched a new “Tax Inspectors Without Borders” initiative to
“help developing countries bolster their domestic revenues by making their tax systems fairer
and more effective” and better able to “address tax base erosion, including tax evasion and
avoidance.”'%? The OECD committed to establishing, by the end of 2013, an independent
foundation that would deploy experts “to work directly with local tax officials on current audits
and audit-related issues concerning international tax matters,” “share general audit practices,”
and build tax capacity in developing countries.'® Pilot projects are now underway.'%*

In 2013, the OECD was charged by the G8 and G20 leaders with continuing work on a
number of tax initiatives. First was developing a FATCA-like automated information exchange
system for G20 members. As described in a September 2013 G20 communique, the OECD was
charged with developing “a single global standard for automatic exchange of information by
February 2014,” and “finalizing technical modalities of effective automatic exchange by mid-
2014,” so that G20 members could “begin to exchange information automatically on tax matters
among G20 members by the end of 2015.”'® The OECD was also asked to take a number of
actions to combat tax avoidance and evasion by multinational corporations, including by
developing a template for corporations to report their tax payments on a country-by-country

% See 2010 “Text of the Revised Explanatory Report to the Convention on Mutual Administrative Assistance in Tax
Matters As Amended by Protocol,” http://www.oecd.org/ctp/exchange-of-tax-
information/Explanatory_Report ENG_%2015 04 2010.pdf.
100 See “Update to Article 26 of the OECD Model Tax Convention and its Commentary,” (approved by the OECD
Council on 7/17/ 2012), http://www.0oecd.org/ctp/exchange-of-tax-information/120718 Article%2026-
ENG_n0%20cover%20(2).pdf.
' See id. at 9 5.1 and 5.2.
192 5/10/2012 “OECD launches Tax Inspectors Without Borders,” OECD Press Release,
http://www.oecd.org/newsroom/taxoecdlaunchestaxinspectorswithoutborders.htm.
i’)i “Tax Inspectors Without Borders,” OECD, http://www.oecd.org/tax/taxinspectors.htm.

Id.
195.9/06/2013 “G20 Leaders’ Declaration” after St. Petersburg summit, at 12.
https://www.g20.org/sites/default/files/g20_resources/library/Saint_Petersburg_Declaration_ ENG.pdf.
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basis, and by developing principles to determine how corporations should be taxed when they
carry out activities in multiple countries. %

On February 13, 2014, the OECD released its much anticipated model multilateral
agreement to enable countries to exchange information on an automatic basis.™®” The model sets
out the commitment of each signatory country to exchange financial account information on an
automated annual basis. It specifies required due diligence standards, required data fields —
including accountholder names, account numbers, and account balances -- and common
technical standards to ensure effective electronic data exchanges at minimal cost. An
introduction to the model agreement stated that it “drew extensively” from the information
exchange arrangements already established by the United States under FATCA and described the
model as “compatible” with, though not identical to, FATCA disclosures.'® The OECD
observed that additional guidance and technical specifications would be provided by June 2014,
with the goal of enabling automated reporting to begin in 2015.%

The OECD’s landmark work on automatic tax information exchange provides an
important international forum for U.S. efforts to combat tax haven banks that facilitate tax
evasion by nonresidents.

C. Switzerland

One country that, over the last decade, has played a central role in issues involving
hidden bank accounts is Switzerland. According to the Swiss Bankers Association, Switzerland
has about 300 banks**® and, in 2012, managed about $2.8 trillion in assets, representing about a
quarter of the world’s total assets and significantly more than in any other country.™* Its two
largest banks, UBS and Credit Suisse, together managed about half of those 2012 assets.**?
According to the U.S. Treasury, in 2011, banking assets held by Swiss banks represented about

106 See “About BEPS,” on the OECD website, http://www.oecd.org/tax/beps-about.htm. BEPS stands for “Base
Erosion and Profit Shifting,” which was the subject of two OECD reports in 2013. The OECD website explains that
the BEPS project is intended to address issues related to gaps in national laws that “can be exploited by companies
who avoid taxation in their home countries by pushing activities abroad to low or no tax jurisdictions.” Id. The
OECD has issued an “Action Plan” to “develop a new set of standards to prevent double non-taxation” by
corporations operating in multiple countries, and “a multilateral instrument to amend bilateral tax treaties” to
quickly implement BEPS solutions. Id. See also 5/29/2013 OECD “Declaration on Base Erosion and Profit
Shifting,” http://www.oecd.org/tax/C-MIN(2013)22-FINAL-ENG.pdf.

197 See 2/13/2014 “Standard for Automatic Exchange of Financial Account Information,” OECD
http://www.oecd.org/ctp/exchange-of-tax-information/Automatic-Exchange-Financial-Account-Information-
Common-Reporting-Standard.pdf (“Under the standard, jurisdictions obtain financial information from their
financial institutions and automatically exchange that information with other jurisdictions on an annual basis. The
standard consists of two components: a) the [Common Reporting Standard], which contains the reporting and due
diligence rules and b) the Model [Competent Authority Agreement], which contains the detailed rules on the

exchange of information.”).
108 Id.

109 Id

10 “The Economic Significance of the Swiss Financial Centre-Banks and branches in Switzerland,” Swiss Bankers
Association,, http://www.swissbanking.org/en/home/finanzplatz-link/facts_figures.htm.
11 See 7/29/2013 “The Financial Centre: Engine of the Swiss Economy,” Swiss Bankers Association at 16,
Pltztp://www.swissbankinq.orq/en/20130715-fp motor_der_schweizer_wirtschaft.pdf.

Id. at 9.
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820% of Switzerland’s gross domestic product (GDP), demonstrating the banking sector’s
importance to the Swiss economy.™® The Swiss financial regulator is known as the Financial
Market Supervisory Authority or FINMA.

Switzerland’s primary financial centers are located in the cities of Geneva, Lugano, and
Zurich. Its banks have been described as falling into six categories: large international banks;
Cantonal banks which are Swiss government-owned commercial banks based in the country’s
territorial cantons; regional and savings banks; investment banks; foreign banks; and Raiffeisen
banks which are Swiss cooperative banks; with “private bankers” designated as a separate
category.

Switzerland has long been known for its strict bank secrecy laws. Its resistance to
disclosing account information can be seen in its resistance to complying with disclosure
obligations in the European Savings Directive and years of resistance to adopting the OECD
standards for tax information exchange. In 2013, the Tax Justice Network, a nonprofit dedicated
to fighting tax evasion, ranked Switzerland number one out of 82 jurisdictions on its Financial
Secrecy Index.!

U.S.-Swiss Tax Treaty. Switzerland and the United States also have a long history of
negotiation over tax information exchanges and bank secrecy. Switzerland first entered into a
tax treaty with the United States in 1951.M° Under that treaty, Switzerland agreed to exchange
information only in criminal cases involving “tax fraud,” a criminal offense narrowly defined in
Swiss law.™" This limitation, unique to the Swiss, and has not appeared in any other U.S. tax
treaty.

113 See 6/6/2011“Remarks by Treasury Secretary Tim Geithner to the International Monetary Conference,”
http://www.treasury.gov/press-center/press-releases/Pages/tg1202.aspx. In contrast, banking assets represent about
100% of U.S. GDP. Id.

114.7/29/2013“The Financial Centre: Engine of the Swiss Economy,” prepared by the Swiss Bankers Association at
8, http://www.swissbanking.org/en/20130715-fp_motor_der_schweizer wirtschaft.pdf.

115 5ee11/7/2013 “Financial Secrecy Index,” Tax Justice Network,
http://www.financialsecrecyindex.com/introduction/fsi-2013-results. See also “Narrative Report on Switzerland,”
Tax Justice Network, http://www.financialsecrecyindex.com/PDF/Switzerland.pdf.

116 “Treaties in Force: A List of Treaties and Other International Agreements of the United States in Force on
January 1, 2013,”Department of State, http://www.state.gov/documents/organization/218912.pdf, at 276-277. In
addition to this tax treaty, in 1973, Switzerland entered into a Mutual Legal Assistance Treaty with the United
States. That MLAT, however, by its terms, generally excludes “violations with respect to taxes,” and so is not used
for assistance in tax matters. 1/23/1977 Treaty between the United States of America and the Swiss Confederation
on Mutual Assistance in Criminal Matters, 273 UST 2019, at Article 2.
http://www.rhf.admin.ch/etc/medialib/data/rhf/recht.Par.0010.File.tmp/sr0-351-933-6-e.pdf. Switzerland also has a
1981 domestic law allowing “International Mutual Assistance in Criminal Matters,” but that law is difficult to use
since it is confined to criminal cases, is limited to document and testimony requests, and allows multiple appeals
within Switzerland. Subcommittee meeting with the Embassy of Switzerland (7/10/2008).

17 See, e.g., J. Springer, “An Overview of International Evidence and Asset Gathering in Civil and Criminal Tax
Cases,” 22 Geo. Wash. J. Int'l L. & Econ. 277, 303-8 (1988); Aubert, “The Limits of Swiss Banking Secrecy Under
Domestic and International Law,” 273 Int'l Tax & Bus. Law. 273, 286-88 (1984); J. Knapp, “Mutual Legal
Assistance Treaties as a Way to Pierce Bank Secrecy,” Case W. Res. J. Int'l L. 405-8, 418-20 (1988). Tax evasion is
an administrative offense, not a criminal offense in Switzerland. The only tax-related crime in Switzerland is for
“tax fraud,” which is difficult to establish.
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In 1996, Switzerland and the United States updated the tax treaty and, among other
changes, modernized and slightly expanded the tax information exchange provisions.**® The
revised Article 26 permitted tax information exchange for both criminal and civil purposes.
However, it still limited information exchange to circumstances in which the exchange of
information was “necessary for carrying out the provisions of the present Convention or for the
prevention of tax fraud or the like.”**°

The 1996 Protocol agreed to in connection with the revision of the tax treaty provided a
new, slightly more expansive definition of “tax fraud” than what was applied in the earlier tax
treaty or in Swiss law. The Protocol stated that “the term ‘tax fraud” means fraudulent conduct
that causes or is intended to cause an illegal and substantial reduction in the amount of the tax
paid.”*? It explained further:

“Fraudulent conduct is assumed in situations when a taxpayer uses, or has the intention to
use a forged or falsified document ... or, in general, a false piece of documentary
evidence, and in situations where the taxpayer uses, or has the intention to use a scheme
of lies (‘Lugengebaude’) to deceive the tax authority.”

The revised treaty provisions essentially meant that tax information could not be exchanged
solely because a taxpayer had failed to file a tax return or had included false information on the
return; instead, the United States had to show that some type of additional fraudulent conduct
was involved.

The U.S. State Department, when submitting the 1996 treaty for ratification by the U.S.
Senate, stated that the new language had “significantly expand[ed] the scope of the exchange of
information between the United States and Switzerland.”*?* Others criticized the continuing
limited nature of Swiss assistance in U.S. tax matters.

A few years later, in 2000, the United States launched its Qualified Intermediary Program
seeking additional disclosures from foreign banks with accounts opened by U.S. persons. In
2001, most Swiss banks, including UBS and Credit Suisse, signed QI agreements with the
United States.

UBS Scandal. In 2008, the UBS scandal broke. At hearings before this Subcommittee
in July 2008 and March 2009, it was disclosed that, from at least 2000 to 2007, UBS had as

118 See “Convention between the United States of America and the Swiss Confederation for the Avoidance of
Double Taxation with respect to Taxes on Income,” (signed 10/2/96) (hereinafter “United States-Switzerland Tax
Convention”), reprinted in a Message from the President of the United States to the U.S. Senate transmitting the
Convention and a related Protocol, Treaty Doc. 105-8 (6/25/97), http://www.irs.gov/pub/irs-trty/swiss.pdf.

191d., Article 26 (1). Again, this standard is unique to the Swiss and has not appeared in any other U.S. tax treaty.
1204d., Protocol (10).

121 | etter of Submittal by the U.S. Secretary of State to the President regarding the United States-Switzerland Tax
Convention (10/2/96), reprinted in Treaty Doc. 105-8 (6/25/97), at VII.
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many as 52,000 accounts in Switzerland that were beneficially owned by U.S. clients with nearly
$18 billion in assets that had not been disclosed to U.S. tax authorities.**

The Subcommittee hearings also disclosed that UBS used an array of secrecy tricks to
help their U.S. clients avoid detection of their Swiss accounts by the IRS. Those tricks included
using code names for clients to disguise their identities; sending bankers to the United States
under cover of tourism or personal trips to service client accounts; providing its bankers with
encrypted computers when travelling to keep client information out of the reach of tax
authorities; opening accounts in the names of offshore shell companies to hide the real owners;
and providing its bankers with counter-surveillance training to detect and deflect inquiries from
government officials.

At the July 2008 hearing, UBS acknowledged misconduct and announced it would take
responsibility for its actions. It apologized for past compliance failures, promised to close all
U.S. client accounts in Switzerland unless the U.S. accountholder agreed to disclose the account
to the IRS, and announced it would no longer offer undeclared offshore accounts for U.S. clients.
UBS also indicated that it was prepared to cooperate with a John Doe summons that had been
served on the bank by the IRS seeking the names of U.S. clients with undeclared Swiss accounts,
pending negotiations between the U.S. and Swiss governments on how it should comply.*?

Seven months later, in February 2009, UBS entered into a Deferred Prosecution
Agreement with the U.S. Department of Justice in which it admitted conspiring to defraud the
United States out of tax revenues, paid a $780 million fine, and agreed not to open any more U.S.
client accounts without alerting the IRS.*** The deferred prosecution agreement also provided
that the Justice Department would seek to enforce the John Doe summons that had been served
on the bank and, if UBS lost its court challenge to the summons but then failed to provide the
requested information, the United States could deem that failure to be a material violation of the
agreement and restart criminal proceedings against the bank.'®

In addition, as part of the Deferred Prosecution Agreement, UBS and the Swiss
Government agreed that the bank would turn over a small number of U.S. client accounts to the
United States, reportedly totaling between 250 and 300.'?° The disclosure of the account
information, including U.S. client names, by UBS was expressly approved by the Swiss financial
regulator, FINMA.**" Despite a subsequent Parliamentary inquiry and intense criticism by some

122 See “Tax Haven Banks and U.S. Tax Compliance: Obtaining the Names of U.S. Clients with Swiss Accounts,”

hearing before the Permanent Subcommittee on Investigations, S. Hrg. 111-30 (3/4/2009), Exhibit 12, at 3 (2004

UBS internal report analyzing U.S. client accounts opened in Switzerland: “The number of account relationships in

WM&BB in Switzerland with US residents where the account holder has not provided a W-9 is approximately

52,000 (representing CHF 17 billion in assets).” “WM&BB” stands for the Wealth Management and Business

Banking group at UBS in Switzerland. A “W-9” is the form that is supposed to be filed with the bank by an

accountholder who is a U.S. person.).

123 See United States v. UBS, Case No. 09-20423-CIV-GOLD/MCALILEY (S.D. Fla. 2009), Petition to Enforce

John Doe Summons (2/19/2009). The summons was served on UBS on or about July 21, 2008. Id. at 1 9.

i: United States v. UBS, Case No. 09-60033-CR-COHN (S.D. Fla.), Deferred Prosecution Agreement (2/18/2009).
Id. at 9.
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127 See “FINMA appeals Federal Administrative Court ruling,” (1/21/2010) (discussing FINMA order issued on

2/18/2009), http://www.finma.ch/e/aktuell/Pages/mm-entscheid-finma-urteil-bvger-20100121.aspx.
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Swiss l%gislators, the disclosure was ultimately upheld as lawful by the Swiss Federal Supreme
Court.

To settle the John Doe summons enforcement proceeding, UBS and the Swiss negotiated
a complex set of agreements with the IRS and the Justice Department regarding the disclosure of
additional accounts.’?® As part of that settlement, the United States and Switzerland signed an
agreement setting out the criteria that would govern which UBS accounts would be required to
disclose additional information, including U.S. client names.** The criteria included, for
example, accounts with more than 1 million in Swiss francs, those opened in the name of an
offshore entity, and those which had been undeclared for at least three years and produced more
than 100,000 Swiss francs in average annual revenues for UBS.**' The criteria were also
designed to ensure that all of the covered accounts met the “fraud or the like” standard for
disclosure under the 1996 U.S.-Swiss tax treaty.

Legal proceedings challenging various aspects of the U.S.-Swiss agreement were initiated
by UBS clients. In one court proceeding in March 2009, the Swiss Federal Administrative Court
explicitly held that the 1996 U.S.-Swiss tax treaty permitted the United States to request
information about a group of taxpayers, without identifying them by name, in the circumstances
of the UBS case.’® Despite that ruling, the Swiss courts invalidated the agreement on other
grounds. In response, in the summer of 2010, the Swiss Parliament took action to formally
approve the agreement and the requested disclosures.**® That Parliamentary action was then
upheld by the Swiss Federal Administrative Court.*>* After that ruling, UBS began producing
the promised information and, by the end of 2010, turned over about 4,450 additional accounts
with related account information, including U.S. client names.**

128 See, e.g., “UBS Data Disclosure on 255 U.S. Clients Was Legal, Court Says,” Bloomberg, (7/18/2011), Elizabeth
Amon. The Swiss Supreme Court overturned a lower court decision which had found that the disclosures were
improper.

129 See United States v. UBS, Case No. 09-20423-CIV-GOLD/MCALILEY (S.D. Fla. 2008). The 8/19/2009
settlement consisted of three documents. The “Settlement Agreement” between UBS and the United States set out a
schedule for bank production of the requested information and, upon receiving the requested information, for the
IRS to withdraw the John Doe summons. An annex set forth the text of a notice that UBS would be required to send
to all of its U.S. clients about disclosing their accounts to the United States. A separate agreement between the
United States and Switzerland set out the criteria governing which accounts would be disclosed. The third
document was an IRS request to Switzerland for the covered account information to be produced under the U.S.-
Swiss tax treaty.

130 «Agreement Between the United States of America and the Swiss Confederation on the request for information
from the Internal Revenue Service of the United States of America regarding UBS AG, a corporation established
under the laws of the Swiss Confederation,” (8/19/2009).

L 1d. at Annex, 11 1-2.

132 See id. at Annex, 1 1.

133 See, e.g., “Statement IRS Commissioner Doug Shulman on today's Swiss Parliament vote,” (6/17/2010).

134 See, e.g., “Swiss Court Rejects UBS Client Attempt to Halt Handover of Account Details to U.S.,” BNA Daily
Tax RealTime (7/19/2010).

135 See United States v. UBS, Case No. 09-20423-CIV-GOLD/MCALILEY (S.D. Fla. 2008)., Settlement Agreement
(8/19/2009), at 1 2 (estimating that 4,450 accounts would be turned over). Since some U.S. clients held more than
one Swiss account, the number of U.S. client names turned over to the United States as a result of the John Doe
summons totaled less than 4,000. Subcommittee briefing by the IRS (2/21/2014).
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Altogether, as a result of the Deferred Prosecution Agreement and the settlement of the
John Doe summons, UBS reportedly turned over to the United States about 4,700 U.S. client
accounts and related information, including U.S. client names. While those disclosures
represented a dramatic break from past practice in Switzerland, they provided information on
less than 10% of the 52,000 undeclared UBS Swiss accounts held by U.S. clients.

Revised Tax Treaty. In addition to supporting the UBS disclosures, Switzerland
reversed more than a decade of tax policy, and announced in March 2009, that it would adopt the
OECD standard for tax information exchange.'*® A statement issued by the Swiss Federal
Council explained that it had decided to “permit the exchange of information with other
countries in individual cases where a specific and justified request has been made.”**” The
statement also stated:

“The Federal Council acknowledges that the wish of the people of Switzerland for
appropriate protection of personal privacy is still firmly entrenched. For this reason, it
fully endorses banking secrecy and resolutely rejects any form of automatic exchange of
information.”**®

In accordance with its change in policy, in September 2009, Switzerland signed a
Protocol with the United States amending their 1996 tax treaty to incorporate the OECD standard
for tax information exchange.** The new language eliminated the Swiss limitation that
information could be exchanged only in cases of “fraud or the like,” instead providing:

“The competent authorities of the Contracting States shall exchange such information as
may be relevant for carrying out the provisions of this Convention or to the
administration or enforcement of the domestic laws concerning taxes covered by the
Convention insofar as the taxation thereunder is not contrary to the Convention.”**°

The “may be relevant” standard for tax information exchange is the same standard that appears
in the U.S. Model Income Tax Convention and U.S. law governing IRS inquiries, and has been
upheld by the U.S. Supreme Court.

The 2009 Protocol also included new language in the treaty to ensure that bank secrecy
laws would not bar disclosure of requested information:

“In no case shall the provisions of paragraph 3 be construed to permit a Contracting State
to decline to supply information solely because the information is held by a bank, other
financial institution, nominee or person acting in an agency or a fiduciary capacity or

136 See “Switzerland to adopt OECD standard on administrative assistance in fiscal matters,” press release issued by
Switzerland (3/13/2009).

137 Id.

138 Id.

139 “protocol Amending the Convention Between the Swiss Confederation and the United States of America for the
Avoidance of Double Taxation with Respect to Taxes on Income, Signed At Washington on October 2, 1996,”
(9/23/2009).

0 1d. at Article 3 (amending Article 26 of the 1996 Treaty).
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because it relates to ownership interests in a person. In order to obtain such information,
the tax authorities of the requested Contracting State, if necessary to comply with its
obligations under this paragraph, shall have the power to enforce the disclosure of
information covered by this paragraph, notwithstanding paragraph 3 or any contrary
provisions in its domestic laws.”**

The 2009 Protocol was careful to make it clear that the revised treaty authorized the
exchange of information only in cases where one treaty partner made a specific request to the
other for information about specified taxpayers.'*? The official explanatory commentary also
stated that the requesting country “typically” would have to provide the name and other
identifying information for the taxpayer who was the subject of the request:

“It is understood that the competent authority of a Contracting State shall provide the
following information to the competent authority of the requested State when making a
request for information under Article 26 of the Convention:

1) information sufficient to identify the person under examination or investigation
(typically, name and, to the extent known, address, account number or similar
identifying information).”***

The 2009 Protocol also continued to bar “fishing expeditions”:

“The purpose of referring to information that may be relevant is intended to provide for
exchange of information in tax matters to the widest possible extent without allowing the
Contracting States to engage in fishing expeditions or to request information that is
unlikely to be relevant to the tax affairs of a given taxpayer. While paragraph 10(a)
contains important procedural requirements that are intended to ensure that fishing
expeditions do not occur, subparagraphs (i) through (v) of paragraph 10(a) nevertheless
are to be interpreted in order not to frustrate effective exchange of information.”***

The language in the 2009 Protocol, the explanatory comments, and the provision banning
fishing expeditions created uncertainty as to whether the revised treaty would allow U.S.
requests for information related to a group of U.S. taxpayers without identifying each of the
taxpayers by name. In an effort to clarify the situation, in 2012, the Swiss Parliament passed
legislation that stated that the revised treaty did not require taxpayers to be named in all
instances.*> At the same time, the legislation imposed new requirements for such requests,

141 |d

142 The 2009 Protocol included a new provision stating: “Although Article 26 of the Convention does not
restrict the possible methods for exchanging information, it shall not commit a Contracting State to exchange
information on an automatic or spontaneous basis.” Id. at Article 4 (amending Paragraph 10 of the Protocol to the
1996 Treaty).

3. at Article 4 (amending Paragraph 10 of the Protocol to the 1996 Treaty).

Y4 1d. The prohibition on “fishing expeditions” was already part of the 1996 tax treaty.

145 Bundesheschluss iiber eine Erganzung des Doppelbesteuerungsabkommens zwischen der Schweiz und den
Vereinigten Staaten von Amerika (“Federal Resolution Concerning a Supplement to the Double Taxation Treaty
between Switzerland and the United States of America”) (3/16/2012), http://www.admin.ch/opc/de/federal-
gazette/2012/3511.pdf. (3/16/2012), translated from German by Law Library of Congress.
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using language that did not appear in either the old or revised treaty. The 2012 Swiss legislation
required, for example, that a treaty partner requesting information about a group of unnamed
taxpayers provide evidence of “a pattern of conduct on the basis of which it can be assumed that
persons subject to taxation who behaved according to this pattern have not lived up to their
statutory obligations.”**® The legislation also stated: “Persons subject to taxation may only be
identified in this manner, however, if the holder of the information or his coworkers has
contributed significantly to such conduct.”**"  Swiss courts may view these new evidentiary
requirements as binding, even though they are not included in the negotiated treaty.

Another issue involves the effective date for the new, less restrictive standard for tax
information exchange, which is linked in the 2009 Protocol to the date on which the treaty
revisions were agreed to, September 23, 2009. The key provision states that the revisions to
Article 26 related to information requests from a bank or other financial institution: “shall have
effect ... to requests made on or after the date of entry into force of this Protocol ... to
information that relates to any date beginning on or after the date of signature of this
Protocol.”**® The parties have interpreted this provision to mean that treaty requests can employ
the new less restrictive standard only when seeking information about Swiss accounts that were
open on or after September 23, 2009, while treaty requests seeking information about accounts
that were closed prior to that date must be processed under the more restrictive provisions of
the1996 treaty.'*

In March 2012, the Swiss Parliament ratified the revised U.S.-Swiss tax treaty, as
amended by the 2009 protocol. The U.S. Senate Committee on Foreign Relations voted in favor
of the revised treaty and sent it to the full Senate for floor consideration on January 26, 2011.**°
The Senate has yet to vote on ratifying the revised treaty, however, because a hold on
consideration of the treaty has been in place for more than three years.*>*

FATCA. In addition to negotiating the revised treaty, Switzerland became the eighth
country to sign a disclosure agreement with the United States under the Foreign Account Tax
Compliance Act (FATCA). In February 2013, Switzerland signed an intergovernmental
agreement with the United States requiring all Swiss financial institutions to comply with

146 Id

Y71d. See also “Swiss Lawmakers Approve U.S. Tax-Treaty Amendment, Aiding Talks,” Bloomberg, Klaus Wille
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FATCA'’s new disclosures.’® The agreement directs Swiss financial institutions to provide the
required disclosures directly to the IRS. If any financial institutions are suspected of non-
compliance, the agreement enables the IRS to seek information from them through a tax treaty
information request on a group basis after an eight-month Swiss investigation period. Swiss
financial institutions must begin to disclose all of their U.S. accounts and initiate withholding of
taxes on July 1, 2014.

In addition to signing the FATCA agreement with the United States, in 2013, Switzerland
signed the Convention on Mutual Administrative Assistance in Tax Matters that requires
signatories to cooperate with international tax information exchange requests and tax
enforcement efforts.**® Switzerland also signed a number of tax information exchange
agreements with other countries.

DOJ Program for Swiss Banks. Since the 2008 UBS scandal, the U.S. Department of
Justice has initiated investigations into 14 Swiss banks for misconduct similar to that perpetrated
by UBS. In 2012, the Justice Department indicted Wegelin & Co., Switzerland’s oldest bank,
which eventually pled guilty to conspiracy to defraud the United States of tax revenue, forfeiting
$32 million that had been frozen in its U.S. accounts and paying fines and restitution of $42
million for a total of $74 million.*™* Since 2009, the Justice Department also indicted a number
of individual Swiss bankers from UBS, Credit Suisse, Wegelin, and Bank Frey, though most
have yet to stand trial.

Due to turmoil in the Swiss banking sector caused by the ongoing U.S. criminal
investigations, in 2011, the Swiss began pressing the United States for a broad-based settlement
that would establish procedures for how the U.S. government would handle future prosecutions
of Swiss banks, and how it would signal when a bank is no longer under suspicion. In August
2013, the United States announced a “program” designed to establish a procedure for resolving
or clearing as many as 300 Swiss banks of charges that they may have assisted U.S. clients to
evade U.S. taxes.™® In connection with that announcement, the United States and Switzerland
signed a joint statement in which both expressed support for the program and in which the Swiss
Finance Department urged participation by Swiss banks.**®

The program divided Swiss banks into four tiers. Tier 1 banks were the 14 Swiss banks
already under investigation by the United States for criminal wrongdoing. Tier 2 banks were
those that may have taken actions that facilitated tax evasion but were not currently under

152 See “Agreement between the United States of America and Switzerland for Cooperation to

Facilitate the Implementation of FATCA,” (2/14/2013), http://www.treasury.gov/resource-center/tax-
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investigation. Tier 3 banks were those that had opened accounts for U.S. persons, but believe
they did not engage in wrongdoing, were not under investigation, and were willing to undergo a
third party review to validate their status. Tier 4 banks were those deemed to be compliant
financial institutions that had a local client base in Switzerland as defined under FATCA
standards, and were not under investigation.

The program did not address the ongoing U.S. investigations into the Tier 1 banks or
provide any procedure for resolving them. Those banks were not eligible to participate in the
program. It did establish a procedure for Tier 2 banks to obtain a non-prosecution agreement in
exchange for conducting an internal review verified by an independent examiner and providing
the results to the United States, including certain information about their cross border operations
and undeclared accounts opened by U.S. clients, and paying a penalty equal to 20% to 50% of
the aggregate dollar value of the undeclared accounts, depending upon how long the accounts
were kept open. It also set up a procedure for Tier 3 banks to provide an internal investigation
report prepared by an independent examiner to demonstrate they did not engage in suspect
conduct. Tier 4 banks must provide verification by the bank and an independent examiner that
they do not have U.S. clients and maintain records to support that position.

A key issue in the design of the program was to address Swiss concerns about providing
client-specific information in violation of Swiss secrecy laws. The program dealt with the issue
by requiring the affected banks to provide certain account information about closed accounts,
such as the maximum dollar value of the account, the number of U.S. persons affiliated or
potentially affiliated with each account, whether the account held any securities, information
concerning the transfer of funds in and out of the account, and the name of any banker, fiduciary,
attorney financial advisor or individual affiliated with the account. The program explicitly
excused the Swiss banks from providing any client names, account numbers, or other identifying
information for those closed accounts.

The U.S. government will have to use the information it receives in connection with the
program to fashion one or more treaty requests to the Swiss government under either the 1996 or
— when ratified — the 2009 treaty, depending upon when the accounts in question were open. If
an account’s assets were transferred to a bank in another country, the United States will have to
attempt to secure the client information from the bank in that other country. The program did not
address U.S. client accounts that remained open at the banks since the larger of those accounts
would supposedly have to be revealed when FATCA disclosures become mandatory for all
Swiss banks.

After the U.S. program to resolve Swiss bank culpability was announced, the Swiss
Bankers Association issued a public apology for the role Swiss banks had played in facilitating
U.S. tax evasion. Association Chairman Patrick Odier was quoted as saying: “We acted
wrongly .... We have damaged the reputation of the entire Swiss financial center.”*>’

17 «Offshore tax-dodger dragnet widens with U.S.-Swiss bank deal: lawyers,” Reuters (9/3/2013), Patrick Temple-
West and Kevin Drawbaugh (quoting Patrick Odier).
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By the end of 2013, over 100 or about a third of Swiss banks had reportedly taken
advantage of the program’s procedures to resolve their status.*®® The program and U.S. criminal
investigations into Swiss banks are ongoing.

158 See, e.g., “Swiss Banks Seek Tax Amnesty as Third Accept U.S. Offer,” Bloomberg, David Voreacos
(1/26/2014), http://www.bloomberg.com/news/2014-01-25/tax-amnesty-program-draws-106-swiss-banks-u-s-
prosecutor-says.html.
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I11. CREDIT SUISSE: CASE STUDY IN SWISS SECRECY

In an attempt to understand the extent of past tax haven bank facilitation of U.S. tax
evasion and U.S. efforts to hold tax haven banks and their U.S. clients accountable and collect
unpaid U.S. taxes, the Subcommittee examined one bank in depth, Credit Suisse. Credit Suisse
is the second largest bank in Switzerland and, thus, after UBS, the Swiss bank most likely to
have a large number of undeclared Swiss accounts for U.S. customers seeking to evade U.S.
taxes.

22,000 U.S. Customers with 12 Billion Swiss Francs. The investigation found that, as
of 2006, Credit Suisse had over 22,000 U.S. customers with Swiss accounts whose assets, at their
peak, exceeded 12 billion Swiss francs (CHF).™ Although Credit Suisse has not determined or
estimated how many of those accounts were hidden from U.S. authorities, the data suggests the
vast majority were undeclared. To date, due to Swiss Government restrictions, the United States
has obtained the names of only about 230 U.S. clients with hidden accounts at Credit Suisse.

Recruiting U.S. Clients and Facilitating Secrecy. The investigation found that, from at
least 2001 to 2008, Credit Suisse recruited U.S. clients to open Swiss accounts, and employed a
number of banking practices that helped its U.S. customers conceal their Swiss accounts from
U.S. authorities. Those practices included sending Swiss bankers to the United States to secretly
recruit clients and service existing accounts; sponsoring a New York office that served as a hub
of activity on U.S. soil for Swiss bankers; and helping customers mask their Swiss accounts by
referring them to “intermediaries” that could form offshore shell entities for them and by opening
accounts in the name of those offshore entities. One former customer described how, on one
occasion, a Credit Suisse banker travelled to the United States to meet with the customer at the
Mandarin Oriental Hotel and, over breakfast, handed the customer bank statements hidden in a
Sports Illustrated magazine. Credit Suisse also sent Swiss bankers to recruit clients at bank-
sponsored events, including the annual “Swiss Ball” in New York and golf tournaments in
Florida. The Credit Suisse New York office kept a document listing “important phone numbers”
of intermediaries that formed offshore shell entities for some of the bank’s U.S. customers.
Credit Suisse also encouraged U.S. customers to travel to Switzerland, providing them with a
branch office at the Zurich airport offering a full range of banking services. Nearly 10,000 U.S.
customers availed themselves of that convenience. The bank’s own investigation indicates that
Swiss bankers were well aware that some U.S. clients wanted to conceal their accounts from
U.S. authorities, and either turned a blind eye to the accounts’ undeclared status, or at times
actively assisted those accountholders to hide assets from U.S. authorities.

Weak Oversight. The investigation also found that Credit Suisse exercised weak
oversight of its own policies for U.S.-linked accounts in Switzerland, facilitating wrongdoing.
A 2002 bank policy called for U.S.-linked accounts to be opened by a single Swiss office,
SALN, whose bankers were given special training in U.S. regulatory and tax requirements.
Despite that policy, a majority of U.S.-linked accounts were spread throughout other business
areas of the bank; by 2008, over 1,800 Credit Suisse bankers were opening and servicing Swiss

159 During the period 2004 to 2007, one U.S. dollar was roughly equivalent to 1.25 Swiss francs, and from 2008 to
2012, one U.S. dollar was roughly equivalent to one Swiss franc. 12 billion CHF fluctuated over time between $10-
$12 billion.
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accounts for U.S. customers. Some of those Swiss bankers assisted U.S. clients to open
undeclared accounts, buy and sell U.S. securities, and structure large cash transactions to avoid
U.S. cash reporting requirements, in violation of U.S. law and the bank’s own policies which
prohibited those activities. The Swiss bank also used third party service providers to supply U.S.
clients with credit cards and travel cash cards that enabled them to secretly draw upon the cash in
their Swiss accounts. In addition, Credit Suisse restricted compliance, risk management, and
audit oversight of all U.S. customer accounts in Switzerland to Swiss personnel due to Swiss
secrecy laws, limiting the oversight that could be conducted by bank personnel in the United
States. Credit Suisse extended those limitations even to the U.S.-linked accounts at SALN which
was organizationally part of the Credit Suisse Private Bank for the Americas. On February 21,
2014, Credit Suisse paid a $196 million fine to the U.S. Securities and Exchange Commission
(SEC) to settle securities law violations by its Swiss bankers for conducting unlicensed broker-
dealer and investment advice activities in the United States and by the bank for failing to prevent
that misconduct due to poorly implemented controls and ineffective monitoring.

Five Year Exit. Beginning in 2008, after the UBS scandal broke, Credit Suisse initiated
a series of “Exit Projects” to identify Swiss accounts that had been opened for U.S. customers,
and ask the customers to either disclose their accounts to the United States, or close them. The
Exit Projects took an overly incremental approach, delayed reviewing key groups of accounts,
and took over five years to complete. The projects included, in chronological order, the Entities
Project, Project Tom, Project Il1, Project Tim, Legacy Entities Project, Project Titan, and Project
Argon. The 2008 UBS scandal and 2011 indictment of seven Credit Suisse bankers spurred the
account closing efforts represented by those projects, but they continued to take years to
implement.

From 2008 to 2011, the Credit Suisse Exit Projects focused primarily on Swiss accounts
held by U.S. residents, ignoring the over 6,000 accounts opened by U.S. nationals living outside
of the United States. The early projects also focused on the conduct of bankers at SALN, the
office that was supposed to have been in charge of opening U.S.-linked accounts in Switzerland,
even though the majority of U.S.-linked accounts were actually located in Swiss offices outside
of SALN, including Credit Suisse’s private bank subsidiary Clariden Leu. By the end of 2010,
the Exit Projects had closed accounts held by nearly 11,000 U.S. clients, an indication of how
extensive the problems were with the accounts. It was not until 2012, that the bank expanded the
Exit Projects to include a review of the thousands of Swiss accounts opened by U.S. nationals
living outside of the United States. At the end of 2013, five years after the UBS scandal broke,
Credit Suisse data indicated that the bank had closed Swiss accounts for approximately 18,900
U.S. customers and retained accounts for about 3,500 U.S. customers with assets totaling about
$2.6 billion. These figures represent an 85 percent drop in the number of the bank’s U.S.
customers in Switzerland.

A. Background on Credit Suisse

Founded in 1856, Credit Suisse Group AG is a Swiss holding company. It is a global
financial services provider headquartered in Zurich, Switzerland.*® Credit Suisse Group AG

160 «Credit Suisse at a Glance,” Credit Suisse, https://www.credit-suisse.com/who_we_are/en/at_a_glance.jsp#.
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owns Credit Suisse AG, a Swiss bank that is its primary subsidiary and one of the largest banks
in the world. Both Credit Suisse Group AG and Credit Suisse AG are regulated by the Swiss
Financial Market Regulatory Authority (FINMA). Through its ownership of Credit Suisse AG,
Credit Suisse Group controls multiple global subsidiaries.

As of December 30, 2013, Credit Suisse held over 1.25 trillion Swiss francs (CHF) in
assets under management (AuM) around the world,*** with approximately 25.28 billion CHF in
revenues for the year.*® On the New York Stock Exchange (NYSE), Credit Suisse is listed
under the ticker symbol “CS.”**® In Switzerland, Credit Suisse is listed as “CSGN.”*®* Credit
Suisse employs over 46,300 people in 530 offices and 22 booking centers across more than 50
countries.*®

Credit Suisse has two global business divisions: (1) Private Banking and Wealth
Management, and (2) Investment Banking. The Private Banking and Wealth Management
division offers a wide array of financial advice, products, and services to individuals, institutions
and corporations. The Investment Banking Division specializes in investment advice, products,
and services, including prime brokerage services, securities sales, trading, and capital formation.
The global operations structure of Credit Suisse is organized into four geographic regions called
“business areas”: Switzerland; the Americas; Europe, Middle East and Africa (EMEA); and Asia
Pacific (APAC). The two business divisions are subdivided along those four global business
areas.

Credit Suisse Group and Credit Suisse AG share the same Board of Directors. The
Chairman of the Board of Directors is Urs Rohner. The CEO is Brady Dougan. Mr. Dougan
became CEO in 2007, succeeding Oswald Gruebel when he became Chairman of the Board.
Credit Suisse Group and Credit Suisse AG also share the same Executive Board which is
responsible for the daily operation and management of both the Group and the bank. The
Executive Board develops and implements strategic business plans for Credit Suisse, subject to
the approval of the Board of Directors. Senior officials of Credit Suisse Group, including the
CEO, the General Counsel, the Chief Financial Officer, the Chief Risk Officer, as well as the
chief executives of the bank’s two business divisions and four business areas, are members of the
Executive Board. These officials hold the same positions in the bank.*®” Most of the senior
officials and Members of the Board are located in Switzerland.

Credit Suisse maintains its headquarters and large operations in Switzerland, but it has
also maintained a business presence in the United States for over 140 years. Credit Suisse first
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Id.
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established a presence in the U.S. market in 1870, through a foreign representative office in New
York City.*®® In 1964, Credit Suisse became a full-service bank, allowing it to provide deposit
services to clients in the United States.*® Beginning what became a decade-long acquisition,
Credit Suisse bought shares of the First National Bank of Boston in 1978.*"° In 1988, Credit
Suisse Holdings acquired a 44.5 percent stake in First Boston, Inc.,*”* and the company became
known as CS First Boston.”> By 1990, Credit Suisse maintained a majority holding in CS First
Boston.*” In 2005, Credit Suisse merged the legal entities holding its private bank operations in
Switzerland and its investment bank in the United States, and named the merged corporation
Credit Suisse First Boston.'™ Credit Suisse First Boston was later renamed Credit Suisse
Securities (USA) LLC.

Today, Credit Suisse continues to exercise control over several financial enterprises in
the United States. While it no longer maintains a retail banking business in the United States,
Credit Suisse AG currently operates a New York State-licensed branch in New York City, the
“Credit Suisse AG, New York Branch.”*"® According to Credit Suisse, the New York branch
office “is not a separate legal entity, rather it is a U.S. branch of the Swiss legal entity Credit
Suisse,” established in 2009.® Its primary regulator is the New York State Department of
Financial Services, although the primary regulator for all of Credit Suisse’s U.S. operations is the
Federal Reserve Bank of New York. The branch does not accept retail deposits, but offers time
deposits, including certificates of deposit, to private banking clients.'”” Those deposits are not
insured by the Federal Deposit Insurance Corporation.*” Its other primary activities involve
intercompany funding and treasury activities, debt issuance, lending, derivatives, and deposit
sweep offerings.*” Credit Suisse AG also owns a subsidiary U.S. holding company called
Credit Suisse Holdings (USA), Inc.,*® through which it controls Credit Suisse Securities (USA)

168 «“Milestones in the Company’s History,” Credit Suisse, at 2 (“The first Credit Suisse foreign representative office
is established in New York”), https://www.credit-suisse.com/sites/multimedia/en/about-us/who-we-
are/milestones.html. In 1939, SKA, the predecessor to Credit Suisse, created Swiss American Corporation in New
York City to focus on underwriting and investment consulting. Id. at 9 (*1939- Swissam”). The following year,
SKA opened up the New York Agency. Id. at 10 (“1940- New York”).
1991d. at 12 (“1964-Full-Service Bank”).
0 \Wright, Tom. “Credit Suisse drops a name: First Boston,” New York Times, (6/30/2005),
http://www.nytimes.com/2005/06/29/business/worldbusiness/29iht-suisse.html?_r=0.
1 «“Milestones in the Company’s History,” Credit Suisse, at 16 (“1988- Stake acquired in CSFBI”),
https://www.credit-suisse.com/sites/multimedia/en/about-us/who-we-are/milestones.html.
iz Id. at 16 (“1988- Stake acquired in CSFBI”).

Id.
7% 1d. at 26 (“2005- One Bank™).
1:2 2/19/2014 letter from Credit Suisse legal counsel to the Subcommittee, at 6.
177 :g
178 1d.; see also 9/2013 “Credit Suisse Global Recovery and Resolution Plan,” at 10,
http://www.federalreserve.gov/bankinforeg/resolution-plans/credit-suisse-1g-20131001.pdf.
179°2/19/2014 letter from Credit Suisse legal counsel to the Subcommittee, at 6.
180.7/3/2013 “Credit Suisse Group AG — Principal Legal Entities Overview,” Credit Suisse, https://www.credit-
suisse.com/investors/doc/simplified_legal_entity overview.pdf.
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LLC, an SEC-registered broker-dealer and investment advisor.™®! Its U.S. presence includes 27
offices across the United States.*®

(1) Credit Suisse Private Banking

In November 2012, Credit Suisse merged its Private Bank and Asset Management
divisions into a single division called Private Banking and Wealth Management. The new
division consists of three business lines: Wealth Management Clients; Corporate and
Institutional Clients; and Asset Management. The Corporate and Institutional Clients business
supplies financial products and services to corporations and institutions, mainly in Switzerland.
The Asset Management business provides worldwide investment products and functions. The
Wealth Management Clients business is the location of Credit Suisse’s traditional Private Bank
for wealthy individuals. The Wealth Management Clients business has over 2 million clients,
over 3,900 relationship managers in 42 countries, and more than 332 offices and 22 booking
centers worldwide.

As of December 30, 2013, the Credit Suisse Private Banking and Wealth Management
division had 1.25 trillion CHF in assets under management and had generated approximately
13.5 billion CHF in revenues for the year, representing about half of all of the revenues
generated by Credit Suisse in that time period. *#3

The current co-heads of the Private Banking & Wealth Management division are Hans-
Ulrich Meister and Robert Shafir. Each also heads one of Credit Suisse’s four geographical
regions. Mr. Meister is the CEO of the Switzerland Region business area, while Mr. Shafir is
CEO of the Americas Region business area. In 2011, Mr. Meister had held the top position in
the Credit Suisse Private Banking Division prior to its merger into the larger division in
November 2012. Previously, from 2008 to 2012, he was CEO of the Swiss Region, where he
estimated he spent 80 percent of his time on Private Bank issues.®

Mr. Shafir was formerly head of the Credit Suisse Asset Management division, and
became co-head of the Private Banking and Wealth Management Division with Mr. Meister after
the November 2012 merger.

The current head of the Private Bank Americas business area, under Mr. Shafir’s purview
in the Americas Region, is Philip Vasan. He assumed that role in March 2013, succeeding
Anthony DeChellis, who had been head of that business since 2006. Mr. Vasan had held several
management positions in other areas at Credit Suisse since joining the company in 1992.'%°

181 1d. See also “About Us: Important Disclosures,” Credit Suisse, https://www.credit-

suisse.com/legal/en/pb/pb_usa.jsp.

182 «Global Presence: 362 locations in over 50 countries worldwide,” Credit Suisse, https://www.credit-
suisse.com/us/en/.

183 Credit Suisse, “Financial Report 4Q13,” at 2, https://www.credit-suisse.com/investors/
doc/csg_financialreport_4qg13.pdf.

184 Subcommittee interview of Hans-Ulrich Meister, Credit Suisse (9/24/2013).

185 «phj| VVasan, Head of Private Banking Americas, Credit Suisse,” Credit Suisse, https://www.credit-
suisse.com/sites/conferences/megatrends/en/megatrends/meta/popup/philip-vasan.html.
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(2) Clariden Leu

In addition to its own private banking operations, Credit Suisse also operated an
independent private banking subsidiary — called Clariden Leu -- in Zurich for most of the last
seven years. In 2007, Credit Suisse merged five smaller independent Swiss financial institutions,
Clariden Bank, Bank Leu, Bank Hofmann, Banca di Gestione Patrimoniale, and Credit Suisse
Fides, into a new subsidiary named Clariden Leu.'® The next year, Clariden Leu serviced nearly
2,000 Swiss accounts for U.S. clients.**” According to Credit Suisse, its operation of Clariden
Leu was part of a common corporate “two brand” strategy.*®® While Credit Suisse was a big
institution, Clariden Leu maintained the image of a small, independent Swiss brand, and Credit
Suisse structured Clariden Leu so both its customers and its employees perceived it in that
way.*® For example, while Credit Suisse placed several of its executives on Clariden Leu’s
Board of Directors, Credit Suisse did not put any of its own executives in Clariden Leu’s
management. This decision allowed Clariden Leu to retain its senior management and control of
its day-to-day functions.

Altogether, the Clariden Leu board had seven directors, three who were Credit Suisse
executives and four who were independent, external directors.™® Some of the Credit Suisse
executives that served on the Clariden Leu board were Hans-Ulrich Meister, co-head of the
Private Banking and Wealth Management Division, who became Chairman of the Clariden Leu
Board in 2011,"** and Romeo Cerutti, Credit Suisse General Counsel who also participated on
the Clariden Leu audit committee.'%?

In 2012, Credit Suisse ended its operation of Clariden Leu as an independent subsidiary,
and integrated its employees, systems, operations, and clients into the Credit Suisse bank.!** As
a result, in 2012, a number of former Clariden Leu clients left, taking approximately 7.5 billion
CHF in assets with them,** a level that Hans-Ulrich Meister characterized as normal in such
circumstances.'*® Prior to the integration, Clariden Leu had approximately 100 billion CHF in

186 Subcommittee interview of Romeo Cerutti, Credit Suisse (1/14/2014); see also 9/14/2007 CSG Internal Audit,
Clariden Leu Data Migration, CS-SEN-00417211 (“The CSG board of directors decided in spring 2006 to merge its
independent private banks Bank Leu, Bank Hofmann, Banca di Gestione Patrimoniale (BGP), Clariden Bank and
Credit Suisse Fides into Clariden Leu.”).

187 See Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.

i:g Subcommittee interview of Romeo Cerutti, Credit Suisse (1/14/2014).

o

191 11/15/2011 email from Brady Dougan to Hans Vetsch and others, “Credit Suisse to Integrate Clariden Leu,” CS-
SEN-00402176.

192 subcommittee interview of Hans-Ulrich Meister, Credit Suisse (9/24/2013).

193 Credit Suisse, Integration of Clariden Leu, https://www.credit-
suisse.com/lu/asset_management/en/clariden_leu.jsp.

194 3/22/2013 Credit Suisse Fourth Quarter and Full-Year 2012 Results, Presentation to Investors and Media, at 15
(showing 7.5 billion CHF in Clariden Leu outflows of Net New Assets in 2012).

1% Subcommittee interview of Hans-Ulrich Meister, Credit Suisse (9/24/2013).
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assets under management,**® which was about one-third the size of the assets managed by Credit

Suisse’s Private Bank in Region Switzerland.**’

(3) Credit Suisse’s U.S. Cross Border Business

As previously noted, operationally, the Credit Suisse Private Banking and Wealth
Management division was subdivided along the four geographical business areas that made up
Credit Suisse’s global operations: Switzerland, the Americas, EMEA, and APAC. In
Switzerland, the Private Bank maintained a “Swiss Booking Center,” in which an account was
established, stored, and serviced on the Swiss IT platform. The Swiss Booking Center not only
housed accounts of the Swiss Private Bank for Swiss persons, but also serviced an extensive
cross border program that provided accounts and services to private banking clients with
citizenship or residency in countries other than Switzerland.

As early as 2002, Credit Suisse established a global policy that cross border accounts
should be grouped by the domicile of the client and held or “concentrated” at the same “desk,”
meaning an office that reported to the regional business area (region) that included the country in
which the clients were citizens. For example, under the policy, a German citizen who held an
account in the Swiss booking center would be assigned to the German desk, which is part of the
EMEA business area, which includes Germany. The Swiss Booking Center included multiple
such desks to service private banking clients with citizenship or residency outside Switzerland.

In Switzerland, the Swiss Booking Center included a desk that was designated the
“Center of Competence” for servicing U.S. private banking clients. That desk was referred to as
SALN.™® The SALN desk was part of the Private Bank Americas business and maintained
offices in both Zurich and Geneva. The line of reporting from the Zurich SALN desk, which
was headed by Susanne Ruegg Meier, and from the Geneva SALN desk, which was headed by
Marco Parenti Adami, went directly to Markus Walder, head of the North America Offshore
Private Banking division (SALN).™® Those SALN supervisors, Ms. Ruegg Meier, Mr. Parenti
Adami and Mr. Walder, were named in an indictment filed by the U.S. Department of Justice,
and are currently on paid administrative leave from the bank. On the organizational chart,
below, the individuals that have been indicted are in a darker color box.

19 Subcommittee interview of Hans-Ulrich Meister, Credit Suisse (9/24/2013).

197 See Credit Suisse website, www.creditsuisse.com (showing 301 billion CHF in AuM for the first quarter of 2012
for the Private Bank, Region Switzerland).

1% SALN is a code with each letter signifying a more narrow group. “S” stands for Private Bank, “A” stands for
Americas, “L” stands for Latin America, and “N” stands for North America.

199.9/24/2006 Credit Suisse, “Private Banking Americas Latin America, Bahamas and North America Offshore
Management Meeting — Day 1,” CS-SEN-00282872, at 920.
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Credit Suisse Organizational
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Source: Credit Suisse. Prepared by U.S. Senate Permanent Subcommittee on Investigations, February 2014.
Susanne Ruegg Meier, Marco Parenti Adami, and Markus Walder have been on paid administrative leave since
2011. Michele Bergantino and Roger Schaerer left the bank prior to 2011.
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The two Swiss SALN offices had roughly 15 relationship managers that served U.S.
clients directly, and about another eight administrative staff.?*® The SALN desk also had a New
York Representative Office, headed by Roger Schaerer, who also reported to Markus Walder.?*
Mr. Walder reported in turn to Christian Weisendanger, head of Private Banking Latin America.
Mr. Wiesendanger was based in Switzerland, left Credit Suisse in 2010, and was replaced by
another Swiss manager, Silvan Wyss. They, in turn, reported to Anthony DeChellis, who was
head of Private Banking Americas from 2006 until 2013. Mr. DeChellis was based in New York
City. Currently, Philip Vasan holds that role. He is also based in New York City.

During Mr. DeChellis’ time at Credit Suisse, he reported to Walter Berchtold, head of the
Private Bank. In 2011, Mr. Berchtold was replaced by Hans-Ulrich Meister. Today, Mr. Vasan
reports to Robert Shafir, co-head of the Private Banking and Wealth Management division. Mr.
Shafir is also head of the Americas business area, which includes the SALN desk in Switzerland.

Although the SALN office was the designated “Center of Competence” for servicing U.S.
private banking clients and U.S. client accounts were supposed to be concentrated there, in fact,
as explained below, most of the U.S.-linked accounts in Switzerland were not at SALN, but were
spread out among multiple Swiss offices. The Swiss bank office with the largest number of
accounts held by U.S. customers was located at the Zurich airport.

(4) Credit Suisse Internal Investigation

In February 2011, four Credit Suisse bankers were indicted by the U.S. Department of
Justice for aiding and abetting tax evasion by U.S. taxpayers. In response, Credit Suisse initiated
an internal investigation, named Project Valentina, for the Valentine’s Day on which it started,
February 14, 2011.%%* The bank retained both Swiss and U.S. external counsel to carry out the
investigation. The purpose of the internal investigation was to “examine the Private Bank’s U.S.
cross-border banking business ... the conduct of the business’ employees and to determine
whether any of the activities violated the bank’s internal policies or regulations governing the
business.”?%

Project Valentina focused on conduct related to accounts opened by SALN Swiss
bankers. The bank gave the Subcommittee different explanations for that focus. One reason
given by the bank was that U.S. resident accounts were concentrated in SALN.?** That
representation turned out to be false, however, as only a minority of U.S. accounts was located at
SALN during the period when Credit Suisse was actively soliciting and servicing its U.S. cross
border business. Another reason offered by the bank for focusing on SALN was that it was the

200 Id
201 Id

202 gybcommittee interview of Agnes Reicke, Credit Suisse (10/29/2013).

203 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-00000, at 004.

2% Credit Suisse letter from legal counsel to Subcommittee (8/13/2013), PSI-CreditSuisse-37-000001, at 004.
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“most likely place to be a problem.”?*> The fact that the U.S. indictment named several SALN
bankers may be the basis for that explanation.

The bank’s internal investigation reviewed information going back to 2000, included
documents for a subset of “hundreds” of U.S. customers, as well as account statements and email
correspondence.?®® The investigative team conducted interviews with some relationship
managers and supervisors, and in rare instances, former employees.?”” Altogether, the team
interviewed about 20 employees in the United States and 98 employees in Switzerland.?*®

The investigation was expanded at some point to include the Zurich airport office, as well
as some information from other Swiss private banking offices. The investigative team provided
at least weekly briefings to Project VValentina managers, and “any issues identified by the
external investigators were reported to the General Counsel [Romeo Cerultti] of the Bank and
several of his direct reports.”*®

On July 21, 2011, three additional Credit Suisse bankers were named in a superseding
indictment filed by the U.S. Department of Justice, increasing the total number of indicted Credit
Suisse bankers to seven.?° Additionally in July 2011, Credit Suisse received a target letter from
the Department of Justice, indicating that the bank itself was a target of a criminal
investigation.?**

Starting roughly after the 2011 indictments, the largely-Swiss based executives of Credit
Suisse all but ceased travel to the United States. In 2013, Brady Dougan told the Subcommittee
that it had “been a couple years” since the bank’s Executive Board held any meeting in the
United States, and conceded that there has been a “reluctance” by Credit Suisse Swiss executives
to travel to the United States.”** He acknowledged that Credit Suisse has accommodated “people
with concerns” by scheduling Executive Board and other high level meetings in locations other
than the United States.”*® As the Co-Head of the Private Bank Robert Shafir, who is based in
New York, stated, Swiss executives were “not comfortable” traveling to the United States for
past few years.”** In one document, a performance appraisal indicated that it had been “tough
for HUM [Hans Ulrich Meister] to assess [the employee] as he has not been able to travel to the

205 sybcommittee briefing by Credit Suisse (1/16/2014) (Andrew Hruska).
206
Id.

207 Id

208 11/1/2013 Letter to Subcommittee, PSI-CreditSuisse-46-000068-071.
209 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000001, at 004.
219 Ynited States v. Markus Walder et al., Case No. 1:11-Cr-95 (E.D. VA), Superseding Indictment (7/21/2011).
211 7/15/2011 “Update on US Department of Justice Investigation,” Credit Suisse Press Release, https://www.credit-
suisse.com/news/en/media_release.jsp?ns=41815 (“Credit Suisse has been responding to requests for information,
including subpoenas, in an investigation by the US Department of Justice (DoJ) and other US authorities. The
investigation concerns historical Private Banking services provided on a cross-border basis to US persons. As part of
this process, on July 14, 2011, Credit Suisse received a letter notifying it that it is a target of the DoJ
investigation.”).
iiz Subcommittee interview of Brady Dougan, Credit Suisse (12/20/2013).

Id.
214 subcommittee interview of Robert Shafir, Credit Suisse (9/11/2013).
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US.”?¥® |n 2014, when Romeo Cerutti, the bank’s General Counsel, travelled to Washington,
DC to speak with the Subcommittee, he acknowledged that it had been a few years since he had
travelled to the United States because of the “U.S. tax matter.”'°

Despite the passage of three years since the 2011 indictments, none of the indicted Credit
Suisse bankers has stood trial. All have remained outside of the United States, and none has
been extradited to the United States to face charges. In addition, no formal legal action has been
taken by the Justice Department against the bank.

In the meantime, Credit Suisse has invoked Swiss banking secrecy and data privacy laws
as the reason for the bank’s retaining key information within Swiss borders, even though the
Swiss bank has been transacting business on U.S. soil for years. Credit Suisse engaged in an
extensive cross-border business with U.S. customers worth billions of dollars; sent its Swiss
bankers to travel across the United States to recruit and service accounts, solicit U.S. securities
transactions, and give investment advice that they weren’t licensed to provide in the United
States; and even set up a Swiss office in New York. Now that the bank has been asked to
produce documents and information in connection with that conduct, it has claimed to be unable
to provide much of the requested information under the shield of Swiss law.

The bank’s internal investigation has largely completed its work although significant
questions remain unanswered. For example, the bank still has not determined or estimated how
many of the Swiss accounts opened for U.S. customers were undeclared.?*” The bank also told
the Subcommittee that the investigation concluded without producing a detailed report about its
findings.?*® In 2012, the bank established an internal task force and review panel “to determine
the need to impose disciplinary action against employees still with the Bank.”?'° To date, of the
1,800 private bankers that serviced U.S.-linked accounts,?”® 10 employees have been disciplined,
and none terminated.?** The disciplined employees received “formal warnings that go in the HR
[Human Resources] file of the employee concerned for a retention period of between 1 and 6
years, plus substantial bonus cuts.”??* To date, no bank executive or senior official at Credit
Suisse has been identified as responsible for any of the misconduct in Credit Suisse’s cross
border activity, even though that activity went on for decades, involved tens of thousands of U.S.
clients and billions of dollars, and has resulted in indictments of seven bankers and a criminal
investigation of the bank itself.

21%12/20/2012 email from Cary Friedman to Jennifer Frost, “STR Dec 12 Notes for Jen Frost,” CS-SEN-00421462,

at 464.

218 subcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014).

2T An “undeclared” account is “a financial account owned by an individual subject to U.S. tax and maintained in a

foreign country that had not been reported to the U.S. government on an income tax return and an FBAR.” United

States v. Markus Walder, et al., Case No. 1:11-CR-95 (E.D. VA), Superseding Indictment (7/21/2011), at 118.

218 2/19/2014 letter from Credit Suisse legal counsel to the Subcommittee, at 6.

22 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-54-000001, at 035.
Id.

220 |d. at 034

?2L1d. at 035.
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A few days prior to the release of this Report, the U.S. Securities and Exchange
Commission instituted a cease-and-desist order and reached a settlement with Credit Suisse, for
violating U.S. securities laws in its cross-border business involving Swiss accounts held by U.S.
customers. Credit Suisse admitted wrongdoing and agreed to pay $196 million in disgorgement,
interest and penalties.??

B. U.S.-Linked Accounts in Switzerland

Credit Suisse had an extensive cross-border program for U.S. clients. For many years,
Credit Suisse serviced tens of thousands of accounts owned or controlled by U.S. taxpayers,
referred to here as U.S.-linked accounts.

In order to determine the number of U.S.-linked accounts and their corresponding assets
held in Switzerland over time, the bank undertook an internal analysis with the help of outside
attorneys and consultants. Credit Suisse decided that, rather than report the number of accounts,
it would instead track the number of U.S.-linked Client Information Files (CIFs) it maintained.
According to Credit Suisse, a CIF is “a master client relationship which may -- depending on the
client's needs -- contain several accounts holding different products or in different currencies.”**
A single CIF might include, for example, multiple Swiss accounts such as a banking account, a
securities account, and a safe deposit box; it might also include Swiss accounts opened in the
name of an offshore corporation or trust. By providing CIF or customer file numbers rather than
adding up the number of clients involved or the number of accounts opened for each “Client
Information File,” Credit Suisse minimized the total number of U.S.-linked accounts that were
booked in Switzerland.

According to the data provided by the bank for the years 2005 to 2011, the number of
Credit Suisse U.S.-linked customer files booked and serviced in Switzerland reached a 2005
peak of about 23,000 customer files, with assets totaling 10.5 billion CHF. In 2006, the number
of customer files declined to over 22,000, but the total assets held by those customer files
increased to 12.4 billion CHF.

223 In re Credit Suisse Group AG, SEC File No. 3-15763, Order Instituting Administrative and Cease-and-Desist
Proceedings (2/21/2014).
224 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001, at 008.
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Table 1.
Total Swiss-booked U.S. CIFs??®
Credit Suisse (CS) and Clariden Leu (CL)
2005| 2006] 2007] 2008| 2009] 2010 2011 2012
AUM

€S Au 105 | 124 | 123 78 4.2 3 28
(Billions of CHF) N/A
CS CIFs 22,080 | 22283 | 21450 | 20.652| 11.918| 9749| 7.135
CL AuM
(Billions of USD)

NA | A | NA 3.3 1.9 1.2 09 | 03
CL CIFs nA | NnAa | NA 2340 | 2149| 1474| o49| 434
TOTAL CIFs | 55930 | 22283 | 21450 | 22992 | 14067 | 11.223| 8084| 434

Source: Credit Suisse and Clariden Leu data
Prepared by U.S. Senate Permanent Subcommittee on Investigations, February 2014

To get a more detailed view of the U.S.-linked accounts, it is possible to break down the
annual account totals into three subcategories of accountholders: U.S. residents; U.S. nationals;
and non-U.S. legal entities with a U.S. beneficial owner. A U.S. resident, also referred to as a
U.S.-domiciled natural person, is an individual person residing in the United States, who may or
may not be a U.S. citizen, but, under U.S. tax law, has an obligation to pay U.S. taxes. A U.S.
national (also sometimes referred to as a U.S. citizen residing outside the United States), is a
U.S. citizen or U.S. greencard holder who is not living with U.S. borders but, under U.S. tax law,
has an obligation to pay U.S. taxes. Finally, non-U.S. legal entities with a U.S. beneficial owner
are legally-created entities, such as a corporation or trust, that are formed in another country, and
that have a U.S. person as the beneficial owner of the income from that entity. Swiss banks
sometimes refer to those entities as “domiciliary entities,” because they do not engage in any
commercial or manufacturing business or any other form of commercial operation.?*® However,

225 Credit Suisse data compiled from Credit Suisse presentation, Credit Suisse Update on Development of AuM and
Accounts of U.S. Clients to the Senate Permanent Subcommittee on Investigations (4/20/2012) CS-SEN-00189151,
153-154; Clariden Leu statistics from Credit Suisse presentation, “Credit Suisse Report to the Permanent
Subcommittee on Investigations,” (7/31/2013), PSI-CreditSuisse-33-000001, at 029-031. “CIF” stands for Client
Information File. “AuM” means assets under management. During the period 2004 to the 2007, one U.S. dollar
was roughly equivalent to 1.25 Swiss francs, and from 2008 — 2012, one U.S. dollar was roughly equivalent to one
Swiss franc.

226 Article 4 of the Swiss banks’ code of conduct defines “domiciliary company” as “all legal entities, companies,
establishments, foundations, trusts/fiduciary companies or similar associations, either Swiss or foreign, that do not
engage in any commercial or manufacturing business or any other form of commercial operation.” 7/12/2013 letter
from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001, at 007; see also 1/2009 Credit
Suisse presentation to Subcommittee, at CS-SEN-0017.
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they are generally structured in a way that can hide the identity of the true owners of the entities’
assets.

Categories of U.S.-Linked Accounts in Switzerland -- 2007

16
14 -
12 -
m Customer
Information
10 - Files (in
thousands)
8 .
Assets Under
6 - Management
(in billions CHF)
4 - I
2 - I
U.S. Residents U.S. Nationals Living Non-U.S. Legal Entities
Outside U.S. with U.S. B.O.

Source: Credit Suisse presentation, Update on Development of AuM and Accounts of U.S. Clients to the Senate
Permanent Subcommittee on Investigations (4/20/2012) (providing asset data in Swiss francs), CS-SEN-00189151.
Prepared by U.S. Senate Permanent Subcommittee on Investigations, February 2014

(1) Over 1,800 Swiss Bankers Serviced Accounts for U.S. Clients

Despite a policy that called for U.S.-linked accounts to be opened by a single Swiss
office with special training in U.S. regulatory and tax requirements, in 2008, over 1,800 Credit
Suisse bankers in eight different areas of the bank opened and serviced Swiss accounts for U.S.
clients.??” That breakdown in bank policy was fueled by Swiss secrecy laws, inadequate
oversight of Swiss accounts, and multiple exceptions that undermined the bank’s concentration

policy.

Credit Suisse’s policy, as previously explained, aimed at grouping cross border clients of
the same nationality at the same desk, called the “Center of Competence,” in the business area
(region) that included the country in which the clients were citizens. In the Swiss Booking

Center, the SALN desk was designated as the Center of Competence for U.S.-linked accounts.??®

227 Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.
228 9/2008 Legal & Compliance Alert LC-00014, CS-PSI-0037.
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According to Credit Suisse, there were both efficiency and compliance reasons for operating a
centralized desk for U.S. clients, including ensuring that Credit Suisse had a designated cadre of
relationship managers who were knowledgeable and well-trained in U.S. regulatory requirements
to handle U.S. clients in accordance with U.S. law.?*

But that is not what actually happened. At least three factors impaired the effectiveness
of the concentration policy with respect to U.S.-linked accounts in Switzerland. They included:
(a) Swiss bank secrecy laws which impeded the flow of information between the Swiss and
Americas business areas; (b) Credit Suisse’s organizational structure which made Swiss-based
personnel responsible for the SALN desk in Switzerland, and (c) the limited role of U.S.-based
personnel; and the fact that many U.S.-linked accounts were opened by Swiss offices other than
the SALN desk.

(@) Swiss Bank Secrecy

Under Credit Suisse policy, the U.S.-linked accounts at the SALN desk in Switzerland
were part of the Americas business area, and were supposed to be managed and overseen by
Credit Suisse Americas personnel. But because Swiss bank secrecy laws forbid the
communication of client-specific bank information outside of the country, little information
about the accounts or client activity involving the SALN desk were communicated to Credit
Suisse managers in the United States. SALN private bankers instead reported to Markus Walder,
who was in Switzerland; he reported to Mr. Wiesendanger, who was also in Switzerland; he
reported in turn to Mr. DeChellis, who was in New York, who reported to Mr. Berchtold (later,
Mr. Meister), again in Switzerland.

Mr. DeChellis was the head of Credit Suisse private banking offices spread throughout
North and South America, and he was hired to build the private banking business in the
Americas region.”®® Mr. DeChellis periodically travelled to Zurich, where he interacted with
other Private Bank executives and other departments, such as Business Risk and Legal.***
However, due to Swiss banking secrecy laws, only limited information from the SALN desk was
allowed to be transmitted to him or other management in the United States. According to Credit
Suisse, its Swiss personnel were restricted to discussing with U.S. managers only U.S. cross-
border policy with U.S. managers and macro-level data about the Swiss accounts.”? Bank
information related to the U.S. customers in Switzerland was kept out of the United States, where
it could be reviewed by U.S. regulators and readily accessible to U.S. legal process.

In the U.S.-based files that Credit Suisse provided to the Subcommittee for review,
information about the SALN accounts and client activities is rare. Information about U.S.-linked
accounts opened in Switzerland by desks other than SALN is almost non-existent, even though
many such Swiss accounts were opened as explained below. Credit Suisse’s sensitivity to Swiss
banking secrecy also led it to restrict information provided to Mr. DeChellis and other U.S.
personnel even during their visits to Switzerland. Mr. DeChellis told the Subcommittee, for

229 sybcommittee briefing by Credit Suisse (10/29/2013) (Agnes Reicke).
%0 sybcommittee briefing by Credit Suisse (1/15/2009).

281 Subcommittee interview of Anthony DeChellis, Credit Suisse (8/9/2013).
82 subcommittee briefing by Credit Suisse (1/15/2009).
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example, that when he attended certain meetings in Switzerland, any accompanying
documentation, such as a presentation, was passed out in person and then collected again at the
end of the meeting.**

In fact, if the bank had organized SALN to be part of its legal entity in the United States,
it would have had to operate differently at the time, and ultimately, would have been allowed to
provide account information from U.S-linked CIFs to the U.S. government.?* But that was not
how the bank set up the SALN desk, which was organizationally part of Credit Suisse’s
operations in Switzerland.

(b) Credit Suisse Organizational Barriers

Credit Suisse organizational structures, combined with Swiss bank secrecy laws, further
impeded the flow of key information as well as management oversight of the U.S.-linked
accounts in Switzerland. Credit Suisse decided to locate all compliance and legal responsibility
for those accounts in Switzerland.?®> When asked who handled compliance and legal issues for
the Swiss accounts opened for U.S. clients, one Credit Suisse lawyer explained: “All roads led to
the General Counsel in Switzerland,” Romeo Cerutti.?*® Mr. Cerutti explained that the nature of
Swiss law, with its strict secrecy requirements, drove the bank’s compliance structure.*” He
also explained that the Swiss legal division issued the bank’s policies on U.S.-linked accounts,
which then also applied to accounts in the Americas region.*®

238

Credit Suisse told the Subcommittee that the head of Private Bank Compliance, Ursula
Lang, who was based in Switzerland, was responsible for compliance issues involving all
accounts in Switzerland, including those opened for U.S. clients by SALN.?*° Credit Suisse also
explained that, while SALN audit reports were sent to Compliance staff in both Switzerland and
the Americas, it was the Swiss Compliance staff, headed by Martin Eichmann in 2006, and

2% Subcommittee interview of Anthony DeChellis, Credit Suisse (8/9/2013).

24 Subcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014).

%5 See Subcommittee interview of Colleen Graham, Credit Suisse (12/5/2013) (explaining that cross border issues
regarding U.S. clients with Swiss accounts were handled by the Swiss legal division); Subcommittee interview of
Hans-Ulrich Meister, Credit Suisse (1/31/2014) (explaining that the role of Credit Suisse’s legal division in
Switzerland is to identify areas where work is required, develop and issue policies, and guide efforts such as Exit
Projects, while the business line acts as a “partner” to ensure appropriate resources and communication are carried
out among bank staff).

2% See Subcommittee interview of Colleen Graham, Credit Suisse (12/5/2013).

27 Subcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014).

%8 See, e.g., 11/26/2002 Credit Suisse Financial Services Directive, “Bank relationships with US Persons, US
Taxpayers and EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US
Person Directive”), CS-SEN-00465963; 1/1/2007 Credit Suisse Policy, “Bank relationships with US Persons, US
Taxpayers and EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US
Person Directive”), CS-SEN-00081934 (Version 1.0, replaces D-0025 Version 1.0 of 11/26/2002); 5/19/2008 Credit
Suisse Policy, “Bank relationships with US Persons, US Taxpayers US EAMs, and non-EAMs with US persons
and/or US Taxpayers clients (“US Person Policy”),” (Version 2.1, replaces P-00025 Version 1.1 1/1/2007);
4/17/2012 Credit Suisse Policy, “Relationships involving US Persons and US Taxpayers,” CS-SEN-00432317
(Version 3.0, replaces P-00025 version 2.0 of 5/19/2008; and replaces LC-00014 version 2.0, dated 4/23/2009).

2% See Subcommittee interview of Colleen Graham, Credit Suisse (12/5/2013).
240
Id.
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Ursula Lang beginning in 2009, that was responsible for resolving any audit issues.?** Romeo
Cerutti, the bank’s General Counsel, also told the Subcommittee that he, too, viewed Swiss
accounts as the responsibility of Swiss compliance officials. He stated that the Swiss compliance
staff was responsible for implementing any adjustments as a result of SALN audits.?*?

On the U.S. side, Colleen Graham, the Credit Suisse lawyer who served as Regional
Head of Compliance for the Americas from 2006 — 2010, and then became the Chief of Staff to
the Private Bank Americas CEO from 2010 — 2012, defined her job as “having a first class
control environment in Private Bank USA,”%* but not for U.S.-linked accounts in Switzerland.
She also explained that when the bank began to identify groups of U.S.-linked accounts in
Switzerland to determine whether they were tax compliant, she was not given a role in that
process, and was only vaguely aware of that activity from what she heard at General Counsel
meetings. She said she had no responsibility regarding the SALN conduct that eventually led to
the 2011 indictment of seven Credit Suisse Swiss bankers by the Department of Justice for
facilitating U.S. tax evasion.?*

Business Risk Management was handled the same way, with responsibility for risk
issues affecting Swiss accounts assigned solely to Swiss risk managers. For example, documents
tracking the monitoring of U.S.-linked accounts in Switzerland, including statistics on account
approvals at booking locations within Switzerland, show that the risk reports were carried out
solely by the Swiss Business Risk Management group.?* The bank identified only one instance
in which the risk reports were shared with an American-based manager.**°

Credit Suisse’s Internal Audit division maintained offices in both Switzerland and New
York, but Credit Suisse indicated that the U.S.-linked accounts in Switzerland were solely under
the purview of the Swiss office. The SALN desk was subjected to internal audits in 2006 and
2009; both audit reports show the audits were conducted by the Swiss audit team.?*” While the
SALN audits were sent to Compliance staff from the Americas region, that staff told the
Subcommittee that the Swiss Compliance staff was solely responsible for any issues in the audit,
so the U.S. personnel did not exercise any oversight.?*

241 Id

2 sybcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014) (stating that Martin Eichman, head of
Compliance at the time of the 2006 SALN audit, was responsible for implementation because he was in
Switzerland.).
Z‘j See Subcommittee interview of Colleen Graham, Credit Suisse (12/5/2013).

Id.
% See 3/30/2007 email from Peter Oberhansli to Anthony DeChellis, and others, “Risk Country: Yearly Review
2006,” CS-SEN-00409535, attaching 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006.
248 1d.; Subcommittee interview of Agnes Reicke, Credit Suisse (11/07/2013); see also Subcommittee interview of
Colleen Graham, Credit Suisse (12/5/2013) (stating that she never saw any Market Management materials that
reported the booking location of U.S. accounts, other than where the booking location was in the United States).
247 8/31/2006 “CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and
Bahamas,” Credit Suisse Internal Audit, CS-SEN-00418830; 12/9/2009 “CSG Internal Audit Private Banking
Americas, North America International,” CSG Internal Audit, CS-SEN-00417862.
8 See Subcommittee interviews of Romeo Cerutti, Credit Suisse (1/15/2014) and Colleen Graham, Credit Suisse
(12/4/2013).
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Even Credit Suisse’s New York Representative Office, which was organized under the
SALN desk, was physically located in the United States, and dealt primarily with U.S. clients,
was placed under the purview of the Swiss legal division,** the Swiss Internal Audit division,?°
and Swiss Compliance. Credit Suisse’s U.S. legal and audit personnel were given no oversight
responsibility for that New York office.

One result of the decision to restrict oversight of U.S.-linked accounts in Switzerland to
Swiss legal, compliance, and audit personnel, is that even senior Credit Suisse personnel
responsible for the Americas business knew little about the accounts. A startling admission was
made by Robert Shafir, who as current co-head of the Credit Suisse Private Banking and Wealth
Management division and CEO of the Americas business area oversees private banking
operations in the United States. Mr. Shafir told the Subcommittee that, despite his position and
duties, he had not heard of the SALN desk until the Subcommittee made him aware of it in an
interview.?*! He told the Subcommittee he had not heard of SALN even though that desk was
the designated Center of Competence for opening U.S.-linked accounts in Switzerland, had been
opening U.S.-linked accounts for years, and its work was ultimately within his sphere of
responsibility for the Americas. Mr. Shafir told the Subcommittee he was also unaware of the
extent of U.S.-linked accounts being opened in Switzerland by desks other than SALN.

Swiss secrecy laws made it possible for Credit Suisse to tell its U.S. customers that their
Swiss accounts were subject solely to Swiss oversight. Swiss personnel attuned to Swiss
banking secrecy, and Swiss laws which still do not categorize tax evasion as a crime, controlled
the oversight and decision-making for tens of thousands of Swiss accounts opened for U.S.
clients with billions of dollars in assets and enable U.S. taxable income to not be reported to U.S.
tax authorities.

(c) U.S.-Linked Swiss Accounts Outside of SALN

Credit Suisse told the Subcommittee that its policy was to concentrate U.S.-linked
accounts opened in Switzerland at the SALN desk whose staff was trained in U.S. regulatory
requirements. But a third factor was the bank’s decision to allow numerous exceptions to its
concentration policy leading to thousands of U.S.-linked Swiss accounts being opened by desks
other than SALN.%*? In fact, Credit Suisse data indicates that SALN held less than a tenth of all
the Swiss accounts opened for U.S. clients in 2008, as the below table indicates.?*®

Although the SALN desk was supposed to open all U.S.-linked accounts in Switzerland,
the bank’s policy explicitly permitted numerous exceptions. One exception allowed accounts
that had been opened before the bank’s concentration policy was created to stay at the desks that
opened them. Another exception was made for “special desks,” such as a desk known by the

9 See, e.g., 1/2008 Compliance Training Rep. Office New York, CS-SEN-00081458, at 491 (“New York
Representative Office Supervisory Team,” includes a redacted name “from U.S. Legal Matters in Zurich”).

50 2/7/2008 “CSG Internal Audit: PB Americas Representative Office New York, CSG Internal Audit, CS-SEN-
00226719.

! sybcommittee interview of Robert Shafir, Credit Suisse (9/11/2013).

2 3/31/2010 Credit Suisse, “Coverage Rules for Swiss Banking Platform,” CS-SEN-00419952,

3 Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.
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cryptic code, “SIOAS,” ?** which was located at the bank’s branch at the Zurich airport.®® That
desk was created in order to make it convenient for U.S. clients who wanted to fly into the
country, do their banking at the airport, and leave, so none of the SIOA5 accounts had to go
through the SALN desk. Additionally, relationship managers working at desks outside SALN
and even outside of the Americas region were allowed to maintain “side business” accounts for
“Ultra High Net Worth Individual” clients,?*® family members of clients, and where they had a
“business case” for an exception.’ As a result, U.S.-linked cross border accounts were not
concentrated at a single desk, as portrayed in the written Credit Suisse policy.

A 2008 internal Credit Suisse presentation disclosed the real-world results of the many
exceptions to the concentration policy. A table prepared as part of the presentation showed that
Switzerland was by far the largest location for U.S.-linked offshore accounts, housing 90 percent
of the U.S.-linked CIFs and 80 percent of the assets under management in the U.S. cross-border
business.?*® It also showed that, contrary to Credit Suisse’s concentration policy, U.S.-linked
accounts had been opened by Swiss bankers working in all areas of the bank; as the title of the
table states: “US Int’l business activities spread-out across whole organization.”**®

That table, reprinted below, provides a breakdown of the U.S.-linked accounts in
Switzerland, including both individual person accounts and accounts opened in the name of legal
entities, that were being managed by various regional desks in Switzerland. The acronym at the
far left, SBIP, means that the accounts were booked on the Swiss Booking Platform, meaning
they were Swiss accounts.

2% \When the Subcommittee first asked Credit Suisse what SIOA and SIOAS5 stood for, and to explain the business it
conducted, the bank responded: “The SIOA business unit has been reorganized a number of times over the years and
has included different countries at different points in time. If there is a particular period of time that the
Subcommittee believes is relevant to this inquiry for the SIOA and SIOA 5 units, we can provide you with further
details and the composition of the countries covered at that time.” Letter from Credit Suisse legal counsel to
Subcommittee (7/12/2013), PSI-CreditSuisse-29-00001, at 11-12. When the Subcommittee again requested an
explanation, the bank wrote that SIOA was called “Market Area UK/International (from January 2006 until May
2009),” and SIOA 5 was “Department Mixed International (from January 2006 until May 2009).” The bank stated
that SIOA/SIOAS carried out business for “clients with generally less than CHF 250,000 in assets with the bank who
were non-Swiss international clients resident in the UK and other countries, including but not limited to the US,
were assigned to these RMs to receive private banking services in accordance with applicable policies.” See Credit
Suisse, “Request PSI: Explain the name of, and business conducted by, the SIOA and SIOAS5 units,” (9/24/2013)
CS-SEN-00426136-37. The bank did not disclose until later that SIOAS was located at the Zurich airport and
included a desk focused on U.S. clients.
255 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006, CS-SEN-00409537, at 546; Subcommittee
interview with Agnes Reicke (10/29/2013).
%6 Ultra High Net Worth Individuals were, at the time of this 2010 presentation, defined as clients worth more than
50 million CHF.
257'3/31/2010 Credit Suisse, “Coverage Rules for Swiss Banking Platform,” CS-SEN-00419952, at 954, 956.
z: Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.
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The table shows that, in 2008, in addition to the SALN desk, which is represented by the
first box in the chart labeled “PB Americas,” there were seven other business areas, including

Clariden Leu, that opened and serviced U.S. linked accounts. Together, those eight business
While most of the private

lines had 1,866 Swiss private bankers servicing U.S. clients.

260

%0 On the left, the rows represent different Credit Suisse business areas operating in Switzerland, including:

“PB Americas” which is the SALN desk;

“w/o CSPA” “where of” 367 CIFs, of the 2,551 CIFs that were in PB Americas, were booked by Credit Suisse
Private Advisors, a Zurich-based Credit Suisse subsidiary registered with the U.S. SEC;
“P&BB CH” which refers to Private Banking and Business Switzerland:;

“PB EMEA” which refers to Private Banking for Europe, Middle East, and Africa;

“W/o SIOA 5” “where of” 9,345 CIFs were in SIOA5, the Credit Suisse branch at the Zurich airport, of the 10,283

CIFS that were in PB EMEA,;

“PB Asia” which refers to Private Bank Asia offices located in Switzerland intended to serve Asian clients;
“PB IS&P” which refers to Private Bank External Asset Managers, that is, third parties that service U.S. CIFs with

assets in custody at Credit Suisse;

“Other BCs” which refers to other Booking Centers located outside of Switzerland and includes only U.S. resident

CIFs, not U.S. national CIFs or foreign entity CIFs with U.S. beneficial owners;
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bankers serviced only one U.S.-linked Swiss account, the table indicates that 101 bankers
serviced five or more U.S.-linked accounts.?*!

The table also shows that the vast majority of U.S.-linked accounts and assets were
handled by desks outside SALN and even outside the PB Americas business area, despite the
bank’s concentration policy. Two business areas — Private & Business Banking in Switzerland
(P&BB CH) and Private Banking in Europe, the Middle East, and Africa (PB EMEA) together
held over 17,000 U.S.-linked CIFs with 4 billion CHF in assets, compared to about 2,500 CIFs
and 2.1 billion CHF in assets in SALN. Clariden Leu alone, Credit Suisse’s subsidiary private
bank, reported 1,990 U.S. CIFs with assets of 1.8 billion CHF.

The desk with the most U.S.-linked accounts, SIOA5, was located in the Zurich Airport
branch, which was part of the PB EMEA business area, not the SALN (PB Americas) desk. The
airport branch had over 9,400 U.S.-linked CIFs, with assets of 1.1 billion CHF. That represented
almost quadruple the number of the 2,500 U.S.-linked CIFs in SALN. Credit Suisse indicated
that some of those airport branch accounts held less than $50,000, while others held more than
$1 million.?®* The U.S.-linked CIFs at the SIOA5 airport branch were part of Private Banking
EMEA, as the above chart shows, which organizationally reported into management responsible
for Europe, Middle East, and Africa. Neither that nor any of the other offices outside of the PB
Americas had any U.S. management in the chain to monitor their U.S.-linked accounts.

The bottom line is that, until 2009, despite a written policy calling for Swiss accounts
opened for U.S. clients to be controlled by a single specially trained office that knew U.S. tax
laws applicable to its customers, Credit Suisse allowed virtually any Swiss banker to open a
Swiss account for a U.S. person.

2. Most U.S. Account Assets Were Undisclosed

When asked how many of the U.S.-linked accounts opened in Switzerland were hidden
from the United States, Credit Suisse told the Subcommittee that it has been unable to determine
or estimate that number. When asked how much money was involved in the undisclosed Swiss
accounts, Credit Suisse was again unwilling to answer. But any one of three methods for
estimating the extent of the tax compliance problem at Credit Suisse shows that the vast majority
of the 22,000 Swiss accounts opened for U.S. customers -- between 85 and 95 percent — may
have been hidden from U.S. authorities. Those potentially undeclared Swiss accounts held an
estimated minimum of 5 billion CHF and perhaps as much as 12 billion CHF. Together those
estimates indicate that 20,000 U.S. accountholders with undeclared Swiss accounts at Credit
Suisse may still owe unpaid U.S. taxes on assets totaling billions of dollars.

“Other BCs” which refers to other banking centers in Switzerland servicing U.S. clients in 13 countries named in
footnote (7) of the chart; and
“Clariden Leu” which refers to CS’ private banking subsidiary located in Switzerland.
Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.
261
Id.
%2 subcommittee interview with Agnes Reicke, Credit Suisse (10/29/2013).
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Closed Accounts Method. Credit Suisse has used bank data to calculate the total
number of Swiss accounts it opened for U.S. clients, but has not taken the next step to calculate,
or even estimate, how many of those accounts and how much of their assets were likely hidden
from U.S. authorities.

Credit Suisse has determined that the total number of U.S.-linked accounts it opened in
Switzerland peaked in 2006 with over 22,000 U.S. CIFs with 12.4 billion CHF.?* Its records
also show a decline in that number over time, with the drop in the number of accounts
accelerating after the UBS scandal broke in 2008, and Credit Suisse initiated a series of “Exit
Projects,” described below, to close U.S.-linked accounts in Switzerland that had not been
disclosed to the United States. By 2011, the number of U.S. CIFs booked in Switzerland
dropped to about 7,000 U.S. CIFs with 2.8 billion CHF in assets.?** Credit Suisse told the
Subcommittee that, as of the end of the year 2013, only 3,500 U.S.-linked CIFs remained at the
bank, all of which had been reviewed, verified as tax compliant, and determined to be active,
with $2.6 billion in assets.?®®> Another 90 U.S. CIFs, with $70 million in assets, were in the
process of review by the bank.?®®

Altogether, over a seven-year period, Credit Suisse’s U.S-linked accounts in Switzerland
dropped from about 22,000 U.S. CIFs with a peak of 12.4 billion CHF in 2006, to 3,500 CIFs
and $2.6 billion in 2013. Those figures show that, by the time the bank’s Exit Projects
concluded, over 85 percent of the U.S.-linked CIFs had left the bank. Since the purpose of the
Exit Projects was to maintain accounts only if the U.S. accountholders could demonstrate U.S.
tax compliance, meaning they were disclosed to U.S. authorities, the bank’s figures on closed
accounts suggest that 85 percent were undisclosed, producing an estimate of nearly 19,000 U.S.
customers with hidden Swiss assets totaling nearly $5 billion.?*’

UBS Method. Another way to estimate of the number of undeclared Swiss accounts is
to use the method that UBS used when it came forward in 2008 to admit that it had aided and
abetted tax evasion by U.S. persons with Swiss bank accounts. At that time, UBS estimated the
number of undeclared U.S. accounts to be equal to the number of U.S. client accounts in
Switzerland that had no IRS W-9 form on file with the bank. UBS reasoned that a U.S.
accountholder who failed to provide a W-9 account to the bank likely also failed to disclose the
Swiss account to U.S. authorities. In 2006, Credit Suisse had over 22,000 U.S-linked CIFs, a

263 See Table 1, above.
% See Table 1, above. These figures do not include nearly 2,300 U.S.-linked accounts that, from 2008 to 2012,
were booked at Clariden Leu, the private Swiss bank purchased and maintained by Credit Suisse as a separate
subsidiary until merging its accounts and operations into the larger bank in 2012.
%5 See Credit Suisse presentation, “Credit Suisse Report to the Permanent Subcommittee on Investigations,”
(2/10/2014), PSI-CreditSuisse-64-000001. Those accounts included accounts opened by U.S. residents, U.S.
nationals, and foreign domiciliary entities with U.S. beneficial owners. Additionally, Credit Suisse identified 973
U.S.-linked CIFs with $1.5 billion which, between 2008 - 2013, were no longer categorized as a U.S. account, either
?Geecause the client moved out of the United States or for some other reason.

Id.
7 1d. Numbers do not add up because the bank opened some U.S.-linked accounts during that time period.
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customer base which grew when it acquired Clariden Leu in 2007, so that the combined number
of U.S.-linked CIFs at both Credit Suisse and Clariden Leu totaled nearly 23,000 in 2008.2%

Using the UBS standard, the key factual question is how many of the Credit Suisse and
Clariden Leu accounts opened for U.S. customers in Switzerland were allowed to operate with
no W-9 form on file with the bank. Using data supplied by the bank for 2008, Credit Suisse,
including Clariden Leu, had at least®®® 8,700 U.S.-linked CIFs with $9.1 billion in assets in
securities accounts, and an additional 15,300 CIFs with another $2.8 billion in assets in non-
securities accounts, that had not provided the bank with a W-9 or similar tax form.>”® Using the
UBS methodology indicates that, in 2008, about 24,000 U.S.-linked CIFs in Switzerland — about
95 percent of the total number of accounts -- holding roughly $11.9 billion in assets may have
been undeclared to U.S. authorities.

DOJ Estimate. Still another way to estimate the extent of undeclared Swiss accounts at
Credit Suisse is to draw from the Department of Justice’s 2011 indictment of seven Credit Suisse
bankers. In the superseding indictment, filed in July 2011, DOJ alleged that Credit Suisse had $4
billion in undeclared U.S.-linked accounts:

“International Bank's managers and bankers working in the cross-border business knew
and should have known that they were aiding and abetting U.S. customers in evading
their U.S. income taxes. As of the fall of 2008, International Bank maintained thousands
of undeclared accounts containing approximately $4 billion in total assets under
management in those accounts.”?"*

The $4 billion figure may have been sourced from a W-9 Project presentation prepared
by Credit Suisse in the course of a 2006 effort to identify Swiss accounts opened by U.S.
residents which held U.S. securities. The presentation estimated that the total number of U.S.
resident CIFs without W-9 forms on file at the bank at that time held assets totaling $4.1
billion.?"? That presentation left out two categories of U.S. CIFs — U.S. nationals living outside
the United States, and U.S. beneficial owners of foreign entities. The bank has since developed
statistics that in 2006, it had 6,000 U.S. national CIFs with 1.5 billion CHF, and 1,400 CIFs of
U.S. beneficial owners of foreign entities, with 5.7 billion CHF.?”* Given those additional facts

%8 See Table 1, above.

29 These figures are “at least” because they represent the accounts that Credit Suisse has reviewed, but not all of the
U.S.-linked Swiss accounts that existed during that year.

279 Credit Suisse presentation, “Credit Suisse Report to the Permanent Subcommittee on Investigations,”
(7/31/2013), PSI-CreditSuisse-33-000001, at 020 — 031. Credit Suisse explained to the Subcommittee that
accountholders for non-securities accounts were not required to provide a W-9 form, and the bank did not search
data to determine if any such accountholders, nonetheless, had a W-9 on file, noting that it was possible that an
accountholder would have volunteered a W-9 form in order to show tax compliance. See Subcommittee briefing by
Credit Suisse (2/7/2014).

2™ United States v. Markus Walder, et al., Case No. 1:11-CR-95 (E.D. VA), Superseding Indictment (7/21/2011), at
f1. “International Bank” is Credit Suisse.

272 See 11/28/2006 Credit Suisse presentation, CSPA Transfer of W-9 Clients “Receiver Project” 2 STC-Meeting, at
6, CS-SEN-00143681, at 685.

273 Credit Suisse presentation, Update on Development of AuM and Accounts of U.S. Clients to the Senate
Permanent Subcommittee on Investigations (4/20/2012) (providing asset data in Swiss francs), CS-SEN-00189151
at 153-154.
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uncovered since the bank’s 2006 estimate, however, as described above, the amount of assets
associated with the bank’s undeclared Swiss accounts are likely significantly greater than the
amount cited by DOJ in the indictment. For example, using the UBS method for estimating the
number of undeclared accounts indicates that 95 percent of the Swiss accounts opened for U.S.
clients at Credit Suisse might not have been disclosed to the United States; that percentage
suggests, in turn, that nearly all of the funds in those accounts, totaling nearly $12 billion, may
also have been unreported to U.S. authorities.

Credit Suisse Resistance. Credit Suisse has resisted using bank data to determine or
estimate either the number of undeclared Swiss accounts held by its U.S. clients or the amount of
funds associated with those undeclared accounts. Mr. Dougan, Credit Suisse’s CEO, told the
Subcommittee that the bank has never had any estimate of undeclared U.S.-linked accounts,
either as a percentage or number of accounts, or as an amount of assets, because the bank never
went through an exercise to develop such an estimate.?”* The bank also told the Subcommittee:

“Credit Suisse did not systematically track any figures on the number of undisclosed
client relationships at the Bank. Moreover, as also previously discussed, in the vast
majority of cases the Relationship manager, let alone the Bank, was unaware of the tax
status of the client. We are therefore unable to provide the number of client relationships
that were undisclosed to U.S. authorities each year.”?"

When the Subcommittee asked for estimates of undisclosed accounts based on the Exit
Projects conducted by the bank, Credit Suisse responded: “The objective of the Credit Suisse
and Clariden Leu exit projects was to verify tax compliance of U.S. linked accounts in order to
allow these accounts to remain at the banks. The projects were never intended to identify non-
compliant behavior.”"® While the bank has repeated that it was not its responsibility to ensure
their U.S. clients paid their taxes, it reaped profits from its undeclared business.

These responses by Credit Suisse, and additional materials obtained by the
Subcommittee, suggest that even after the UBS case, the bank and its employees failed to inquire
into and turned a blind eye toward evidence of undeclared Swiss accounts being used by U.S.
clients to evade U.S. taxes. Credit Suisse continues to resist calculating the extent to which its
Swiss accounts were used to facilitate U.S. tax evasion.

It is clear from the evidence, however, that Credit Suisse bankers knew that the bank’s
Swiss accounts were being used to hide assets, and were willing to facilitate that misconduct
even after the UBS scandal erupted. In October 2008, for example, two months after the
Subcommittee’s hearing in which UBS publicly admitted wrongdoing and apologized, a Credit
Suisse banker who worked at the SIOAS branch at the Zurich airport received a question from a
colleague about setting up an account for a U.S. client and provided this response:

2% Sybcommittee interview of Brady Dougan, Credit Suisse (12/20/2013).

275 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001, at 003-004.
276 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000003 at 033.
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“He needs not to disclose anything to anyone. He has the choice of disclosing it to the
US authorities or not. It is his choice! Whatever he does is of no concern to us. If he
opts not to disclose his SSN, he is simply barred from purchasing US ISIN instruments
(www.sec.com Edgar List) [U.S. securities].”*"’

That banker later moved to the SALN desk and now manages it.

In another instance, Credit Suisse openly advised a U.S. client that filing a W-9 tax form
identifying his account as one that had to be reported to the IRS was optional, unless the client
purchased U.S. securities; that approach to the filing of W-9 forms was, in fact, the bank’s
official policy until 2012. A former Credit Suisse accountholder described to the Subcommittee
how this policy was carried out in practice.?”® In 2005, Client 1, an American citizen, arrived at
Credit Suisse headquarters in Zurich and asked to open an account in Switzerland. To open the
account, a bank representative was provided a copy of Client 1’s U.S. passport and driver’s
license as identification. Client 1 told the Subcommittee that a SALN relationship manager,
Michele Bergantino, entered the room with a stack of account opening paperwork to be filled
out, including a W-9 form. Client 1 told the Subcommittee that Mr. Bergantino explained that,
while the W-9 form was required by the U.S. government, Credit Suisse did not require it to
open an account, and that it could be provided at another time. Client 1 proceeded to open an
account and use it for the next five years, without ever signing a W-9 form or disclosing the
account to the IRS until Client 1 entered the IRS Offshore Voluntary Disclosure Program in
2010. Even after Client 1 told a Credit Suisse banker about entering the VVoluntary Disclosure
Program and requested closure of the account in order to pay fines and fees to the IRS as a result
of failing to disclose the account, the bank expressed no condemnation but indicated that the
bank would welcome the client’s business in the future.?”

Together, the evidence is overwhelming that Credit Suisse opened tens of thousands of
undeclared Swiss accounts for U.S. customers with billions of dollars in assets.

C. Credit Suisse Banking Practices that Facilitated U.S. Tax Evasion

The investigation found that, from about 2001 to 2008, Credit Suisse recruited U.S.
clients to open Swiss accounts, and employed a number of banking practices that helped its U.S.
customers conceal their Swiss accounts from U.S. authorities. Those practices included sending
Swiss bankers to the United States to secretly recruit clients and service existing accounts;
sponsoring a New York office that served as a hub of activity on U.S. soil for Swiss bankers; and
helping customers mask their Swiss accounts by referring them to “intermediaries” that could
form offshore shell entities for them and by opening accounts in the name of those offshore
entities. One former customer described how, on one occasion, a Credit Suisse banker travelled

27710/24/2008 email from Joseph Haering to Raphael Waknine, “Numbered Accounts,” CS-SEN-00345395.

278 Subcommittee interview of Client 1 (9/10/2012). Client 1, and other Credit Suisse clients who spoke with the
Subcommittee, have been anonymized.

279 See 3/2/2010 Chris Bagios emails to Client 1, CS-SEN-00025083 (“Nevertheless, do let me know if you agree to
discuss the reasons for your decision; | trust that we can address concerns pertaining to the continuation of the
relationship out of Zurich, which | would very much hope for. | am particularly interested in discussing whether
your attorney or the IRS directly concluded that the assets have to be repatriated. ... It will certainly be a pleasure to
welcome you as a client, should you opt to knock on our door again.”) [Sealed Exhibit].
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to the United States to meet with the customer at the Mandarin Oriental Hotel and, over
breakfast, handed the customer the bank statements hidden in a Sports Illustrated magazine.
Credit Suisse also sent Swiss bankers to recruit clients at bank-sponsored events, including the
annual “Swiss Ball” in New York and golf tournaments in Florida. The Credit Suisse New York
office maintained a document listing “important phone numbers” of intermediaries that formed
offshore shell entities for some of the bank’s U.S. customers. Credit Suisse also encouraged U.S.
customers to travel to Switzerland, providing them with a branch office at the Zurich airport
offering a full range of banking services and servicing accounts for nearly 10,000 U.S.
customers. Bank documents also indicate that Swiss bankers were well aware that many U.S.
clients wanted to conceal their accounts from U.S. authorities, but either turned a blind eye to
their undeclared status or actively assisted those accountholders to hide their assets from the
United States.

(1) Legal and Policy Restrictions on U.S. Activities

Foreign banks seeking to conduct securities or banking activities in the United States are
subject to U.S. oversight and certain legal restrictions. To advertise securities products, solicit
clients, carry out securities transactions, or give investment advice in the United States, non-U.S.
persons must first register with the U.S. Securities and Exchange Commission (SEC).? In
addition, securities products offered to U.S. persons must comply with U.S. securities laws,
which generally means they must be registered with the SEC, a condition that non-U.S.
securities, mutual funds, and other investment products may not meet. Similar prohibitions in
State securities and banking laws may also apply.

While Credit Suisse has a U.S. broker/dealer and investment advisor that is registered
with the SEC, called Credit Suisse Securities (USA) LLC, that firm’s license applies only to its
own employees. The Swiss private bankers who traveled to the United States were employed by
Credit Suisse AG, a Swiss-licensed bank which does not have a U.S. broker/dealer license and is
not authorized to conduct securities activities within the United States.?**

Credit Suisse was well aware that its Swiss bankers had no authority to conduct most
banking services or securities activities in the United States. Since at least 2002, Credit Suisse
maintained an internal policy, called the U.S. Persons Policy, which set out guidelines to avoid
violating U.S. securities laws. The policy forbid Credit Suisse AG bankers from offering
investment advice, soliciting clients, or executing securities transactions in the United States.

%80 See, e.g., Section 15(a)(1) of the Exchange Act, 15 U.S.C. § 780(a)(1): “(a) Registration of all persons utilizing
exchange facilities to effect transactions; exemptions.

(2) It shall be unlawful for any broker or dealer which is either a person other than a natural person or a natural
person not associated with a broker or dealer which is a person other than a natural person (other than such a broker
or dealer whose business is exclusively intrastate and who does not make use of any facility of a national securities
exchange) to make use of the mails or any means or instrumentality of interstate commerce to effect any transactions
in, or to induce or attempt to induce the purchase or sale of, any security (other than an exempted security or
commercial paper, bankers' acceptances, or commercial bills) unless such broker or dealer is registered in
accordance with subsection (b) of this section.”

%81 Credit Suisse Private Advisors, a subsidiary of Credit Suisse AG, was a Zurich-based, SEC-licensed
broker/dealer, however, the conduct at issue in this report was through Credit Suisse AG, not Credit Suisse Private
Advisors.
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The policy also restricted sales of certain financial products, using an internal website to identify
which could or could not be sold to U.S. clients.?®? The policy explicitly prohibited Swiss
bankers from using telephones and email to provide investment advice or solicit securities
transactions:

“General Rule: Communications by mail, telephone, telex, telefax, internet or e-mails
into or from the United States, or visits or meetings in the United States, may not be used
to provide Investment Advice or Solicitation, as defined below.” 2%

When traveling in the United States, or communicating with U.S. residents through
telephone calls, mail, fax, or email, Credit Suisse private bankers had to abide by both the SEC
restrictions and the bank’s own policies.

(2) Traveling in the United States

Despite the prohibitions in U.S. law and bank policy, Credit Suisse Swiss bankers met
with their American clients in person on American soil. While traveling to the United States was
not itself illegal, the U.S. trips enabled the Swiss bankers to travel across the country to carry out
activities prohibited by U.S. law or the bank’s own policies. Evidence shows that the Swiss
bankers used their in-person meetings with U.S. clients, for example, to provide account
statements for Swiss accounts, provide investment advice, and obtain approval for securities
transactions without creating any paper trails in the United States of illegal securities transactions
or undeclared accounts. Swiss bankers also travelled to the United States in order to broaden
their client base, seeking referrals and arranging meetings with prospective clients.

According to an analysis prepared by Credit Suisse, its travel records indicate that, from
2001 to 2008, Swiss relationship managers made over 150 separate trips to the United States to
meet with American clients, as well as solicit new clients.?®* In conducting this analysis, Credit
Suisse focused on Swiss bankers associated with the SALN office, and included only a general
review of travel by bankers in other Swiss offices with U.S.-linked accounts. Credit Suisse
explained that internal “Travel Reports” were normally required, but had not been prepared or
retained for almost half of the U.S. trips taken by its Swiss bankers, and that the Travel Reports
that did exist contained inconsistent levels of detail. °* Its review, which drew from those
incomplete and inconsistent travel records, necessarily underestimated the total number of trips
taken to the United States.?*®

%2 See, e.g, 11/26/2002 Credit Suisse Financial Services Directive, “Bank relationships with US Persons, US
Taxpayers and EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US
Person Directive”), CS-SEN-00465963.
%83 |d. at 964 (emphasis in original).
284 Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012), PSI-
CreditSuisse-11-000001-019 at 011 (travel statistics based on SALN relationship manager travel reports, email, data
from travel agency records, expense statements, lists of business trips of SALN employees, list of training attendees,
and DHL information on shipments).
%5 See 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
2Cégnclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000003 at 012.

Id.
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Even the limited bank analysis found that, from 2001 to 2008, SALN Relationship
Managers took at least 107 trips to the United States, with the number of trips peaking at 20 per
year in the years 2002 and 2006.2%” Credit Suisse indicated that “almost all” SALN travel was to
meet with U.S. clients.”® Outside of SALN, the bank’s analysis determined that other Swiss-
based Relationship Managers took at least 50 trips to the United States between 2002 and 2008,
with most trips for the purpose of soliciting or servicing U.S. clients, some of whom may have
opened or had undeclared accounts.?® In 2008, after the UBS scandal broke, Credit Suisse
banned all further client-related travel to the United States by Swiss bankers.

To supplement the Credit Suisse analysis, the Subcommittee identified additional U.S.
trips by SALN Relationship Managers using official travel records collected and maintained by
the U.S. Customs and Border Protection (CBP). The bank provided travel reports for SALN
relationship managers that have been indicted by the U.S. Department of Justice -- Markus
Walder, Marco Parenti Adami, Michele Bergantino, Susanne Ruegg Meier -- as well as two
other relationship managers. The CPB data examined by the Subcommittee reported U.S. trips
by four additional SALN relationship managers. Those four Swiss bankers made an additional
22 trips, to major cities like New York, San Francisco, Los Angeles, and Miami.?*® The bank
told the Subcommittee that travel by non-supervising Relationship Managers from SALN was
typically undertaken for client-related reasons.**

When SALN Relationship Managers took a trip to the United States, they sometimes
filled out Travel Report Summaries at the bank. Credit Suisse provided the Subcommittee with
roughly 15 of those Travel Report Summaries out of the 107 trips taken by SALN bankers.
Credit Suisse informed the Subcommittee that the number was limited, because the bank could
provide copies of only those Travel Report Summaries that were physically located in the United
States; production of travel records, or any document, located in Switzerland was prohibited by
Swiss secrecy and data protection laws. In its review of just those 15 reports, Credit Suisse
identified one instance where a supervisory Relationship Manager told a traveling Relationship
Manager to lie on a travel report to mask using a U.S. trip to solicit business, which was against
bank policy. Instead of reporting the business aspects of the trip, the supervisor told the
Relationship Manager to write that he had attended the wedding of a client’s child, which fell
within internal bank travel guidelines.?®* SALN bankers who travelled to the United States also
lied on U.S. travel forms, administered by the Department of Homeland Security, when they
filled out requests for visa waivers in order to travel in the United States by stating that they

%87 Credit Suisse presentation, Preliminary Review (7/26/2011), CS-SEN-0001, at 014; see also Credit Suisse
presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012), PSI-CreditSuisse-11-
000001, at 011.
2:2 Subcommittee briefing by Credit Suisse (1/16/2014).

Id.
2% 3/9/2012 Letter from the Department of Homeland Security to Allison F. Murphy and Andrew C. Dockham, U.S.
Permanent Subcommittee on Investigations [Sealed Exhibit]; 4/5/2012 Letter from the Department of Homeland
Security to Allison F. Murphy and Andrew C. Dockham, U.S. Permanent Subcommittee on Investigations [Sealed
Exhibit].
21 sybcommittee briefing by Credit Suisse (1/16/2014)
292 See Feb. 29, 2012 K&S Presentation, discussion re PSI-CreditSuisse-11-000011; see also CS-SEN-00081864
(original report) with CS-SEN-00081865 (edited report “the reason for this trip was an invitation to a wedding in
San Francisco.”).
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planned to visit the United States for “tourism” purposes instead of “business” purposes.”?%*

While the bank did not provide travel reports for all U.S. trips, there were at least five SALN
bankers whose travel reports showed that they were conducting banking business with U.S.
customers, and, CBP data for the same trip showed that they represented to U.S. authorities that
they were tourists.*

The Travel Report Summary templates included fields for the Relationship Managers to
report, among other things, their name, destination, travel dates, cost of travel, and the number of
clients visited. It also requested the number of prospective clients the Relationship Manager
saw, the number of client referrals received, and the number of new accounts opened, with
corresponding asset amounts for all categories. It also included an open field for recording notes
related to the travel activity, and a field for reporting a “Success Story” from the trip. While all
of the Travel Reports contained some redactions, including redactions that removed the names of
the bankers who travelled to the United States, the Subcommittee was able to identify most of
the relevant SALN bankers who filed the reports.?*

The Credit Suisse Travel Reports, like the CBP travel records, showed that SALN
Relationship Managers travelled extensively across the United States, visiting cities along the
West Coast,>®* East Coast,?®” South,?*® and many cities in between, such as Houston®* and
Chicago.*® On a given trip, Relationship Managers often visited several cities.*** According to
the bank’s trip analysis, the average trip to the United States by an SALN Relationship Manager

%3 See Subcommittee analysis of travel reports of SALN bankers provided by Credit Suisse and Customs and
Border Protection data requested by Subcommittee, including 3/9/2012 Letter from the Department of Homeland
Security to Allison F. Murphy and Andrew C. Dockham, U.S. Permanent Subcommittee on Investigations [Sealed
Exhibit]; 4/5/2012 Letter from the Department of Homeland Security to Allison F. Murphy and Andrew C.
2Dgz?ckham, U.S. Permanent Subcommittee on Investigations [Sealed Exhibit].

Id.
2% Compare 2008 SALN Organizational Chart, CS-SEN-00080287 (names of Swiss employees redacted and
replaced with codes, such as RM22) with 2008 SALN Organizational Chart, CS-SEN-00011631 (names of Swiss
employees not redacted).
2% 412812006 Travel Report Summary from “RM02” [identified by Subcommittee as Michele Bergantino], CS-SEN-
00081864 (San Franciso, Los Angeles, Newport Beach); 10/12/2005 Travel Report Summary from “RM20SH”
[identified by Subcommittee as Marco Parenti Adami], CS-SEN-00081881 (Los Angeles).
27 5/3/2006 Travel Report Summary from “RM19” [identified by Subcommittee as Werner Luscher], CS-SEN-
00081868 (New York, Philadelphia); 7/19/2006 Travel Report Summary by “RM25” [identified by Subcommittee
as Florian Schefer], CS-SEN-00081874 (New York); 5/6/2006 Travel Report Summary by “RM29 RH” [identified
by Subcommittee as Markus Walder], CS-SEN-00081870 (New York, Boston); 4/1/2007 Travel Report Summary
by“RM29 RH” [identified by Subcommittee as Markus Walder], CS-SEN-00081885 (New York, Boston).
2% 7/19/2006 Travel Report Summary from “RM21” [not identified], CS-SEN-00081877 (Miami); 5/20/2006 Travel
Report Summary from “RM22 SH DRH” [identified by Subcommittee as Susanne Ruegg-Meier], CS-SEN-
00081872 (Miami, Tampa and Jupiter); 7/19/2006 Travel Report Summary by “RM25” [identified by Subcommittee
as Florian Schefer], CS-SEN-00081874 (Miami).
2%910/2/2006 Travel Report Summary from “RM21” [not identified], CS-SEN-00081879 (Houston, Reno);
5/20/2006 Travel Report Summary from “RM22 SH DRH” [identified by Subcommittee as Susanne Ruegg-Meier],
CS-SEN-00081872 (Houston).
%00 5/3/2006 Travel Report Summary from “RM19” [identified by Subcommittee as Werner Luscher], CS-SEN-
00081868); 4/1/2007 Travel Report Summary by “RM29 RH” [identified by Subcommittee as Markus Walder], CS-
SEN-00081885.
%1 |d, Some of the Travel Reports also reported a few visits to Canadian cities, but did not include data to indicate
the number of Canadian clients visited or the amount of assets under management.
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lasted 7 to 10 days with 3 to 4 client visits per day.®** The Travel Reports also indicated that,
over the course of a trip, SALN Relationship Managers visited an average of 32 clients with
assets totaling about 110 million CHF. In addition, the Travel Reports showed that the Swiss
bankers frequently took clients out for meals®® and, on occasion, provided a client with a gift.
Client discussions focused primarily on issues related to U.S. securities.

304

Several former Credit Suisse customers told the Subcommittee about meeting with Swiss
bankers who serviced their undeclared Swiss accounts. In one instance, a former Credit Suisse
accountholder, Client 1, spoke to the Subcommittee about meeting with a SALN Relationship
Manager, Michele Bergantino, in the United States.*® According to the client, Mr. Bergantino
traveled to the city where Client 1 lived and extended an invitation to meet at a Mandarin
Oriental hotel for breakfast. At the hotel, Mr. Bergantino and Client 1 discussed the client’s
account. Mr. Bergantino also brought Client 1’s account statements in hard copy to review.
According to Client 1, Mr. Bergantino handed the client a Sports Illustrated magazine, with the
account statements hidden inside the magazine pages.

Other actions taken by Swiss bankers while on U.S. soil are described in the 2011
superseding indictment of seven Credit Suisse Swiss bankers. The allegations state that, while
on travel in the United States, among other actions, some of the Swiss bankers “caused U.S.
customers to execute forms that directed [the bank] not to disclose their identities to the IRS ...
caused U.S. customers to open and maintain both declared and undeclared accounts ... so that
U.S. authorities would likely not suspect the customer had an undeclared account ... provided
cash in the United States to U.S. customers as withdrawals from their undeclared accounts ...
[and] solicited cash deposits in the United States from U.S. customers with undeclared
accounts.”%%’

Together, the bank’s trip analysis, the bankers’ Travel Reports, the CBP travel records,
and the information provided by former clients present clear evidence that travel to the United
States by Credit Suisse bankers between 2001 and 2008 was an extensive and routine business
practice. On some of those trips, some of the Swiss bankers solicited new U.S. clients, serviced
existing clients, and engaged in banking and securities transactions on U.S. soil, in apparent
violation of U.S. law and the bank’s own written policy.

%2 See Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012),
PSI-CreditSuisse-11-000001, (discussion regarding 011).

%03 See, e.g., 4/28/2006 Travel Report Summary from “RMO02” [identified by Subcommittee as Michele Bergantino],
CS-SEN-00081864, at 866 (receipt for lunch); 3/11/2008 Travel Report Summary from Business Trip Report from
“RM29 RH” [identified by Subcommittee as Markus Walder], CS-SEN-00081901, at 903-904 (“February 25, 2008:
[redacted] the hotel for lunch; [redacted] @ the hotel for coffee; [redacted] dinner,” “February 26, 2008: [redacted]
@ the [M]eridian Hotel for lunch; [redacted] @ the hotel for drinks followed by dinner with [redacted]; [redacted]
@ the hotel for dinner”).

%04 1d. (see expense list for “gift to client”).

%05 See Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012),
PSI-CreditSuisse-11-000001 at 006.

%% Subcommittee interview of Client 1 (9/10/2013).

7 United States v. Walder, Case No. 1:11-CR-95 (E.D. Va.), Superseding Indictment (7/21/2011), 1 36-45.
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(3) Soliciting Clients on U.S. Soil

According to bank policy issued in 2006, Credit Suisse bankers based in Switzerland
were not permitted to solicit new clients while traveling in the United States.**® The Credit
Suisse travel reports show, however, that the solicitation of new clients was expected,
encouraged, and in fact occurred on a regular basis with the full knowledge of senior bank
personnel.

The Credit Suisse Travel Reports reviewed by the Subcommittee required Swiss
Relationship Managers to report to their supervisors the number of prospective clients they
visited in the United States, the amount of assets that could be attracted, and the number of new
accounts actually opened during the trip.2* In 2003, travel to the United States required “at least
one prospect per day (travelling days included,”**° and by 2006, the bank appears to have
increased the level of client solicitation that was required on trips, as indicated by multiple
Travel Reports indicating that “at least 25% of visits” to “prospects” were required.>!*
Additionally, several Relationship Managers wrote in the trip notes that their goals were to seek
U.S. client referrals, obtain new U.S. clients, and expand the client assets they were managing.
One SALN Relationship Manager, for example, wrote that his “mission” for the trip was:
“Members of [SALN] are asset and profit hungry people proud to deliver outstanding results.
That Relationship Manager, Michele Bergantino, wrote:

1312

“In order to keep up the pace in TOI’s [Total Operating Income], it will be key for me to
increase asset base of existing clients (consolidation of banking relationships) or to attract
new clients. Very encouraging to see that now after 4 years the amount of referrals is
increasing significantly.”*

Credit Suisse told the Subcommittee that it was unable to quantify the total number of
American clients that were solicited during the trips that Swiss Relationship Managers took to
the United States,*!* but freely admitted that client solicitation occurred.*"

%08 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000012 (“Meeting prospective
clients was expressly prohibited by internal Bank policy in 2006.”).

%09 See, e.g., 10/12/2006 Travel Report Summary from “RM20 SH” [identified by Subcommittee as Marco Parenti
Adami], CS-SEN-00081881 (also indicating that the banker met with 5 prospects); 10/2/2006 Travel Report
Summary from “RM21” [not identified], CS-SEN-00081879 (also indicating that the banker met with 7 prospects);
7/19/2006 Travel Report Summary from “RM25” [identified by Subcommittee as Florian Schefer] (also indicating
that the banker met with 10 prospects with “potential of CHF 15,000,000”), CS-SEN-00081874.

%19 |n re Credit Suisse Group AG, SEC File No. 3-15763, Order Instituting Administrative and Cease-and-Desist
Proceedings (2/21/2014), at 5 (“[M]inutes from an SALN meeting that occurred on January 1, 2003 stated SALN
management’s view that ‘business trips will no longer be allowed if no prospecting is included. Every trip will
involve at least one prospect per day (travelling days included)’.” [Emphasis in original .]).

%11 e, e.g., Travel Reports identified in Footnote 309.

%12 412812006 Travel Report Summary from “RM02” [identified by Subcommittee as Michele Bergantino], CS-SEN-

00081864.
314,

%14 12/20/2013 letter from legal counsel to the Subcommittee, Questions about Findings and Conclusions from
Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 012.
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(4) Recruiting U.S. Clients at Bank-Sponsored Events

Credit Suisse not only sent Swiss bankers to the United States and required them to report
on their client solicitations, it also arranged for them to meet wealthy potential clients at bank-
sponsored events. Credit Suisse told the Subcommittee that it was aware of only a few
“isolated” instances in which Swiss bankers were flown to the United States to attend a Credit
Suisse-sponsored golf tournament in Florida or an annual Swiss ball in New York.*!® At the
same time, it produced SALN yearly business travel calendars for 2006, 2007, and 2008 -- the
only years provided — all of which listed the Swiss Ball in New York and multiple golf events in
Florida as well as in Nassau, Bahamas as events that SALN bankers attended.*"” The
Subcommittee learned that, for the Swiss Ball, Credit Suisse typically sponsored a table and
invited existing and prospective clients as guests and seated them with several Swiss bankers.*'®
In 2007, Markus Walder, the most senior manager of the SALN office, submitted a proposal
form for the bank to sponsor a table at the Swiss Ball in New York at a cost of $6,500.%'° He
wrote on the form that his objective for the event was “product volume” of between 10-20
million CHF in assets under management. He also noted: “Invitees have a huge referral potential
and an excellent network.”%%

Some of the Credit Suisse Travel Reports also indicated that, when recruiting new clients
in the United States, the relationship managers openly discussed opening Swiss accounts that
would not be reported to U.S. tax authorities. For example, one banker wrote that an unnamed
client planned to open a reported account first and an unreported account later, explaining that
the client: “Will come in GE [Geneva] in November to open a reported account of 1.5 mio
[million] usd [U.S. dollars] and invest in VVVA [a discretionary mandate account®']. Will slowly
include the unreported account.”3?

%15 See, e.g., 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001, at
10 (“[T]here were instances where SALN Relationships Managers advised U.S. clients about U.S. securities,
solicited U.S. clients while traveling to the U.S., and provided U.S. clients with account information when the client
was in the U.S. — both by email and when traveling.”).

%16 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 013 (“Our investigation
did not reveal any instances in which Swiss-based relationship managers organized or visited special events in the
U.S. for the purpose of meeting existing or prospective clients, except for an isolated trip to a golf event in Florida
and the occasional attendance of the annual Swiss Ball in New York, a social event of the Swiss community which
bank clients may also have attended.”).

#17 See Business Trips 2006, CS-SEN-00080267; Business Trips SALN and und SALN1 2007, CS-SEN-00080270;
Business Trips SALN und SALN1 2008, CS-SEN-00080271.

%18 1/15/2004 email from Manuel Rybach to Mary Whalen, “Swiss Ball in New York on January 24, 2003,” CS-
SEN-00231704.

%19 12/2006 Marketing Event/Activity — Proposal Form by “RM29 RH” [identified by Subcommittee as Markus
Walder], CS-SEN-00081907.

320 Id.

%! subcommittee briefing by Credit Suisse (1/16/2014) (a discretionary mandate account gave the bank discretion to
invest the client’s assets according to a risk profile provided by the client).

%22 10/2/2006 Travel Report Summary from “RM21” [not identified], CS-SEN-00081879.
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(5) Masking Account Ownership Through Offshore Entities

When opening Swiss accounts for U.S. clients, the evidence shows that some Credit
Suisse bankers recommended the use of offshore shell entities as the nominal accountholders.
While it is not illegal to establish a trust or entity as an accountholder, using offshore shell
corporations, trusts, or similar legal entities as the named accountholder instead of the U.S.
person providing the funds for the account is a common tactic used to evade U.S. taxes by
impeding identification of both U.S. accounts and U.S. accountholders.?*

One former U.S. accountholder, Client 1, told the Subcommittee that a Credit Suisse
banker suggested forming an offshore entity to act as the client’s Swiss accountholder several
times, both before and after 2008, because it would provide “one more layer of protection” for
the assets.*** Client 3 explained that the client dismissed the suggestions, because of the
additional charges involved, and because the client had felt sufficiently secure after placing the
funds in Switzerland.®* Travel notes by a Credit Suisse banker, Markus Walder, on a March
2007 trip to New York, state that an unnamed U.S. client had “signed papers for Liechtenstein
foundation named [redacted] and Hong Kong Company [redacted].”*?° Travel notes by another
Credit Suisse banker discussing a new U.S. client account stated: *“Offshore/Trust structure to be
suggested in 1-2 years.”®*" In acknowledgement of these and other instances in which U.S.-
linked accounts in Switzerland were opened in the name of offshore entities, Credit Suisse wrote
to the Subcommittee: “Swiss-based employees, pre-2009, occasionally recommended that
clients hold assets in non-U.S. entities when they had knowledge that the funds were
undeclared.”%?

When asked to quantify how many of the U.S.-linked accounts in Switzerland were
opened in the name of offshore entities, Credit Suisse reported that, in 2008, 1,243 CIFs with 4
billion CHF in assets had been opened in the name of offshore entities beneficially owned by
U.S. customers who had failed to file a W-9 identifying their account as held by a U.S. person.?
In 2006 and 2007, offshore entity accounts beneficially owned by U.S. customers contained
assets totaling, respectively, 5.7 billion CHF and 5.8 billion CHF.**® Collectively, those

%23 Credit Suisse told the Subcommittee that using legal entities as the accountholder, instead of a natural person,
could also serve more innocuous purposes such as inheritance and succession planning. 12/20/2013 letter from
Credit Suisse legal counsel to the Subcommittee, Questions about Findings and Conclusions from Credit Suisse’s
Internal Investigation, PSI-CreditSuisse-54-000001, at 023.
22: Subcommittee interview of former Credit Suisse Client 1 (9/10/2013).

Id.
326 3/22/2007 Travel Report for “RM29 R” [identified by Subcommittee as Markus Walder], CS-SEN-00081889, at
893 (redaction by Credit Suisse).
%2710/2/2006 Travel Report Summary from “RM21” [not identified], CS-SEN-00081879.
%28 12/20/2013 letter from legal counsel to Subcommittee, Questions about Findings and Conclusions from Credit
Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 011 (“[I]t is not possible to quantify the frequency
and asset amounts of these occurrences.”).
%29 Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (7/31/2013), at PSI-
CreditSuisse-33-000001, at 022.
%0 Credit Suisse presentation, Update on Development of AuM and Accounts of U.S. Clients to the Senate
Permanent Subcommittee on Investigations (4/20/2012) (providing asset data in Swiss francs), CS-SEN-00189151.
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accounts held around half of the 10-12 billion CHF in total assets in the U.S.-linked accounts in
Switzerland identified by Credit Suisse during those years.3*

The Swiss Government treated the practice of opening accounts in the names of foreign
entities and treating them as non-U.S. accounts, despite U.S. persons’ supplying the account
funds and controlling the account activity, as examples of “tax fraud or the like” under
Switzerland’s 1996 tax treaty with the United States. Meeting that standard justified Swiss
banks disclosing the names of the true accountholders to the United States under the U.S.-Swiss
tax treaty.>* In 2012, Credit Suisse turned over accountholder names to the U.S. government
authorities for only about 230 foreign entity accounts which the Swiss Government authorized
under the “tax fraud or the like” treaty standard.3*

(6) Facilitating Client Formation of Offshore Entities

Credit Suisse not only opened Swiss accounts for U.S. clients using offshore shell entities
as the nominal accountholders, some of its bankers actively assisted U.S. clients in forming those
entities by referring them to “intermediaries” or “fiduciaries” who acted as “service providers
that form and maintain legal entities.”3*

Credit Suisse told the Subcommittee that it often relied on “intermediaries” or “finders”
to introduce prospective clients to the bank.**® The bank explained that the relationship also
went in the opposite direction, when Credit Suisse bankers referred prospective or current clients
to intermediaries to set up a legal entity to act as the Swiss accountholder. Credit Suisse said that
most of the intermediaries that its Swiss bankers used were located in Switzerland or
Liechtenstein.**

Credit Suisse provided the Subcommittee with a copy of the two-page list of “Important
phone numbers,” a copy of which was kept in the New York Rep Office, to contact
intermediaries that would help U.S. clients form offshore shell entities to act as Swiss
accountholders. The list included contact information for Josef Doerig of Doerig Partner,
described as an “external Trust expert,” as well as Beda Singenberger, of Sinco Truehand, a
company that was located in Switzerland and specialized in forming offshore entities.**" In
2011, both individuals were indicted by the U.S. Department of Justice, for allegedly assisting
U.S. persons to evade U.S. taxes by setting up sham entities to hold their Swiss bank accounts
and concealing their identities from the IRS.**® Credit Suisse informed the Subcommittee that its

%1 See Table 1, infra, showing that the U.S.-linked accounts in Switzerland contained assets totaling about $10
billion CHF in 2006 and about 12 billion CHF in 2007.

%2 See Credit Suisse letter to Subcommittee (8/13/2013).

%3 Subcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014) (Mr. Cerutti said 238 accounts were turned
over.).

%34 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000001, at 023.

%35 1d. at 022.

%% Subcommittee briefing by Credit Suisse (1/16/2014).

%37 11/16/2007 Credit Suisse document, “Important Phone Numbers,” CS-SEN 00011615.

%8 United States v. Singenberger, Case No. 11-CR-620 (S.D.N.Y), Indictment (7/11/2011); United States v. Walder
etal., Case No0.1;11-CR-95(E.D. Va.), Superseding Indictment (7/21/2011).
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Swiss bankers also referred clients to a certain lawyer and a certain firm for the same purpose,
but declined to identify those two other intermediaries, citing Swiss secrecy laws.** The bank
also declined to confirm that certain intermediaries identified by the Subcommittee had helped
U.S. clients form offshore shell entities to act as their nominal Swiss accountholders.

At the same time, Credit Suisse admitted that SALN bankers in Switzerland “had
relationships with several commonly used fiduciaries,” and that two of those intermediaries had
formal referral agreements with Credit Suisse specifying the compensation that they would pay
to the bank for sending them clients.** Credit Suisse told the Subcommittee that it was unable
to quantify the frequency or asset amounts associated with the U.S. clients referred to such
intermediaries, except to say that it found no evidence of such conduct after 2008.3*

An indictment filed by the Department of Justice of one former Credit Suisse U.S.
accountholder, Jacques Wajsfelner, described how he used the bank’s “external trust expert,”
Beda Singenberger, to establish a foreign sham entity, which hid his account from U.S.
authorities. According to the indictment, in 2006, Mr. Singenberger travelled to the United
States and met with Mr. Wajsfelner.** That same year, Mr. Singenberger formed Ample Lion
Inc. as a Hong Kong corporation with Mr. Wajsfelner as the sole beneficial owner and with Mr.
Singenberger as the nominal corporate director.®*®

The indictment states that Mr. Singenberger assisted Mr. Wajsfelner in opening an
account at Credit Suisse using Ample Lion as his accountholder.*** According to the indictment,
Mr. Wajsfelner was identified to Credit Suisse as the beneficial owner of Ample Lion at the time
of the account opening in 2006.*> After the account was opened, the indictment alleges that all
communications from Credit Suisse to Ample Lion were sent to Mr. Singenberger’s company,
Sinco Treuhand, in Switzerland and never to the United States.**® The indictment states that the
Ample Lion account had assets valued at about $3.3 million in July 2006; the assets rose to a
value of nearly $5.7 million by December 31, 2007, and then declined to about $2.3 million
when they were transferred to Mr. Wajsfelner’s personal account at Credit Suisse on December
5,2008.%*" The indictment alleges that the Ample Lion account was closed around December
2008, following the asset transfer.**® In June 2009, Mr. Wajsfelner transferred the assets from
his personal account at Credit Suisse to an account at Wegelin, another Swiss bank. 3

%39 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000001, at 022-23.

0 |d. at 024; see also Subcommittee briefing by Credit Suisse (1/16/2014).

#11d. at 22. But see Subcommittee interview of former Credit Suisse Client 1 (9/10/2013) (asserting that a Credit
Suisse banker recommended forming an offshore shell entity both before and after 2008).

%42 See United States v. Wajsfelner, Case No. 1:12cr641, Indictment (8/20/2012), at 19.

3 1d. at 13.
344 |d

345 Id
346 Id

37 1d. at 114, 916, 718.
38 1d. at 118.
39 1d. at 119.




76

Additionally, Credit Suisse told the Subcommittee that its internal investigation had
found instances in which its Swiss-based bankers may have been involved in hiding the identity
of U.S.-linked accountholders by accepting inaccurate W-8BEN forms from the legal entities
acting as nominal accountholders. W-8BEN forms are supposed to be filed by accountholders
that are holding account assets for the benefit of another.*° Switzerland has its own version of
such a form, called Form A, which requires identification of the true owner of the account assets,
the so-called “beneficial owner” of the account. Both forms seek to go behind a nominal
accountholder, although differences between the two forms may lead to discrepancies in the
reported information.** On the W-8BEN form, the nominal accountholder is supposed to
identify the true owner of the assets, the beneficial owner, by providing, among other details, the
owner’s name, country of residence, and, as required, U.S. taxpayer identification number. The
accountholder then files the form with the bank. Banks are supposed to use the W-8 and W-9
forms filed by their clients to identify U.S. accounts that must be disclosed to the IRS. By
allowing an offshore entity to file a W-8BEN form signifying an account is being held on behalf
of a non-U.S. person, versus a W-9 form that would have signified a U.S. person, Credit Suisse
avoided disclosing the account to the IRS.

Credit Suisse told the Subcommittee that its internal investigation also found instances
where an offshore entity filed a W-8BEN form with the bank for a Swiss account, stating that the
beneficial owner was not a U.S. person, when the beneficial owner was in fact a U.S. person.**
The bank said that it was unable to quantify how extensively that practice occurred or how often
a Credit Suisse banker participated in the subterfuge.®** The bank’s internal investigation did
find that its Swiss Relationship Managers were generally aware of the nationality of the
beneficial owners of the shell entities that acted as their accountholders. The bank said its
investigation also determined that the Relationship Managers were aware that some offshore
entities didn’t follow the proper formalities in managing the account, which suggests that the
beneficial owner may have been making the account decisions instead. While the Relationship
Managers did not admit that the beneficial owners were disregarding or abusing their shell
entities, the bank’s internal investigation identified this type of troubling conduct in more than
100 instances.**

By allowing offshore shell entities to act as Swiss accountholders for U.S. clients,
sending U.S. clients to intermediaries to create the necessary offshore entities, and accepting W-
8BEN forms that concealed the U.S. ownership interest in the accounts, Credit Suisse actively
helped U.S. clients escape detection of their Swiss accounts by U.S. authorities.

%0 \W8BEN form: http://www.irs.gov/pub/irs-pdf/fw8ben.pdf; WSBEN form instructions (depending on the
circumstances of the taxpayer, a social security number, individual taxpayer identification number or employer tax
information number may be used instead of a U.S. taxpayer information number), http://www.irs.gov/pub/irs-
pdf/iw8ben.pdf.

%! Subcommittee briefing by Credit Suisse (1/16/2014).

%2 See Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012),
PSI-CreditSuisse-11-000001 (discussing review of entities).

353 Id
354 Id



7

(7) Violating U.S. Securities Laws

In addition to aiding and abetting U.S. accountholders engaged in evading U.S. taxes,
some Swiss bankers at Credit Suisse engaged in practices that violated U.S. securities laws. In
February 2014, the bank admitted wrongdoing and agreed to pay $196 million in disgorged
profits, interest, and penalties to settle SEC charges that its relationship managers provided
unlicensed investment advice and broker-dealer services.**® The bank admitted that its bankers
engaged in this misconduct while traveling in the United States and while working in
Switzerland and using the telephone and email to interact with U.S. customers.

Because Swiss bankers were generally not employees of a U.S. registered broker-dealer,
they could not legally advise clients in the United States about securities in their accounts, nor
could they solicit securities transactions. The bank’s internal policy also prohibited Swiss
bankers from giving securities advice or soliciting securities transactions while on travel in the
United States or while in Switzerland when communicating with clients in the United States.
Credit Suisse admitted to the Subcommittee that its Swiss bankers knew they were not permitted
to sell securities into the United States, but at times violated this prohibition.**®

The SALN desk in Switzerland, which was tasked with servicing U.S. clients, had
approximately 15 relationship managers.*® Credit Suisse admitted to the Subcommittee that
every SALN relationship manager had violated the bank’s U.S. Persons Policy by selling U.S.
securities into the United States, either while on travel there or communicating on the telephone
with clients in the United States.**® During the course of the bank’s internal investigation, Credit
Suisse said that the Swiss bankers admitted to using the telephone to sell securities into the
United States and to hearing their colleagues in the room on the telephone doing the same.***

The bank told the Subcommittee that its internal investigation also identified an
unspecified number of “instances” where its policy was violated during Swiss banker trips to the
United States.**® According to Credit Suisse:

“We also identified instances where Swiss-based employees within the SALN group
traveled to the U.S. and advised clients about their securities against Bank policy.

Certain SALN and Clariden Leu employees also provided securities related investment
advice to their clients in the U.S. We identified instances where Swiss-based employees
outside of SALN advised clients located in the U.S. but on a much less frequent basis.”%**

%3 |n re Credit Suisse Group AG, SEC File No. 3-15763, Order Instituting Administrative and Cease-and-Desist
Proceedings (2/21/2014).
%56 Subcommittee briefing by Credit Suisse (1/16/2014).
%7 See, e.g., 4/1/2008 SALN Organizational Chart, CS-SEN-00011631.
%58 See Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012),
PSI-CreditSuisse-11-000001.
%9 subcommittee briefing by Credit Suisse (1/16/2014).
%60 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
3Cé?nclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 012.

Id. at 015.
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A 2006 Credit Suisse internal audit examining SALN travel issues looked in part at the
securities solicitation problem. The draft audit report commented:

“Management of [SALN] has the opinion, that the RM’s strictly adhere to the directives
(no investment advice). We think it is not reliable to visit 500 clients and not to provide
investment advice on this occasion. In addition, we noted some indications that stock
exchange transactions have taken place after such visits.”*%

While the final audit report did not conclude that SALN RMs violated travel and securities-
related rules,*®® Credit Suisse has since stated that SALN Swiss management lied to Internal
Audit staff about this matter, which had led to the audit team omitting from its final audit report
the initial, more serious conclusions in the draft report.*®*

(8) Counseling U.S. Clients on Avoiding Cash Reports

In addition to helping U.S. clients conceal their Swiss accounts from U.S. authorities,
some Credit Suisse bankers counseled U.S. clients on ways to avoid triggering the filing of
reports intended to disclose large cash transactions to the U.S. Treasury.

Credit Suisse told the Subcommittee that its internal investigation had found that it was
“not uncommon” for Swiss Relationship Managers to have advised U.S. clients on how to
structure large cash transactions involving their Swiss accounts in ways that would avoid the
automatic filing of Currency Transaction Reports (CTRs), which are triggered by transactions of
$10,000 or more.*®® To avoid the $10,000 reporting threshold, for example, a structured
transaction might break up a $15,000 cash transfer into two smaller cash transfers. For many
years, hg)svsvever, U.S. law has explicitly prohibited using “structured” transactions to evade CTR
reports.

The bank investigation performed a flow of funds analysis of its U.S.-linked accounts in
Switzerland and uncovered examples in which, according to the bank, it was “quite clear that
advice was given” by the Relationship Manager to the accountholder on how to structure
transactions to avoid triggering CTR reports, and “many more where you saw the behavior of the
RM giving instructions.”*®" The bank also identified documents showing Swiss Relationship
Managers “repeatedly volunteering” advice to U.S. accountholders that transactions over

%2 2006 “Draft CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and
Bahamas,” Credit Suisse Internal Audit, CS-SEN-00408716 (stated by Roland Ottiger, Sector Head, Internal Audit).
%3 See 8/31/2006 “CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and
Bahamas,” Credit Suisse Internal Audit, CS-SEN-00418830 (stating that, “he overall control environment was
generally found to be operating adequately,” with no mention of any evaluation of compliance with travel
restrictions or securities laws).

%4 See Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012),
PSI-CreditSuisse-11-000001, at 010).

%5 Subcommittee briefing by Credit Suisse (1/16/2014).

%6 See 31 USC § 5324 (providing that structured transactions undertaken to evade CTR filings can result in civil or
criminal penalties, including imprisonment for not more than five years and a fine of up to $250,000); 18 USC §
3571 (if the structuring involved more than $100,000 in a twelve month period or was performed while violating
another U.S. law, imposes double those penalties).

%7 Subcommittee briefing by Credit Suisse (1/16/2014).
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$10,000 would attract scrutiny, though the bank did not determine if that information then led to
the accountholders inappropriately structuring their cash transactions.**® The bank said that a
survey of a subset of Credit Suisse accounts found more than 20 examples in which banker
advice led to a series of transactions under $10,000, while a review of Clariden Leu accounts
produced between 10 and 20 examples of similar misconduct.**® The bank admitted that if more
accounts had been analyzed, more examples would likely have been identified.>® For example,
the bank interviewed one Relationship Manager who had a “standing order” to transfer amounts
just under $10,000, and who was aware that doing so was wrong.>"*

By advising U.S. accountholders to use structured transactions to avoid CTR reporting
obligations, some Credit Suisse bankers not only helped hide their Swiss accounts from U.S.
authorities, but may have also broken U.S. law.

(9) Supplying Credit and Cash Cards

Still another service offered by Credit Suisse was to employ third party service providers
to supply its U.S. customers with credit cards and travel cash cards that enabled them to secretly
draw upon the cash in their Swiss accounts. Credit Suisse explained to the Subcommittee that
U.S. clients with Swiss accounts could choose to obtain either a credit card or a travel cash card
(TCCs) which would be linked to their Swiss account and could be paid without leaving a paper
trail in the United States. TCCs were prepaid cards that allowed U.S. clients, among others, to
wire a certain amount of account funds from a bank account to the third party issuer of the card,
which then loaded the funds onto the card. The name of the client did not appear on the TCC,
though it did appear on the credit card.3"2

Credit Suisse told the Subcommittee that it provided TCCs starting in 2005, and ceased
offering them to SALN clients after spring 2007, and to Clariden Leu clients in late 2010 or early
2011.%™ The bank said that it was unable to provide the total number of cards that were used by
U.S. accountholders with Swiss accounts.*™* Client 1 told the Subcommittee that after
establishing a Swiss account at Credit Suisse in 2005, the bank offered to provide a credit card
that would be paid using the funds in the client’s undeclared Swiss account.®"

368 Id.
369 Id.
370 Id.
371 Id.
372 Id

%73 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 018.

$74 711212013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001, at 010
(“The Bank’s systems do not systematically flag accounts where the client uses a credit card or travel cash card
(“TCC”). ... We understand that the use of credit cards was not widespread among U.S. domiciled clients.”).
¥ Subcommittee interview of Client 1 (9/10/2013). Client 1 reported declining the card offer.
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(10) Misusing New York Office to Service Swiss Accounts

In addition to sending Swiss bankers on trips to the United States to recruit and service
U.S. clients with hidden Swiss accounts, Credit Suisse also misused its representative office in
New York to engage in those same activities, contrary to the restrictions in its license and later
triggering a criminal indictment of the head of the office for facilitating U.S. tax evasion.

New York Office Generally. In 1999, Credit Suisse first established the New York
Representative Office as part of the SALN desk in Switzerland. The office was located in New
York City. From its inception, it was staffed by one permanent employee, Roger Schaerer, a
U.S./Swiss dual citizen, and several administrative or temporary staff in training. Additionally, a
team of private bankers, focused on Latin American clients, joined the office from 2003 to
2005.%® Mr. Schaerer, who joined Credit Suisse in 1974, had risen up through the ranks as a
teller, private banker, and then head of the New York office.*”” He reported to Markus Walder,
head of SALN in Switzerland, and was overseen in part by the Credit Suisse compliance office
in Switzerland.*"®

Credit Suisse told the Subcommittee that the office was intended as an outpost of the
Swiss bank in New York, not to provide standard banking services, but to serve as a liaison with
clients seeking information from the bank, or Swiss customers traveling in the United States. A
2007 internal bank document described the function of the office in more blunt terms, in its
words, to “solicit new banking business.”*"® After ten years of operation, Credit Suisse closed
the office in 2009, and Mr. Schaerer returned to Switzerland.

License Restrictions and Misconduct. From 1999 until 2009, the New York
Representative Office, or the “Rep Office,” as it was known, was subject to regulation by the
Federal Reserve Bank of New York, as well as the New York State Banking Department,
recently renamed the New York Department of Financial Services. The New York
Representative Office was supervised by both agencies.®* Its licenses restricted the office from
performing a wide range of banking services that a bank would typically offer, allowing it to act

%76 12/22/2005 New York Representative Office, Federal Reserve Bank of New York Target Review, FRBNY to
DOJTAXCS 00066.

$77 See 1/2008 Credit Suisse Biographical Sketch of the Principal Officer, CS-SEN-00009786.

%78 See 6/21/2007 Credit Suisse, Rep. Office Coverage Review Report, CS-SEN-00011902, at 904. See also
12/13/2005 Credit Suisse Private Banking Representative Office, “Entry Letter Request for the Representative
Office Review of the Federal Reserve Bank of New York,” FRBNY to DOJTAXCS 00006, at 009 and 016
(describing how the head office, business line management, and compliance offices monitored and assessed the
Representative Office).

379 12/6/2007 Credit Suisse, “New York Representative Office Statement of Scope of Activities,” CS-SEN-
00011245.

%0 See, e.g., 1/8/1993 Memo from Federal Reserve Bank of New York Examiner-in-Charge, “Credit Suisse
Representative Office On-Site Examination,” FRBNY to DOJTAXCS 00157 [Sealed Exhibit]; 1/5/2006 letter from
Federal Reserve Bank of New York to Markus Walder and Roger Schaerer, Credit Suisse (transmitting examination
results of New York Representative Office), FRBNY to DOJTAXCS 00004; Banking Department State of New
York, License to Maintain a Representative Office (3/24/1999), PSI-NY SDFS-03-000024; Banking Department
State of New York, License to Maintain a Representative Office (5/13/2005), PSI-NYSDFS-03-000027. The
Banking Department State of New York is now called the New York State Department of Financial Services.
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only as a “liaison” for Credit Suisse AG, serving “primarily [as] a point of contact for clients and
prospects of Credit Suisse” and carrying out certain administrative functions.

In recognition of its licensing restrictions, the bank and the office maintained a “Rep
Office Statement of Scope of Activities” that constrained the types of client communications,
bank products, and bank services that the office was supposed to offer to the narrow range
permitted under its licenses.*®? The Statement made it clear that the office was not licensed to
give securities advice.®® It could solicit clients only for loans,*** not deposits.**® The Statement
also made it clear that Swiss banking secrecy laws covered all office activities related to any
client, despite the physical presence of the office in New York.

In 2005, New York banking regulators found that a team of Credit Suisse bankers
operating in New York to assist Latin American clients had violated the office’s licensing
restrictions by engaging in private banking activity and giving investment advice, which had
“been occurring for some time involving the representative office.”**” Both the New York State
Banking Department and the Federal Reserve Bank of New York told the Rep Office “that any
private banking activities, including solicitation of clients for private banking business, if
continued by the bank, must occur through a licensed branch or agency...[and] CS and its
counsel agreed to these restrictions.”**® In January 2006, the Federal Reserve Bank of New
York wrote to Credit Suisse that the objectionable conduct by the team of bankers had appeared
to have stopped.*°

%81 See 6/21/2007 Credit Suisse, Rep. Office Coverage Review Report, CS-SEN-00011902, at 903.

%2 See, e.g., 5/13/2005 Credit Suisse Rep Office Statement of Scope of Activities, CS-SEN-00539337 (“The Rep
Office is limited to engaging in representational and administrative functions, such as soliciting new banking
business and acting as liaison between any Credit Suisse branch worldwide and clients in the U.S. The Rep does not
have the authority to make any business decision for the account of the head office of Credit Suisse (the ‘Head
Office’), including contracting for any liability on the latter's behalf.”).

%3 12/6/2007 Credit Suisse, “New York Rep. Office of Credit Suisse U.S. Anti-Money Laundering Program,”
FRBNY to DOJTAXCS 00070, at 71 (“Under no circumstances may the Employees provide investment advice to or
solicit any securities transactions from prospective or existing clients of Credit Suisse.).

%4 1d.; see also 12/2005 Federal Reserve Bank of New York, New York Representative Office Targeted Review,
FRBNY to DOJTAXCS 0066, at 0068 (“CS NYRO may solicit loans for CS in principal amounts of at least
$250,000 and assist in applications for such loans ....”).

%5 See, e.g., 12/2005 Federal Reserve Bank of New York, New York Representative Office Targeted Review,
FRBNY to DOJTAXCS 0066, at 0067 (“The Rep solicits primarily banking business on behalf of CS and may also
solicit commercial banking transactions, however, this does not include deposits or deposit-type liabilities.”).

%6 See 5/13/2005 Credit Suisse, New York Representative Office Statement of Scope of Activities, FRBNY to DOJ
TAXCS 00017, at 20.

%7 See, e.g., 5/10/2005 New York State Banking Department Memorandum re Credit Suisse Representative Office —
Proposed Private Banking-Related Activities, PSI-NYSDFS-03-0008 [Sealed Exhibit]; 12/22/2005 New York
Representative Office, Federal Reserve Bank of New York Target Review, FRBNY to DOJTAXCS 00066 (“In
August 2003, a Latin American team was established within the CS NYRO acting as liaison between Credit Suisse
Private Banking and other business units of Credit Suisse Group (CSG), including giving investment advice to
clients. It was determined by FRBNY and NYSBD that such activities are impermissible at a Representative Office
(Rep Office).”) [Sealed Exhibit].

%8 5/10/2005 New York State Banking Department Memorandum re Credit Suisse Representative Office — Proposed
Private Banking-Related Activities, PSI-NYSDFS-03-0008 [Sealed Exhibit].

%89 1/5/2006 Letter and Report of Examination from the Federal Reserve Bank of New York to Markus Walder,
Credit Suisse, FRBNY to DOJTAXCS 00004.
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In 2009, Credit Suisse closed the office. Two years later, in February 2011, the U.S.
Department of Justice indicted the office head Roger Schaerer as well as three other SALN
bankers for assisting U.S. clients to evade U.S. taxes.**® The indictment alleged that Mr.
Schaerer, the named Credit Suisse bankers, and others had used the New York Rep Office to
“provide banking and investment services to U.S. customers with undeclared accounts.”***

Soliciting U.S. Clients to Open Swiss Accounts. Regulatory reports, the 2011
indictment, and the Subcommittee’s own inquiry provide a more detailed picture of how Credit
Suisse bankers misused the bank’s New York Rep Office to solicit U.S. clients to open large
dollar accounts in Switzerland without notice to U.S. authorities.

Despite the licensing restrictions on the New York Representative Office, Mr. Schaerer
appears to have routinely solicited U.S. clients to open Swiss accounts. Given his quarterly
reports to Swiss management on the estimated value of the accounts he referred to Switzerland,
and regulatory reports reflecting meetings with Mr. Schaerer, ** none of the monies appear to
have been in the allowable category of loans; rather, they all appear to be new deposits in
accounts, which were not allowed. In 2003, for example, he reported to regulators that the New
York Rep Office typically made yearly account referrals to Switzerland worth between $30
million and $40 million per year.**® By 2005, his average yearly account referrals had grown to
$40 to $45 million per year, with $60 million in referrals in the year 2005.%%

Documents reviewed by the Subcommittee, including weekly reports sent by the New
York Rep Office to Switzerland in 2007, suggest that the minimum account size had to be
$500,000 before the New York Rep Office would consider working with a prospective U.S.
client to establish a Swiss account.>®* In one email reviewed by the Subcommittee, a Dallas
banker inquired if 500,000 CHF would be an appropriate minimum threshold;*® in other
documents, the Rep Office noted that it had “several inquiries regarding opening an account (too
small).”**" Swiss accounts that were apparently opened for U.S. clients during November 2007
involved assets ranging from $500,000 to $5 million: “opening of new account for Susanne from
Chicago (>US$ 2 Mio [million])”;**® “contact with prospective client from Chicago (US$3 — 5

Mio)”;** “[o]pening of new account for Miachal (US$1 mio)™;** “opening of new account for

%% United States v. Parenti Adami et al., Case No. 1:11-CR-95 (E.D. VA) Indictment (2/23/2011) (The other named
defendants are Credit Suisse SALN relationship managers).
¥ See, e.g., id. at 1125, 44, 77.
%2 FRBNY and DOJTAXCS 00192 ("Since the RO does not have any clients and engages in very limited activities,
there is no virtually no formal reporting from the N to the head office. However, on a quarterly basis, the RO does
report the estimated value of the accounts he referred to Switzerland.”). [Sealed Exhibit].
%% FRBNY to DOJTAXCS 00159 (“In a typical year, the RO will make referrals worth between $30MM and
$40MM, including new accounts and additions to established accounts. The best year, in Mr. Schaerer’s experience,
generated referrals of nearly $60MM while 2002 will rank worst.”) [Sealed Exhibit].
** FRBNY and DOJTAXCS 00066, at 68 [Sealed Exhibit].
%95 12/17/2002 Federal Reserve Board of New York, Meeting Notes re Credit Suisse Private Banking Representative
Office, FRBNY to DOJTAXCS 00189, at 191.
%% See 9/9/2008 email from Frank Ramirez to Gerda David, “funds transfer,” CS-SEN-00084480.
%97 See 11/25/2007 Weekly Report — Rep Office New York, CS-SEN-00096327.
:zz See 11/18/2007 Weekly Report — Rep Office New York, CS-SEN-00096326.

Id.
400 See 11/25/2007 Weekly Report — Rep Office New York, CS-SEN-00096327.
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Michatil0 2(>US $500°000),”*** and “meeting with prospective client for SALN (>US$ 1-3
Mio).”

In 2008, it appears that Credit Suisse increased the minimum amount for a Swiss account
to $1 million. In a September 2008 email responding to a request by a Credit Suisse banker for
guidance in helping a U.S. client open a Swiss account, Mr. Schaerer wrote:

“It would be very helpful to let them know that we require a minimum of one million
Dollars to open the account. To make it easier for you to handle such e-mail inquiries, |
would recommend that you simply reply in a similar way our head office in Zurich does:
In order to know more about our accounts and services in Switzerland, please contact our
Representative Office in New York at (212) 238-5125. If they call we are happy to
explain what is possible and what is not.” **

None of these documents make any mention of loans, the financial activity expressly allowed
under the Rep Office’s licenses. Instead, these documents suggest that Mr. Schaerer was directly
involved with soliciting large bank deposits for accounts to be opened in Switzerland.

Other emails contain similar indicators. In one instance, a Credit Suisse private banker
based in Dallas emailed Mr. Schaerer with the following inquiry:

“I received another cold call-in from a gentleman in Houston. He says he has a partner
with a current CS account in Zurich, and that he wants one also. | told him we can not
deal with him directly, but that you handle this kind of situation for a US investor
wanting an account in Switzerland. He says he would also like a US account, and I will
have a team contact him about that.”

Mr. Schaerer responded: “Thanks ... I will get in touch with him.”*%*

On another occasion, Mr. Schaerer answered questions about the circumstances when
U.S. persons would have to provide tax information if they wanted a Swiss bank account. He
indicated that a Swiss account could be opened even if the U.S. client did not want to file a W-9
form with the bank disclosing the client’s status as a U.S. person. A Credit Suisse banker based
in the United States wrote:

“ [A Credit Suisse banker stationed in the United States] has asked me to follow up with
a local gentleman looking to set up an account in Switzerland. My understanding is that

he id4e(?5lly needs at least CHF 500,000...Will he need to provide a W-9 or US Tax
ID?”

Mr. Schaerer responded:

%01 See 12/2/2007 Weekly Report — Rep Office New York, CS-SEN-00096328.
402
Id.
%03 9/30/2008 email from Roger Schaerer to Peter Skoglund, “opening an account with credit Suisse,” CS-SEN-
00096543.
%04 1/24/2007 email from David Holmes to Roger Schaerer, “Prospect,” CS-SEN-00100092.
%%% 11/10/2006 email from Frank Villarreal to Roger Schaerer, “Referral,” CS-SEN-00099390, at 391.
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“If he intends to purchase US securities, he will need a W-9. If he plans to invest the
money in money market, European securities, time deposits, euro bonds in US$ or other
currencies, no W-9 is needed or US Tax ID is needed.”*%®

But in another email, Mr. Schaerer made it clear that he understood Credit Suisse was not
allowed to solicit U.S. clients to open accounts in Switzerland, and would not provide written
materials about opening those accounts. He also made it clear that he would be happy to speak
to prospective U.S. clients about those same Swiss accounts by telephone:

“We do not have any educational or promotional material we could provide to a US
person regarding accounts in Switzerland. We are not allowed to actively solicit or
promote offshore accounts from or out of the United States. However, if your client
wants to call me to learn more about what services can be offered out of Switzerland - he
can do that anytime. Please let me know if | can assist you in this regard.”*%’

For ten years, the New York Rep Office appears to have been focused on recruiting U.S.
clients to open Swiss accounts. According to weekly reports sent by the office to Switzerland,
most of its resources and time were spent on meeting with existing or prospective clients with
Swiss accounts. The reports indicate that the bulk of the office’s activity was spent on a
“meeting with client,” or “contact with client” or “visit of prospect,” whether in 2003,*® 2004,%
2005 or 2007.*"* When confronted with this evidence, however, Credit Suisse claimed to the
Subcommittee that it was only “on rare occasions” that the New York Rep Office acted against
bank policy by carrying out account requests of U.S. persons for their Swiss accounts, for
example, by “forward[ing] wire transfer instructions and check requests to relationship managers
in Switzerland on behalf of U.S. clients prior to its closure in January 2009.”4*?

Assisting Swiss Bankers Visiting the United States. In addition to its direct client
solicitation efforts, the New York Rep Office supported the Credit Suisse bankers who travelled
to the United States from Switzerland to solicit new Swiss accounts and service existing
American clients.

The bank reported to the Subcommittee that that “[w]hen Swiss-based employees of
Credit Suisse traveled to the U.S., some would notify the New York representative office in
advance of the trip, particularly if they intended to use the representative office’s facilities.”*"
The bank also reported:

“%1d. at 390.

%7 7/1/2008 email from Roger Shaerer to Chris Baldwin, “[blank subject line],”CS-SEN-00095655.

“%8 See, e.g., Weekly Report — Rep. Office New York (for weeks 12/1/2003 — 12/28/2003) CS-SEN-00009938 — 941.
9 See, e.g., Weekly Report — Rep. Office New York (for weeks 1/4/2004 — 2/1/2004) CS-SEN-00009933-937.

10 gee, e.g., Weekly Report — Rep. Office New York (for weeks 9/12/2005 — 10/30/2005) CS-SEN-00012130.

“1 See, e.g., Weekly Report — Rep. Office New York (for weeks 11/05/2007 — 12/2/2007) CS-SEN-00096325-328.
#12.12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 021.

13 12/2/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 013.
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“Swiss-based Credit Suisse employees who traveled to the U.S. often visited and
occasionally worked out of the New York rep office during their trips. These Swiss-
based employees did meet with their clients at the rep office on occasions and not at all
after 2006, but we cannot quantify the meetings as a systematic log was not maintained
for visitors to the office.”*!*

Although Credit Suisse asserted that no Swiss banker met with clients at the New York Rep
Office after 2006, other documentary evidence indicates that the meetings continued.*® These
meetings continued even after a 2006 New York Rep Office training presentation cautioned the
office that, “Internal Audit noted specific compliance related weaknesses in relation to traveling
activities and to CS Rep. Offices and recommended performing formal compliance reviews and
providing compliance training.”**®

Weekly reports maintained by the Credit Suisse New York Rep Office document
extensive efforts to support the SALN bankers traveling to the United States.**” The weekly
reports include bulleted lists of “client activities” and “visits/events,” of which half or more refer
to SALN clients or SALN Relationship Managers. References were also made to the “SWLN”
office, which was the name of the SALN office in earlier years.

Examples include “SWLN visiting the RO”; “SWLN and Roger [Schaerer] lunch with
PCF on Friday at CSFB [Credit Suisse First Boston] premises”;**® and “Susanne [Ruegg Meier,
a SALN banker,] in New York through Wednesday.”*** Other weekly reports show the New
York Rep Office helping to service SALN clients by, for example, “assisting client of SALN
(rates for loans and TD)™;*® “contact with clients of Susanne [Ruegg Meier] (wire
instruction)”;*** “meeting with SWLN client on Monday,”** “opening a new joint account for

client of Michele [Bergantino],”** and “dinner with client of SWLN.”*** Still other weekly

“41d. at 022.
15 See, e.g., 10/30/2007 Request to Use Office space of Rep. Office New York, by SALN banker Susanne Ruegg
Meier, CS-SEN-00010746 (Request form to use the Rep. Office New York as “working space,” signed by Susanne
Ruegg Meier in confirmation that “I her[e]by confirm that | have been informed and | am fully aware of the all the
rules, regulations and restrictions that govern the scope of activities of Credit Suisse New York Representative
Office and that I will be in full compliance.”); 11/5/2007 Request to Use Office space of Rep. Office New York, by
SALN banker Stanislas Lubomirski, CS-SEN-00010751 (same request form).
416 12/2006 U.S. Legal Affairs, Credit Suisse presentation, “Compliance Training: Rep. Office New York,” CS-
SEN-00081418, at 420.
7 See, e.g., 2/1/2004 Weekly Report — Rep. Office New York, CS-SEN-00009933-941 (including many references
to SALN Relationship Managers, such as “Susanne [Ruegg Meier]”, then head of SALN, and “Emanuel
[Agustoni]).”
18 1/25/04 Weekly Report — Rep. Office New York, CS-SEN-00009934.
19 12/7/2003 Weekly Report — Rep. Office New York CS-SEN-00009941.
%20 5/20/2007 Weekly Report — Rep. Office New York, CS-SEN-00012647, at 648.
21 1d.; See also, e.g., 4/15/2007 Weekly Report — Rep. Office New York, CS-SEN-00012647 (“Contact with client
of Werner [Luscher] (will travel to Zurich in June)”, “Meeting with client of SALN (retention, social contact),”).
%22 2/1/2004 Weekly Report — Rep. Office New York, CS-SEN-00009933. While Credit Suisse redacted the last
names of Relationship Managers, it represented to the Subcommittee that most Relationship Managers referenced in
the weekly reports were SALN Relationship Managers. Subcommittee briefing by Credit Suisse (1/16/2014). The
402r;|y SALN Relationship Manager with the first name Michele is Michele Bergantino.

Id.

424 1/25/04 Weekly Report — Rep. Office New York, CS-SEN-00009933, at 034.
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reports show the New York Rep Office soliciting American clients to establish Swiss accounts
using information supplied by SALN bankers. For example, the weekly reports list “visit[ing] of
prospect (SWL) in Ridgefield Connecticut on Sunday,”*** and “follow[ing] up with prospective
client of Susanne [Ruegg Meier].”** The SALN bankers apparently appreciated the support, as
shown by one SALN banker, Marco Parenti Adami, who wrote in in his travel notes: “Visit to
the Rep of Miami with [redacted] we discussed how to collaborate more and better and one idea
was to have a plaquette of SWLN2 sent to all the people at the Rep. Offices.”**’

Offering Tax and Accounting Advice. In addition to soliciting clients directly and
supporting the SALN bankers visiting from Switzerland, the New York Rep Office also, on
occasion, seems to have offered advice on complex tax, accounting, and estate planning issues
related to U.S. clients with Swiss accounts.

The weekly reports indicate, for example, that the New York Rep Office “assist[ed]
accountant of SWLN [later renamed SALN] client, assist[ed] estate lawyer of client of Susanne
[Ruegg Meier],”*?® “assist[ed] client of Enrique [Jacoby] with his taxes,”**° “contact[ed] client
of Emanuel [Agustoni] re: estate planning,”*° and “assist[ed] client of Enrique re: W8-BEN,”**
a U.S. form used when an account is opened by one person on behalf of another and asks for the
identity of the account’s beneficial owner. While it was not illegal for the New York Rep Office
to help liaise and communicate with clients, if such assistance and communication was in
furtherance of undisclosed U.S. accounts, then the New York Rep Office may have been
facilitating U.S. tax evasion.

Under the direction of Mr. Schaerer, the Credit Suisse New York Representative Office
provided an ongoing U.S. presence for Credit Suisse efforts to assist U.S. clients to open
undisclosed accounts in Switzerland.

(11) Servicing U.S. Clients in Switzerland

Credit Suisse bankers that travelled to the United States encouraged their American
clients to visit them in Switzerland,*** where clients could engage in activities without creating a
paper trail that could betray the secrecy of their Swiss accounts. Swiss bankers assisted U.S.
clients visiting in person to review account statements that were not mailed to the United States;
engage in financial transactions such as buying or selling securities; execute funds deposits,
transfers, or withdrawals; or complete forms indicating how their accounts should be handled.

%25 12/7/2003 Weekly Report — Rep. Office New York CS-SEN-00009933, at 941.

426 12/28/2003 Weekly Report — Rep. Office New York, CS-SEN-00009933, at 938.

%2710/12/2005 Travel Report Summary from “RM20SH” [identified by Subcommittee as Marco Parenti Adami],
CS-SEN-00081881.

428 12/7/2003 Weekly Report — Rep. Office New York CS-SEN-00009933, at 941.

%291/412004 Weekly Report — Rep. Office New York, CS-SEN-00009932, at 937.

%%01/4/2004 Weekly Report — Rep. Office New York, CS-SEN-00009933, at 937.

%31 12/21/2003 Weekly Report- Rep. Office New York, CS-SEN-00009933, at 939.

*32 See, e.g., 3/15/2006 Credit Suisse memorandum from RMO2 Senior [identified by Subcommittee as Michele
Bergantino] to “RM29 RH” [identified by Subcommittee as Markus Walder], CS-SEN-00081867 (stating that
“goals” for travel were to “motivate clients to come to Zurich more often (D-0025)”). D-0025 was the code for
bank’s internal U.S. Persons Policy, issued in 2002, which laid out restrictions for dealing with U.S. clients.
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These in-person meetings offshore avoided the jurisdiction of the SEC, which requires that
investment advice going into the United States be provided by a licensed broker-dealer. No
Credit Suisse Swiss bankers were licensed by the SEC,*® so when their clients were outside of
the United States, Swiss bankers were able to dispense investment advice and solicit securities
transactions without legal consequences.

To make it convenient for U.S. account holders traveling to Switzerland, the bank
maintained a full-service office at the Zurich airport. As explained earlier, this office was
referred to by a code name, “SIOA5.” By 2008, the Zurich airport office had more U.S.-linked
accounts than any other Swiss office, servicing more than 9,400 U.S. customers with accounts
containing a total of 1.1 billion CHF.**

The airport office was created in 2006, when Credit Suisse decided to move two desks in
its Zurich headquarters — one which was servicing predominantly U.S. resident clients and the
other which was serving a mix of international wealthy clients, including U.S. residents — to the
airport.** The bank explained that the reason for the move was “to offer better client service for
a broader range of clients and have appropriate contacts at the airport for walk-ins.”*** Brady
Dougan, Credit Suisse’s CEO, told the Subcommittee that the airport office was needed because
many U.S. clients traveled to Switzerland to go skiing, and after arriving at the airport, desired to
continue traveling directly to a ski resort without going into the city of Zurich to take care of
banking business.**” Unlike many banking kiosks or ATMs servicing travelers at airports, which
offer only currency changes or limited withdrawals, the Zurich airport office offered the “full
range of banking services” of Credit Suisse.**®

The U.S. desk at the airport office was open for three years, from 2006 to 2009. During
those three years, the airport office serviced both existing accounts as well as opened new
ones.**® U.S. accountholders also traveled to other Swiss offices of Credit Suisse, besides the
Zurich airport, to service their accounts.

The Subcommittee interviewed several former Credit Suisse clients who live in the
United States, but travelled to Switzerland to transact business involving the clients’ then-
undeclared Swiss accounts. All four clients subsequently entered the IRS Offshore Voluntary
Disclosure Program and paid back taxes, interest, and penalties in connection with using their

“33 Credit Suisse had a Zurich-based, SEC-licensed broker/dealer, called Credit Suisse Private Advisors. The
conduct of those employees is not the focus here.
%% Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.
%% 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
ggnclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000001, at 017.

Id.
“7 Subcommittee interview of Brady Dougan, Credit Suisse (12/20/2013).
438 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000001, at 019.
¥ From 2006 to 2009, overall, Credit Suisse opened 317 new Swiss accounts for U.S. residents; during the same
period the assets in those accounts increased at a much greater pace. The Assets under Management of U.S. resident
CIFs more than doubled, from $253 million to $588 million, during the three years the airport desk was open. See
12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and Conclusions
from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000001, at 018-19.
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accounts to evade paying U.S. taxes. The following information was provided during those
interviews.

Client 1. Client 1 established an undisclosed account at Credit Suisse in 2005. Client 1
also had undisclosed accounts at FirstCarribbean International Bank Ltd., UBS, Raiffeisen
Zentralbank Austria AG, Bank Austria, and, later, Wegelin & Co. In 2008, Client 1’s total
offshore assets exceeded $7 million,** of which about $2.6 million was in a Swiss account at
Credit Suisse.**" At Credit Suisse, Client 1’s banker was Michele Bergantino for most of the
time the account was held at the bank. When Client 1 initially opened the account at Credit
Suisse, the bank set forth instructions for the manner in which it would conduct business once
the account was open: Credit Suisse would not send Client 1 any mail; Credit Suisse would
allow in-person viewing of account statements; and Client 1 should send any account
instructions to Credit Suisse via a courier. After 2008, Credit Suisse became more restrictive in
its rules for clients communicating with the bank. Mr. Bergantino explained that Client 1 should
not contact Credit Suisse from the United States, and was “very serious” that any fax should be
from a non-U.S. area code.

In order to tend to the Credit Suisse account, Client 1 usually travelled to meet Mr.
Bergantino in Switzerland on an annual basis. Typically, Client 1 informed Mr. Bergantino, in
advance of the trip, of plans to visit Switzerland. At each visit, upon arriving at the bank, Client
1 met a Credit Suisse employee in the lobby. When they took an elevator to another floor, Client
1 observed that the elevator had no buttons and was controlled remotely. A bank representative
then escorted Client 1 to a nondescript meeting room, painted white, to meet with Mr.
Bergantino, instead of meeting in Mr. Bergantino’s office. As was the usual practice, Client 1
viewed the account statements, and then discussed their contents with Mr. Bergantino. Mr.
Bergantino then offered Client 1 additional financial products. At the close of each visit, Client
1 signed an order to destroy the account statements that had been reviewed. Whenever Client 1
was visiting the bank, Credit Suisse offered an opportunity to withdraw funds in cash, though
Client 1 did not recall ever doing so.

Client 2. The Subcommittee interviewed the spouse of a former Credit Suisse
accountholder; the spouse interviewed by the Subcommittee is referred to as Client 2. Client 2’s
spouse inherited undeclared accounts in Switzerland and took sole control of those accounts.**?
Client 2 was aware that the spouse had three undeclared accounts in Switzerland at Credit Suisse,
UBS, and a third bank. At its highest point, the account at Credit Suisse was worth
approximately $5 million; adding the other two Swiss accounts created an aggregate high
balance of approximately $7 million.

Client 2’s spouse never used written correspondence with the Swiss bankers, instead
communicating only through verbal, in-person discussions. In a 2003 trip, Client 2 traveled with
the spouse to Switzerland, where they met with Credit Suisse bankers to discuss the account.
They had lunch with their Credit Suisse banker, who worked out of the Basel, Switzerland

%0 05/09/2011, Amended 2008 Report of Foreign Bank and Financial Accounts (IRS FBAR) for Client 1, PSI-
[Client 1]-06-000154, 155 [Sealed Exhibit].

“L1d. at 154.

2 Subcommittee interview of Client 2 (May 18, 2012).
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office.**® The banker brought documents in hard copy to show the spouse, and they discussed
the account activity. Client 2 left the lunch with the impression that it was not appropriate to
keep any documents because it would have created a paper trail. The next day, Client 2 and the
spouse had lunch with their UBS private banker and, again, reviewed but did not keep paper
account statements. While Client 2 did not witness funds ever being provided to the spouse
during such trips to Switzerland, Client 2 was aware that both Credit Suisse and UBS bankers
gave cash to the spouse to bring back to the United States.

In 2009, Client 2 traveled to Switzerland to withdraw funds from the accounts and
instructed the banks to wire the funds to another foreign country. At Credit Suisse, Client 2 met
with the same banker as before to withdraw the funds. In 2009, Client 2’s visits with both Credit
Suisse and UBS bankers had a different tone, and they conversed about how the era of Swiss
banking was coming to an end.

Client 3. Client 3 held undisclosed accounts at Credit Suisse and UBS.*** Client 3
opened the Credit Suisse account in 1999, with $1.1 million, eventually transferred the UBS
assets into it, and by 2008, the Credit Suisse account held assets worth approximately $3.05
million. One of the UBS accounts was located in Geneva, and a second UBS account, as well as
the Credit Suisse account, was located in Kreuzlingen, Switzerland. The accounts held mostly
cash and some stocks in German companies, but no U.S. securities. Client 3 did not
communicate with Credit Suisse by telephone or mail, and the account was charged fees for the
“retained correspondence” policy.*** Client 3 had only in-person meetings with bankers at
Credit Suisse which occurred roughly every 18 months. They always met at the bank. Client 3
withdrew cash in euros, typically under the equivalent of $5,000, while at the bank. Client 3 also
directed purchases or sales of securities during the in-person meetings.

Client 4. Client 4 held an undisclosed Swiss account at Credit Suisse that, at its highest
point, held over $560,000.**° The account was established when Client 4 received a gift of gold,
and continued to keep the physical gold in custody at the bank. The account then continued in
existence for years. Client 4 added funds to the account over time, noting they were after-tax
funds, but still did not report the account to the IRS, or the income that was earned on the
account, which was as high as $19,000 in one year. Client 4 made a personal visit to Credit
Suisse in Switzerland in-person roughly every other year to stay apprised of the account.

While Client 1’s Swiss relationship manager for the account was in SALN, the
relationship managers for Clients 2, 3, and 4 were not at SALN. All four clients entered the IRS
Offshore Voluntary Disclosure Program.

“31d. (relying on account statements that identified the Basel office).

“4 Subcommittee interview of [Client 3] (5/23/2012).

5 See 9/14/2009 Credit Suisse ad hoc account statement (126.67 in charges for retained correspondence), at PSI-
[Client 3]-01-000611 [Sealed].

8 See PSI-[Client 4]-01-0001-006 [Sealed].
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D. Corporate Actions Contributing to Improper U.S. Cross Border Business

Credit Suisse corporate actions contributed to the bank’s extended involvement with
banking practices that encouraged U.S. customers to establish hidden Swiss accounts. The
overly restrictive manner in which Credit Suisse defined the class of U.S.-linked accounts, its
failure to implement its policy to concentrate those accounts in a single Swiss office, and its
restricted approach to oversight of those accounts, as well as the way in which it approached
solving the problem of non-compliance, were symptomatic of the bank’s view of U.S. tax
obligations and the bank’s culture. By and large, the departments and employees at the bank
who were responsible for U.S. accounts and associated compliance were Swiss. Swiss bank
culture saw Swiss bank secrecy as paramount. When the bank began to establish programs to
ensure that its U.S. accountholders were complying with U.S. laws, it proceeded cautiously and
acted incrementally, starting with a narrow category of U.S. clients whose accounts were subject
to disclosure under the Qualified Intermediary (QI) program, which the bank had joined in 2001.

Credit Suisse initially reviewed only accounts opened by U.S. residents with U.S.
securities because those were subject to the QI Program and focused on compliance with U.S.
securities laws. Later, the bank reviewed accounts opened by offshore entities with U.S.
beneficial owners; then all accounts opened by U.S. residents; and finally all accounts opened by
U.S. nationals living outside of the United States. The account reviews were carried out through
iterative projects. Exceptions were permitted, as were delays. Many of the projects unfolded
over years, and some ended without completing the review of all relevant accounts. It was not
until the UBS scandal broke and the bank itself came under scrutiny by the U.S. Department of
Justice that its review intensified and led to the closure of thousands of undeclared Swiss
accounts. Credit Suisse’s General Counsel, Romeo Cerutti, acknowledged to the Subcommittee
that the bank could have taken a better approach to reviewing U.S. accounts in its Swiss
branches.**’

(1) Defining U.S. Persons in Ways that Excluded Key U.S. Taxpayers

One of Credit Suisse’s policy failures was an overly restrictive definition of “U.S.
Person” that excluded key groups of U.S. taxpayers. Because this definition was connected to
many other bank policies and compliance efforts, it contributed to the bank’s involvement with
undeclared Swiss accounts that U.S. clients used to evade U.S. taxes.

Since at least 2002, Credit Suisse has maintained an official policy on opening Swiss
accounts for and providing banking services to U.S. customers, called the U.S. Persons Policy.**

“7 Subcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014).

8 See 11/26/2002 Credit Suisse Financial Services Directive, “Bank relationships with US Persons, US Taxpayers
and EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US Person
Directive”), CS-SEN-00465963; 1/1/2007 Credit Suisse Policy, “Bank relationships with US Persons, US Taxpayers
and EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US Person
Directive™), CS-SEN-00081934 (Version 1.0, replaces D-0025 Version 1.0 of 11/26/2002); 5/19/2008 Credit Suisse
Policy, “Bank relationships with US Persons, US Taxpayers US EAMs, and non-EAMSs with US persons and/or US
Taxpayers clients (“US Person Policy”),” (Version 2.0, replaces P-00025 Version 1.1 1/1/2007), CS-SEN-
00082026; 4/17/2012 Credit Suisse Policy, “Relationships involving US Persons and US Taxpayers,” CS-SEN-
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The U.S. Persons Policy defined several categories of customers who qualified as “U.S.
Persons,” as well as setting out the obligations that attach to opening accounts for those
categories of customers. Prior to 2012, Credit Suisse defined “U.S. persons” more narrowly than
U.S. tax law, including only: U.S. residents, partnerships or LLCs if organized under U.S. law,
and trusts and estates if any trustee or executor was a U.S. resident.**® According to the bank,
the definition concentrated on U.S. residents, because the policy “focuse[d] on compliance with
U.S. securities law.”*° That narrow definition excluded significant numbers of U.S. taxpayers,
including U.S. nationals who were not resident in the United States and U.S. beneficial owners
of non-U.S. legal entities, both of which comprised a significant number of Swiss accounts and a
large amount of assets in the Credit Suisse U.S. cross-border business. In addition, the policy
made an “important exception” for assets of U.S. persons that were “managed by non-US
financial intermediaries on a discretionary basis,”*** allowing an American residing in the United
States to be considered a “non-US person” by Credit Suisse if their assets were managed by a
foreign intermediary.

At the same time, the Credit Suisse U.S. Persons Policy separately defined “US
taxpayers” to include “not only US persons, but also US citizens and US greencard holders,
wherever they reside and regardless of whether they have granted a discretionary mandate, as
well as many non-US trusts with non-US trustees but US beneficiaries.”*** Despite that broader
definition, the bank’s internal policies regarding tax compliance generally were triggered only if
the client was a “U.S. person” under its policy, meaning a U.S. resident, as opposed to a “U.S.
taxpayer.”*>*

It was not until 2012 that the bank’s policies were changed to explicitly place restrictions
on banking services that could be offered to U.S. nationals who were not living in the United
States, but nevertheless had U.S. tax obligations.*** It was also when the bank’s policy for the
first time began including a dual U.S. citizen, meaning a person who held citizenship in more

00432317 (Version 3.0, replaces P-00025 version 2.0 of 5/19/2008; and replaces LC-00014 version 2.0, dated
4/23/2009).

%49 11/26/2002 Credit Suisse Financial Services Directive, “Bank relationships with US Persons, US Taxpayers and
EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US Person Directive”),
CS-SEN-00465963, at 964; see also at 4/17/2012 Credit Suisse Policy, “Relationships involving US Persons and
US Taxpayers,” CS-SEN-00432317, at 344 (“US person: Any US person for US securities law purposes.”).

0 Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012), PSI-
CreditSuisse-11-000001, at 006.

%1 11/26/2002 Credit Suisse Financial Services Directive, “Bank relationships with US Persons, US Taxpayers and
EAMs that are located in the US or have clients who are US persons and/or US Taxpayers (“US Person Directive”),
CS-SEN-00465963, at 964.

2 |d. at 966.

%53 See, e.g., 11/26/2002 Credit Suisse Financial Services Directive, “Bank relationships with US Persons, US
Taxpayers and EAMs that are located in the US or have clients who are US persons and/or US Taxpayers, CS-SEN-
00465963, at 965-966 (setting out in part 5 “permissible accounts, services and contacts with US persons™);
1/1/2007 Credit Suisse Policy, “Bank relationships with US Persons, US Taxpayers and EAMs that are located in
the US or have clients who are US persons and/or US Taxpayers (“US Person Directive”), CS-SEN-00081934, at
937-939 (setting out in part 5 “permissible accounts, services and contacts with US persons”).

%% See 4/17/2012 Credit Suisse Policy, “Relationships involving US Persons and US Taxpayers,” CS-SEN-
00432317.
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than one country, within its definition of a U.S. taxpayer.**> To implement that policy change, in
2012, the bank started to ask prospective clients if they were dual citizens, and added two lines
on its bank application for two nationalities.**®

Credit Suisse’s overly narrow definition of “U.S. Person,” which focused on U.S.
residents and excluded key categories of U.S. taxpayers with Swiss accounts, contributed to the
bank’s compliance failures, including the opening of Swiss accounts that should have been but
were not disclosed to U.S. authorities.

(2) Ignoring Concentration Policy

Since 2002, Credit Suisse’s policy was that “all new bank relationships with US Persons
... are to be opened within, managed and monitored by the dedicated US Center of Competence
in Zurich or Geneva,”**" meaning the SALN desk. This “concentration” policy was intended to
ensure that U.S. accounts were overseen by Swiss bankers with specialized training in U.S. legal
and regulatory requirements.*® This policy, however, was largely ignored.

As described earlier, Credit Suisse permitted so many exceptions to the concentration
policy — both explicitly in written policies and acknowledged in practice — that, by 2008, over
1,800 Swiss bankers were handling one or more U.S. clients. The U.S. Persons Policy
contributed to this practice by excluding U.S. nationals residing outside of the United States from
its definition of “U.S. person,” which meant the concentration policy did not apply to them and
their accounts did not have to be opened at SALN.

The result was that, despite the bank’s concentration policy, U.S.-linked accounts were
not concentrated in SALN. As indicated in the charts below, in 2008, only 9 percent of U.S.-
linked CIFs and 24 percent of the related assets under management were handled by SALN.*®
Other U.S.-linked accounts were handled by a variety of Swiss offices within the bank. The
business area called Private and Business Banking Switzerland (P&BB), which was the retail
banking business in Switzerland, held 28 percent, or over 6,700 U.S.-linked CIFs in Switzerland,
with 1.8 billion CHF in assets, representing about 19 percent of the U.S. cross-border assets in
Switzerland.*®® At the time, the head of the P&BB business was Hans-Ulrich Meister, currently

%% See 4/17/2012 Credit Suisse Policy, “Relationships involving US Persons and US Taxpayers,” CS-SEN-
00432317, at 344.

¢ Subcommittee briefing by Credit Suisse (11/7/2013).

**7 11/26/2002 Credit Suisse Financial Services, “Bank relationships with US persons, US Taxpayers and EAMS
that are located in the US or have clients who are US Persons and/or US Taxpayers (“US Person Directive,”),” CS-
SEN-00465963, at 967.

%58 |d.; see also Credit Suisse, P-00025 Policy, “Bank relationships with US persons, US Taxpayers and EAMs that
are located in the US or have clients who are US persons and/or US Taxpayers (“US Person Policy”),” CS-SEN-
00081934, at 940 (“Section 8.1. Switzerland: Concentration of US Person clients”).

%59 Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426118, at 134 (9% = 2,242
U.S.-linked CIFs, not including CSPA / 23,436 total U.S.-linked CIFs in Switzerland, excluding CSPA).

“%0 Subcommittee briefing by Credit Suisse (10/29/2013) (Agnes Reicke) (discussing CS-SEN-00426118, at 134).
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the co-head of the entire Private Bank. Another Swiss office, Clariden Leu, Credit Suisse’s
subsidiary private bank, held nearly 2,000 U.S.-linked CIFs with 1.8 billion CHF.**

All U.S.-Linked CIFs by CS Swiss Desks

2,242

B SALN (not CSPA)
O P&BB CH

@ PB EMEA

M PB Asia

OPB IS&P

& Other

OClariden Leu

All U.S.-Linked Assets by CS Swiss Desks
(Billion CHF)

B SALN (not CSPA)
O P&BB CH

B PB EMEA

MW PB Asia

OPB IS&P

@ Other
OClariden Leu

Source: Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426290, at 306.

“81 Credit Suisse presentation, US Project — STC #1, Zurich (8/19/2008), CS-SEN-00426118, at 134.
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As depicted above, even larger concentrations of U.S. cross border clients existed in other
Swiss offices. Again, despite the concentration policy that called for sending U.S.-linked
accounts to the SALN desk, Credit Suisse maintained another desk in Zurich that serviced
“predominantly U.S. resident[s].”**® That desk reported to the bank’s European, Middle East
and Africa (EMEA) business area, not the Americas. In 2006, it serviced over 7,600 U.S.
resident clients with $253 million in assets.*®® Still another desk, which serviced “mixed
international clients,” was also in the EMEA business area, and serviced nearly 1,800 U.S.
resident clients with $374 million.*®* Both desks had been formed in 2003, at least a year after
the SALN concentration policy was formalized. In 2006, the two desks were combined into a
single desk at the Zurich airport, still under the EMEA business area. While most bankers
moved to the airport office, several remained at Credit Suisse headquarters in Zurich office and
were permitted to retain their higher-value U.S. resident clients.

When asked why these offices were allowed to open Swiss accounts for U.S. clients
despite the concentration policy, the bank told the Subcommittee that it considered the airport
office, and its predecessors, as “special desks,” and viewed the account size, which was smaller
on average than SALN accounts, as the key feature for defining the appropriate booking location
for the accounts.*®® It appears that the nature of the account holders as American, and the
compliance enhancements that would be triggered by booking the accounts at SALN, were not as
important as those considerations.

In May 2009, three years after the U.S. private banker team had moved to the Zurich
airport office, and which by then had nearly 10,000 U.S. clients -- more than any other Swiss
office — the airport office was transferred into SALN.“®" The bank called this transfer, Project
Quick-Win.*®® The transfer was one of the few actions taken by the bank to enforce its
concentration policy.

Even in the last few years, however, the bank has continued to allow numerous
exceptions to its concentration policy for U.S.-linked accounts.*®® For example, for
“Affluent/HNWI [High Net Worth Individual] clients,” the bank’s default rule was: “Clients to
be covered by respective BA [Business Area] responsible for domicile.” That meant affluent
U.S. clients should have been directed to offices within the Americas business area, including
SALN. But as mentioned earlier, exceptions were permitted for “selected PBS [Private Bank
Switzerland] and PB EMEA locations,” whose bankers were allowed to open accounts for U.S.
clients as a “side business.”*"® Side business for “Ultra High Net Worth Individual” clients was
also allowed, without restriction, for other business areas.*”* Additionally, exceptions were

%62 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and

Conclusions from Credit Suisse’s Internal Investigation, at PSI-CreditSuisse-54-000001, at 018.
463
Id.

%64 1d. (subtracting the number of U.S. resident clients of the top chart from the bottom chart).

5 1d. at 017.
%66 Subcommittee briefing by Credit Suisse (1/16/2014) (Agnes Reicke).
467
Id. at 019.
*%8 CS-SEN-00455224, at 231.
%69 See 3/31/2010 presentation slides, “Coverage Rules for Swiss Banking Platform,” CS-SEN-00419952.
9 1d. at 953.
471 Id
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allowed for family members and for “RMs with business case.”*’? And, “case-by-case
exceptions of any rule can be granted by dual approval of RMs line manager and Market Leader
at top management level.”*"

Credit Suisse’s poor implementation of its concentration policy allowed U.S. client
accounts to be opened throughout the bank’s Swiss offices, without the U.S. regulatory expertise
and consistent oversight that the concentration policy was supposed to provide.

(3) Restricting Oversight of U.S.-Linked Accounts in Switzerland

A third key corporate failure was the bank’s decision to subject Swiss accounts opened
for U.S. clients to monitoring by solely Swiss personnel and to exclude U.S. personnel who were
not only more familiar with U.S. requirements, but also more culturally attuned to U.S.
expectations regarding disclosure of account information.

As explained earlier, because the accounts for 22,000 U.S. customers were opened in
Switzerland and subject to Swiss secrecy laws, Credit Suisse gave responsibility only to risk
managers, compliance officers, and auditors who were based in Switzerland to monitor the
accounts. U.S. managers in charge of Private Bank Americas were rarely informed about or
given access to risk management, compliance, or internal audit data related to the U.S.-linked
accounts in Switzerland.*”* Moreover, Legal and Compliance personnel in the United States,
who were part of the Private Bank Americas business area, had little if any control or
communications with the personnel in Switzerland directly overseeing the U.S. Cross Border
program.*”> Only in the past year did Credit Suisse appoint an employee in the United States to
track risk and compliance issues with respect to U.S. linked-accounts in Switzerland.*® Still
another problem was the Swiss Internal Audit department failed to identify serious compliance
problems in the SALN and New York Representative offices, and even when they sent their
work to U.S. compliance personnel, the U.S. personnel were not familiar with the issues.*’’

The monitoring of U.S.-linked accounts in Switzerland, including of account opening
approvals per location within Switzerland, was carried out by the Swiss Business Risk
Management Group.*’® Normally, monitoring reports they produced were not shared with U.S.
personnel and the bank could identify only one instance in which a monitoring report was shared
with any American-based manager.*”® The reports were produced under a bank policy that

72 See id. at 954; see also Subcommittee interview of Agnes Reicke, Credit Suisse (10/29/2013).

473 3/31/2010 presentation slides, “Coverage Rules for Swiss Banking Platform,” CS-SEN-00419952, at 954.

4 See Subcommittee interview of Hans-Ulrich Meister, Credit Suisse (9/24/2013).

*7> See Subcommittee interview of Colleen Graham, Credit Suisse (12/5/2013).

4% Mr. Stephen Paine, Head of Policy and Training within Legal and Compliance.

7 See Subcommittee interview of Colleen Graham, Credit Suisse (12/5/2013) (did not recall the SALN audit for
years 2006 and 2009).

478 See 3/30/2007 email from Peter Oberhansli to Anthony DeChellis, and others, “Risk Country: Yearly Review
2006,” CS-SEN-00409535, attaching 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006.

49 |d.; Subcommittee interview of Agnes Reicke, Credit Suisse (11/07/2013); Subcommittee interview of Colleen
Graham, Credit Suisse (12/5/2013) (stating that she never saw any Market Management materials that reported the
booking location of U.S. accounts, other than where the booking location was in the United States). Mr. Cerutti
explained, however, that if Mr. DeChellis had been physically present in Switzerland and made a request for that
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required regular monitoring of the desk locations of U.S. accounts, as well as certain other “risk
countries.” Starting in 2003, the “primary goal of the risk country review” was to “ensure proper
risk management, increase the overall market purity, and define actions if necessary,” including
for U.S.-linked accounts.*® The term, “market purity,” was used to evaluate whether clients of a
particular nationality were, in fact, being referred to the Swiss office designated as the “Center of
Competence” for that nationality under the bank’s concentration policy.

The Swiss Business Risk Management Group conducted this monitoring on a yearly
basis*®! until approximately 2007, and then on a quarterly basis.*®*> Their monitoring reports
were circulated among Swiss offices, **® but normally were not sent to anyone in the United
States.*®* Swiss managers, compliance personnel, and other employees regularly received the
reports and were thus aware of the volume of U.S.-linked accounts, the assets under management
associated with those accounts, the location of those accounts, and the level of exceptions that
were made in order to service U.S.-linked accounts. U.S. managers did not receive the reports
and were subsequently left uninformed.

The chart tracking “market purity,” below, provides a snapshot of where Credit Suisse
had booked Swiss accounts for U.S. resident clients in 2006.%% It shows that only about 15
percent of U.S. clients were at the “country desk,” or SALN, while 71 percent were at desks that
received “Special Approval,” that is, a blanket approval to book the U.S. resident client at a
“special desk,” like at the airport office.**® Another 10 percent of U.S. resident clients had
“Exception Approval,” meaning that they were permitted to be booked at a non-SALN desk on a
case-by-case basis. Finally, another 3 percent had no approval, blanket or otherwise, to be
booked outside the SALN desk, which meant that a Swiss banker had booked the account in a
location outside the policy requirements and outside the policy exceptions without receiving
sign-off from any superior.

report to Swiss staff, there would not have been a basis to deny him access to the report. Subcommittee interview of
Romeo Cerutti, Credit Suisse (1/15/2014).

%80 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006, CS-SEN-00409537, at 538; see also
Subcommittee interview of Agnes Reicke, Credit Suisse (10/29/2013).

#81 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006, CS-SEN-000409537, at 538 (“P-00027
(RC) requires BRM [Business Risk Management] / CoC [Center of Competence] to yearly present an overview of
all Risk Country relationships managed outside country desks.”).

“82 From 2003 — 2007, annual reports were produced, and since that time quarterly reports were produced.
Subcommittee interview of Agnes Reicke, Credit Suisse (11/07/2013).

%83 See 3/30/2007 email from Peter Oberhansli to Anthony DeChellis, and others, “Risk Country: Yearly Review
2006,” CS-SEN-00409535, attaching 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006.

“84 Subcommittee interview of Agnes Reicke, Credit Suisse (11/07/2013).

“85 Though this document does not specify that the U.S. accounts are of U.S. residents, the number of U.S. CIFs
here, 14,536, is very close to 14,967, the number of U.S.-resident CIFs the bank has identified to the Subcommittee
as having existed in 2006.

“® Subcommittee interview of Agnes Reicke, Credit Suisse (11/07/2013).
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Source: 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006, CS

This chart shows that Swiss risk managers, as well as all the Swiss employees who
received their reports, were well aware in 2006, that U.S. clients were not concentrated at SALN,

but spread out through the bank’s Swiss offices. As the Business Risk Management Group

concluded, for U.S. resident account holders, “Market purity is still insufficient with regard to
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the business risk involved.”*®” The Group reached this conclusion even without including in the
chart all of the thousands of U.S.-linked accounts opened by U.S. nationals residing outside of
the United States, by offshore entities with U.S. beneficial owners, and by U.S. clients using
Clariden Leu. Further, no evidence suggests that anyone in the bank used the 2006 risk data to
strengthen implementation of the concentration policy with respect to U.S.-linked accounts in
Switzerland.

The bank’s Internal Audit Group had an equally ineffective record. Credit Suisse’s
Internal Audit Group had offices in both Switzerland and New York, but the U.S.-linked
accounts in Switzerland were placed under the sole purview of the Swiss internal audit office.
Internal audits conducted of Swiss offices that established and serviced U.S.-linked accounts
repeatedly failed to identify misconduct or compliance failures related to those offices. Notably,
the Swiss audit team conducted audits of the SALN office in 2006 and 2009.%®® In 20086,
auditors initially identified multiple, serious repeat issues in the SALN office.*®® The draft rating
was a C2 as a result of “significant reputational risk” issues, possible U.S. travel violations that
could incur “regulatory risk,” and failings in Know-Your-Customer documentation, among
others.*® The final rating, however, was improved to a B2 level, and the final audit report
dropped issues that had been identified in the draft, concluding instead that there were no
significant reputational risk or repeat issues, and eliminating all observations about travel.***

The 2006 draft audit contained strong language, later dropped, suggesting Swiss bankers
were engaging in prohibited securities advice and transactions while on travel in the United
States, based on the confluence of securities transactions and the bankers’ travel dates, noting:

“[W]e think it is not reliable to visit 500 clients and not to provide investment advice on
this occasion. In addition, we noted some indications that stock exchange transactions
have [ ] taken place after such visits.”*%?

When asked about the changes in the audit report, the bank told the Subcommittee that the
SALN business head, Markus Walder, had persuaded the auditors to drop the negative findings,
in part by submitting an altered travel report. An altered travel report does not, however, explain
away the securities transactions that were questioned by the auditors. As explained earlier, the
altered travel report led to the audit team dropping its initial, more serious conclusions.*** Had

“87 3/30/2007 Credit Suisse Private Banking Risk Country Report 2006, CS-SEN-00409537, at 551.

%88 8/31/2006 “CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and

Bahamas,” Credit Suisse Internal Audit, CS-SEN-00418830; 12/9/2009 “CSG Internal Audit Private Banking

Americas, North America International,” CSG Internal Audit, CS-SEN-00417862.

“89 2006 “Draft CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and

Eghamas,” Credit Suisse Internal Audit, CS-SEN-00408716 (stated by Roland Ottiger, Sector Head, Internal Audit).
Id.

%91 8/31/2006 “CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and

Bahamas,” Credit Suisse Internal Audit, CS-SEN-00418830.

%92 2006 “Draft CSG Internal Audit: Private Banking Americas, North America Offshore, Latin America and

Bahamas,” Credit Suisse Internal Audit, CS-SEN-00408716.

4% See Credit Suisse Presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012)

(Andrew Hruska) (discussion at PSI-CreditSuisse-11-000011); see also Subcommittee briefing by Credit Suisse

(10/29/13) (Agnes Reike).
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the auditors kept the low rating, it might have drawn management attention to SALN’s actions
and perhaps stopped the misconduct before it resulted in an indictment.

Three years later, in 2009, months after the UBS deferred prosecution agreement was
signed, Swiss auditors performed another audit of SALN, and gave it another favorable B2
rating.*** Despite the red flags that UBS’ misconduct had raised in other parts of Credit Suisse,
including top management and legal and compliance, the internal auditors wrote that the “overall
control environment was generally found to be operating adequately” in the SALN office.*%
Thirteen months later, the U.S. Department of Justice indicted several SALN bankers for aiding
and abetting tax evasion.

A third audit conducted by the Swiss internal audit office reviewed the bank’s New York
Representative Office and, in 2008, gave the office a clean audit that failed to identify any
problems.**® As described earlier, this office functioned as a hub of activity on U.S. soil for
Credit Suisse’s Swiss bankers seeking to recruit U.S. customers to open Swiss accounts and
servicing existing Swiss accounts. A couple years later, the head of the New York
Representative Office, Roger Schaerer, was indicted for aiding and abetting tax evasion by U.S.
clients.

Credit Suisse’s Swiss Internal Audit Group reviewed key offices at the center of the
bank’s U.S. cross border business during a key period, from 2006 to 2009, but failed to identify
or elevate any issues related to undeclared accounts or the facilitation of U.S. tax evasion.

Credit Suisse’s failure to adequately define the class of U.S.-linked accounts requiring
special oversight, enforce its own concentration policy, and conduct effective risk and audit
oversight contributed to the proliferation of employee misconduct and undeclared Swiss
accounts inviting U.S. tax abuses.

(4) Reviewing Accounts Through W-9 and Exit Projects

Beginning in 2008, after the UBS scandal broke, Credit Suisse initiated a series of “Exit
Projects” to identify Swiss accounts that had been opened for U.S. customers, and ask the
customers to disclose their accounts to the United States, or close them. The Exit Projects took
an incremental approach, delayed review of key groups of accounts, and took over five years to
complete.

Tax Scandals. The 2008 UBS scandal was not the first to affect Credit Suisse. In 2006,
the bank’s Brazilian branch was shut down by Brazilian authorities for aiding and abetting tax
evasion.”®” That misconduct, and its consequences for the bank led to the initiation of a

49412/9/2009 “CSG Internal Audit Private Banking Americas, North America International,” CSG Internal Audit,
CS-SEN-00417862.

495 Id

4% 2/7/2008 “CSG Internal Audit,” PB Americas Representative Office New York, CSG Internal Audit, CS-SEN-
00226719.

**7 In re Credit Suisse Group AG, SEC File No. 3-15763, Order Instituting Administrative and Cease-and-Desist
Proceedings (2/21/2014), at 10.
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worldwide effort within Credit Suisse’s Private Bank to improve its cross-border business
standards and practices.*®

That effort, called Cross Border+, was a compliance program to develop legal and
regulatory manuals for private banking in all geographic areas where Credit Suisse had business,
construct a formal set of rules for private bankers traveling outside of their home countries, and
provide related training for Private Bank Relationship Managers.**® Another development,
begun in October 2006, was the W-9 Project, a securities compliance initiative aimed at moving
U.S. resident accounts in Switzerland that held U.S. securities into Credit Suisse Private
Advisors, the bank’s U.S. registered broker-dealer. Moving the accounts to that unit was
supposed to ensure that the bank did not run afoul of U.S. securities laws. That project ran from
2006 until 2009.

Starting in late 2008, after the UBS scandal broke, Credit Suisse initiated a series of “Exit
Projects” focused on tax compliance, and intended to identify all Swiss accounts opened by U.S.
customers, not just those holding U.S. securities. Once identified, bankers participating in the
Exit Projects were required to ask the U.S. customers to verify that their accounts complied with
U.S. tax law, meaning they had been disclosed to the IRS, or close them. Over the following
four years, multiple Exit Projects were initiated including, in chronological order, the Entities
Project, Project Tom, Project Il1, Project Tim, Legacy Entities Project, Project Titan, and Project
Argon. Each project focused on a different group of U.S.-linked accounts in Switzerland.
Clariden Leu carried out parallel exit projects referred to as Compass | through V.

During most years of the Exit Projects, the bank’s analyses are unclear as to exactly what
the bank requested of its U.S. customers, and what verbal or written assurances, if any, those
customers provided to the bank. An EXit Process analysis on any given account typically ended
with the statement that Credit Suisse had “maintained confirmed tax-compliant relationships,” or
“exit[ed] those that cannot demonstrate tax compliance,” but for the years 2008 — 2011, no
description or written documents provided by the bank detail how the bank did, in fact, confirm
that specific accounts complied with U.S. tax law.

From the perspective of having an offshore account, the only tax compliance issue is
whether an account was disclosed to U.S. authorities, but the bank repeatedly told the
Subcommittee that it did not have any knowledge or estimates of how many of its U.S. customer
accounts were disclosed to the United States. The bank explained that it did not require all of its
U.S. customers to sign W-9 forms and submit written tax compliance certifications until 2012;
before then, the bank made providing W-9 forms optional for U.S. customers opening Swiss
accounts, with the exception of U.S. residents with U.S. securities accounts. The bank’s Exit

498 Id

“%9 Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (7/31/2013), at PSI-
CreditSuisse-33-000001, at 006. See also In re Credit Suisse Group AG, SEC File No. 3-15763, Order Instituting
Administrative and Cease-and-Desist Proceedings (2/21/2014), at 10 (“The CB+ Project is an ongoing global
initiative covering over 80 countries, including the United States, and was described internally as an effort to ‘set out
how CS and its business units should conduct cross-border business going forward with clear guidance on
acceptable business activities’ .... The end deliverables were ‘country manuals’ designed to provide RMs with
guidance on how to conduct business in all of the countries where CSAG had a presence, as well as training modules
and revisions to existing cross-border policies.”).
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Projects then had to review all of its U.S.-linked accounts in Switzerland and, on an account-by-
account basis, determined whether an account was “tax compliant” and, if not, closed it. The
contradiction between the bank’s assertions that it has closed all non-tax compliant accounts held
by U.S. customers, but is unable to quantify how many of those accounts were undisclosed to
U.S. authorities, is difficult to resolve.
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Categories of U.S.-Linked Accounts in Exit Projects
in Credit Suisse Private Bank Switzerland, 2006 — 2011
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Source: See Credit Suisse Presentation, Update on Development of AuM and Accounts of U.S. Clients to the Senate
Permanent Subcommittee on Investigations (4/20/2012) CS-SEN-00189151, at 153-154 (does not include Clariden
Leu).

W-9 Project. The bank’s 2006 “W-9 Project” represents its first effort to review
individual accounts held by U.S. customers in Switzerland. The W-9 Project was, at its core, a
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narrow securities compliance effort that surveyed less than 5 percent of the bank’s U.S.-linked
accounts at the time.® It was designed to transfer all U.S. resident accounts in Switzerland that
held U.S. securities to the bank’s U.S.-registered broker-dealer in Switzerland, CSPA.

When Credit Suisse initiated the W-9 Project, the motive was avoidance of U.S.
securities law risks, not U.S. tax law risks. Because Credit Suisse AG, the Swiss bank, had
merged with Credit Suisse First Boston, a U.S. firm, in 2005, that merger exposed the Swiss
bank for the first time to the possibility of a U.S. enforcement action related to U.S. securities
activities. Romeo Cerutti, the bank’s General Counsel, explained that the “One Bank” initiative
-- the merger of Credit Suisse AG and Credit Suisse First Boston — created a new risk situation
for the Swiss operations.®® Prior to the merger, Credit Suisse AG had no presence in the United
States, but afterward, due to Credit Suisse First Boston’s presence in the United States, Credit
Suisse AG had increased legal exposure to U.S. laws.>%

A 2005 “risk assessment” by the bank summarized its situation as follows:

“100% adherence to D-0025 [U.S. Person Policy] is not possible given its complexity and
the broad distribution of US-person relationships across CS. Any single US-person client
complaint or action against CS can trigger public criminal, civil and/or regulatory
sanctions. US-persons with a W9 are more likely to file a complaint with US authorities,
or to initiate criminal or civil proceedings. CS is now vulnerable. Prior to May 13,
2005 [date of merger between Credit Suisse AG and Credit Suisse First Boston] CS Bank
had no significant direct US presence with a low risk of successful indirect US domestic
enforcement against e.g. CSFB or SASI. Post May 13 2005, CS has significant US assets
which are directly exposed to domestic US enforcement actions.”*

Other presentations similarly describe the motive for the W-9 Project: “The One Bank initiative
has increased Credit Suisse’s exposure regarding US legal risks since the beginning of 2006.%%
The bank perceived these U.S. legal risks as extending to any U.S. resident Swiss accountholder
who engaged in U.S. securities transactions.>®

%00 1n 20086, the year the W-9 project began, the scope of the project was 998 CIFs, compared to 22,283 total U.S.
linked CIFs in the Swiss Private Bank.

%01 Sybcommittee interview of Romeo Cerutti, Credit Suisse (10/15/2014) (discussing Credit Suisse, Project W9
Kick-Off Meeting presentation (9/29/2006) CS-SEN-0046138, at 140).

%02 See Subcommittee interview of Agnes Reicke, Credit Suisse (10/29/2013).

%%% 9/19/2005 Draft Credit Suisse CSPA Position Paper, CS-SEN-00283097, at 102 [emphasis in original].

%% See Credit Suisse presentation, Project W9 Kick-Off Meeting, (10/2/2006), CS SEN 00426140, at 3; see also
Credit Suisse presentation, Project W9 16th Core Meeting (5/8/2008), CS-SEN-00426224, at 226; see also Credit
Suisse presentation, Project W9 8" Core Team Meeting (3/29/2007), CS-SEN-00426237, at 251 (“objectives phase
2: Further reduction of SEC induced risks by ...”); see also Credit Suisse presentation, Project W9 Roadshow
Presentation (11/22/2006), CS-SEN-00287318, at 319 (“Recent and current strategic initiatives (One Bank, PB
USA\) increase the exposure of Credit Suisse to US regulations. And, our US clients can only be provided a very
limited service level.”).

505 See also Credit Suisse presentation, Project W9 16™ Core Meeting (5/8/2008), CS-SEN-00426224, at 226; see
also Credit Suisse presentation, Project W9 8" Core Team Meeting (3/29/2007), CS-SEN-00426237, at 251
(“objectives phase 2: Further reduction of SEC induced risks by ...”); see also Credit Suisse presentation, Project
W9 Roadshow Presentation (11/22/2006), CS-SEN-00287318, at 319 (“Recent and current strategic initiatives (One
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The W-9 Project had a very narrow scope: moving all Swiss accounts that already had a
W-9 on file for U.S. residents and held U.S. securities to its U.S. licensed broker-dealer.>® The
bank’s longstanding policy had been to require a W-9 form for U.S.-linked accounts that traded
in U.S. securities, so the bank did not undertake a search for U.S. accounts that lacked a W-9
form; rather, it reviewed accounts that already had a W-9 form on file.*®” The purpose of the
project was to move all of those U.S. resident accounts with U.S. securities to Credit Suisse
Private Advisors (CSPA), the bank’s Swiss broker-dealer registered with the SEC.>%
Concentrating U.S. resident accounts with U.S. securities at CSPA was supposed to have taken
place since roughly 2001, when Credit Suisse signed a Qualified Intermediary (QI) agreement
with the IRS which required Credit Suisse to withhold certain taxes from Swiss accounts that
held U.S. securities and, for those accounts belonging to U.S. persons, disclose certain account
information to the IRS on annual basis.*® Credit Suisse was supposed to carry out its QI
responsibilities by moving its U.S. resident accounts with U.S. securities to CSPA, the only
client group for which Credit Suisse required a signed W-9 form. CSPA would then use those
W-9 forms to identify the U.S. resident accounts and file the required annual account disclosures
to the IRS. But, according to the bank, many Swiss bankers were given permission to keep their
U.S. resident accounts, even if the U.S. accountholder had filed a W-9 and had U.S. securities
among their assets:

“W-9 concentration did not take place. Some Market Group Heads signed up to 90%
exemptions especially for W-9 members of “client groups.” Relationship Managers were
reluctant to ‘give up’ clients.”™

In the fall of 2006, the bank began to implement the W-9 Project, which covered over
900 U.S. resident CIFs with U.S. securities valued at 1 billion CHF, and sought to transfer them
from Credit Suisse to CSPA.>** Compared to all U.S. accountholders in Switzerland, the W-9
Project scope covered only approximately 5 percent of them. The bank planned to start the
transfer in January 2007 and finish by mid-2007.>** By April 2007, however, little progress had
been made, prompting a senior Credit Suisse official, Anthony DeChellis, to ask the head of
CSPA, Richard Isarin, “Why so slow?”*®* Mr. Isarin responded that it was not a priority for
Credit Suisse Relationship Managers, presumably because, as indicated above, they were, in
effect, being asked to surrender accounts to another bank office.>* The deadline was extended

Bank, PB USA) increase the exposure of Credit Suisse to US regulations. And, our US clients can only be provided
a very limited service level.”).

%06 See Credit Suisse Presentation Project W9 6™ Core Team Meeting (1/26/2007) CS-SEN-00173686, at 90.
507
Id.

508 Id

%09 Credit Suisse briefing to the Subcommittee (1/15/2009).

519.9/19/2005 Draft Credit Suisse CSPA Position Paper, CS-SEN-00283097, at 104.

511 See 9/29/2006 Credit Suisse presentation, Project W9 — Kick-Off Meeting, CS-SEN-00426138, at 144.

512 See Credit Suisse Presentation Project W9 6™ Core Team Meeting (1/26/2007) CS-SEN-00173686, at 90.

513 4/16/2007 Email from Anthony DeChellis to Richard Isarin, “CSPA W9 project, new estimated AuM-transfer
and TOl's,” CS-SEN-00075697, at 698.

4. at 697.
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from mid-2007 to mid-2008.>"> By September 2008, the bank had transferred only 228 CIFs out
of the original pool of more than 900 to CSPA.>*

Throughout the two-year period, the bank entertained at least 92 requests for exceptions,
and a decision board granted 26 of those requests.”’ The bank also identified a number of “Dual
Relationship” clients, that is, accountholders who held both a W-9 account, indicating that the
accountholder had signed the U.S tax form to report their account, and a non-W-9 account,
which did not have the W-9 tax form on file. Early on, in December 2006, the bank considered
“full implementation,” that is, using the W-9 Project to identify and close all U.S. resident
accounts for which no W-9 was on file where the customer also held a CSPA account, but
reasoned that the impact of such a decision would be a “loss of AuM [assets under management]
& revenue,” from the closed accounts.®*® Instead, the bank offered clients a choice to: (A)
transfer their W-9 accounts to CSPA and close any Non-W-9 accounts, or (B) keep the Non-W-9
accounts at Credit Suisse and close the W-9 accounts, or (C) close all accounts.”™ In other
words, instead of moving all U.S. resident accounts to CSPA where they would be handled by a
U.S.-licensed broker-dealer and tagged as U.S. accounts that would have to be disclosed to the
IRS, Credit Suisse provided a plan “B,” allowing known U.S. clients to maintain Swiss accounts
in a manner that could keep them hidden from the IRS.

Credit Suisse also allowed Clariden Leu, which had over 1,400 U.S. resident Swiss
accounts with nearly $1 billion in assets,*” to avoid participating in the W-9 Project, even
though Clariden Leu had been made a direct subsidiary of the bank in 2007, the year after the W-
9 Project began.

In the end, very few Credit Suisse accounts were transferred to CSPA as a result of the
project. Credit Suisse’s General Counsel, Mr. Cerultti, told the Subcommittee that while the “W-
9 Project was going in the right direction, it didn’t go far enough,” and it was fair to criticize the
effort for failing to go “far enough, early enough.” >

Early Exit Projects. In July 2008, the UBS scandal broke. In reaction, Credit Suisse
took a number of steps.®??> The bank established a Steering Committee which, in its first
presentation in Zurich in August 2008, analyzed the scope of its own business with American
account holders in Switzerland, as well as relevant legal and bank policies governing U.S.
accounts.®®® The bank decided to “exit the business” meaning, not that it would necessarily
cease all its cross-border relationships with U.S. clients, but would seek information from its
U.S. clients to determine whether their accounts were compliant with U.S. tax rules, and if not, to

*1> See Credit Suisse Presentation, CS Private Advisors Information Meeting (12/17/2007) CS-SEN-00160287, at
291.

>18 Credit Suisse, Credit Suisse Private Advisors Confidential presentation (9/17/2008) CS-SEN-00159528, at 542.
517.3/23/2007, Meeting Minutes of the Private Bank Management Committee, CS-SEN-00061066, at 068.

518 11/24/2006 Credit Suisse slide presentation, “PROJECT W9, 4th Core Team Meeting,” CS-SEN-00426202, at
211.

519 See Credit Suisse Presentation, Project W-9, 7" Core Team Meeting (3/2/2007) CS-SEN-00181281, at 285.

520 Credit Suisse presentation to Subcommittee, PSI-CreditSuisse-54-000001, at 42-43.

52! Subcommittee interview of Romeo Cerutti, Credit Suisse (1/15/2014).

°22 Subcommittee interview of Romeo Cerutti, Credit Suisse (1/16/2014).

%23 See Credit Suisse presentation, US Project — STC #1 — Zurich (8/19/2008) CS-SEN-00426290.
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end such client relationships. This effort, which was carried out in stages, was collectively
known as the EXxit Project.

In addition, in July 2008, the bank issued a directive to prohibit inflows of U.S. client
account funds from UBS, as well as LGT.*** Brady Dougan, the bank’s CEO, initiated an
internal review to determine if Credit Suisse had engaged in similar conduct as UBS, and if so,
the extent of Credit Suisse’s legal exposure.®®® After the bank was contacted by the
Subcommittee in the second half of 2008, it implemented a review that pulled together
information and senior managers from its tax department, SALN front office, business risk
management, outside counsel, government affairs, and General Counsel’s office.>*® After a two-
day long meeting in January 2009 in Switzerland, according to General Counsel Romeo Cerultti,
the bank decided against launching an in-depth internal investigation, which he characterized in
an interview as the “wrong conclusion.” According to Mr. Cerutti, “no further work [was] done”
at that time.>*’

The Exit Projects began in November 2008. Leadership was provided by Swiss-based
personnel in the Legal Department, and staff from the Private Bank helped carry out the day-to-
day tasks. For the first three years, from 2008 to 2011, Credit Suisse’s Exit Projects focused on
accounts where the accountholder was a U.S. resident, as opposed to a U.S. national living
outside of the United States.>*® One reason for the bank’s initial focus on U.S. residents was that
U.S. securities laws assessed penalties for violations involving investors within the United
States, as opposed to U.S. tax law which did not draw a distinction based on the geographic
location of a U.S. person. The bank knew, of course, that U.S. customers living abroad were also
subject to U.S. tax laws — it included that category of accountholder within its definition of “U.S.
taxpayers” in its U.S. Persons Policy and made it clear in its 2007 annual report.®*® However,
the bank has acknowledged that its initial focus on U.S. residents as a risk-based decision, in that
Swiss accounts held by U.S. residents posed a higher risk than accounts held by, for example,
U.S. citizens living in Switzerland.>*® The bank noted that there was a greater likelihood of
violating securities law with U.S. resident accounts, because banker conduct was much more
likely to have taken place within U.S. borders while visiting a U.S. resident. As a result of this
risk-based analysis, Credit Suisse did not expand its focus to Swiss accounts held by American
accountholders living outside of the United States until 2012, even though thousands of those
U.S.-linked accounts were also in Switzerland.

Entities Project and Project Tom. One of the first Exit Projects, called the Entities
Project, focused on accounts that had been opened by offshore entities with U.S. beneficial

%24 7/28/2008 Legal & Compliance Alert LC-00014, CS-PSI-0037.
°2% Subcommittee interview of Brady Dougan, Credit Suisse (12/20/2013).
:zj Subcommittee interview of Romeo Cerutti, Credit Suisse (2/9/2014).

Id.
528 See Credit Suisse letter to Subcommittee, PSI-CreditSuisse-29-000005 (7/12/2013). See also Credit Suisse Non-
US Legal Entities with US Domiciled Person on Form A* (3/13/2009), CS-PSI-0185 (including entities with
beneficiaries domiciled in the US).
529 See 2007 Credit Suisse Annual Report, 385, at https://www.credit-suisse.com/investors/doc/csg_ar_2007_en.pdf
(referencing a citizen of the U.S.).
*% Subcommittee briefing by Credit Suisse (1/16/2014).
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owners.”*" Starting in November 2008, the bank identified U.S. resident accounts that had been
opened in the name of an offshore entity, such as an offshore corporation or trust. The bank
required the affected clients to either undergo an outside counsel review of their status or leave
the Bank.>** Project Tom was an outgrowth of the Entities Project and was conducted mostly in
2009.%% It was headed up by Urs Rohner, then General Counsel of the bank and now Chairman
of the Board, Romeo Cerultti, then General Counsel of Private Bank and now General Counsel of
the entire bank, and Walter Berchtold, then head of the Private Bank.>**

Project I11. In April 2009, Project 111 was initiated to focus on Swiss accounts opened
by U.S. residents.®* The bank contacted the accountholders and asked the U.S. residents to
either demonstrate that their account was in compliance with U.S. tax law or leave the bank.>*®
The bank also decided at that time to permit new U.S. resident accounts to be opened only at a
U.S.-licensed Credit Suisse affiliate, such as CSPA.>*" Project I11 lasted about two years and
was closed in 2011.

Although Project 111 was ongoing and would continue for another two years, in talking
points for a 2009 Investor Day, the bank characterized its Exit Projects as complete:

“CS with relatively small US offshore business; in anticipation of changes to the QI
[Qualified Intermediary] rules, we assessed all clients and took appropriate action; some
accounts we terminated, some moved to our SEC regulated entity Credit Suisse Private
Advisors, some remained unchanged ...”>%

In fact, the Exit Projects were far from over.

Project Tim and Project Legacy Entities. While Project I11 continued to review U.S.
resident accounts, the bank undertook a series of projects to take a second look at accounts
opened by offshore entities with U.S. beneficial owners. Project Tim, a continuation of the
Entities Project, began in May 2011.%% Next, Project Legacy Entities “involved the review of
specific, approved cases from Project Entities,”** in order to determine that the accounts
approved earlier for being in compliance with U.S. tax laws were also compliant with U.S.
securities requirements. Of the approximately 400 offshore entities reviewed during that project,

>31 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001, at 5.

%2 |d.; see also Subcommittee briefing by Credit Suisse (10/28/2013) (Agnes Reicke).

°% See, e.g. Project Tom — STC#5, Zurich, December 19, 2008, CS-SEN-00455224; see 12/2009 Credit Suisse

presentation, “Business Performance PB Americas,” CS-SEN-00065086, at 087 (showing Project Tom

neutralization, or account outflows, totaling 2.4 billion CHF as of Dec. 2009).

5% Subcommittee interview of Anthony DeChellis (8/9/2013).

535 4/23/2009 Credit Suisse presentation, “Info Package Project I11,” CS-SEN-00387046.

:zs 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, at PSI-CreditSuisse-29-00001, at 005.
Id.

5% See, e.g., 2009 PB Investors Day prepared Q&A; see Email from Ray Ying to David Walker, Sep. 16, 2009,

Q&A - PB Investor Day, CS-SEN-00078584 [emphasis added].

°% 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, at PSI-CreditSuisse-29-00001, at 005.
540
Id.
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approximately 50 were asked to “exit” as clients from Credit Suisse due to concerns about
securities compliance.>*

Referrals to Other Swiss Banks. While the Exit Projects were underway, the bank put
in place a policy that prohibited relationships managers from referring U.S. clients to other Swiss
banks. Credit Suisse initially told the Subcommittee that, despite this policy, its internal
investigation found at least 100 instances where it was violated.>** Later, the bank said the
instances were likely less frequent.>*® The bank’s internal investigation also identified five
Swiss relationship managers who admitted making referrals by giving U.S. clients the names of
specific Swiss banks that were accepting U.S. customers.>** At the same time, the bank said that
it would have been easily apparent to any U.S. person who could use the Internet which Swiss
banks were still accepting U.S. clients after 2008.>*°

One former Credit Suisse client, Client 1, told the Subcommittee that a Swiss relationship
manager, Michele Bergantino, provided a bank referral shortly after the UBS misdeeds became
public to help that client maintain the secrecy of funds that had been on deposit at UBS.>*°
Client 1 told Mr. Bergantino that in addition to a Credit Suisse account, the client had another
undisclosed account at UBS, which had triggered a sense of “panic”>* in Client 1, who did not
want to be caught in law enforcement efforts focused on UBS clients. While Mr. Bergantino told
Client 1 that Credit Suisse could not accept a transfer from UBS, Mr. Bergantino provided the
name of a banker who would set up a new account for Client 1’s UBS funds at Wegelin & Co., a
Swiss bank with no branches or offices in the United States.>*® This transfer enabled Client 1 to
maintain the secrecy, and undeclared status, of the funds that had been deposited at UBS, until
Client 1 decided to come forward through the Offshore Voluntary Disclosure Program.

First Phase Ended. From 2008, when the bank began its Exit Projects, through 2010,
right before the bank’s SALN bankers were indicted, a total of about 13,000 U.S.-linked CIFs
left the bank.>*® Those closed accounts represented about 65 percent of its U.S.-linked CIFs,
most of whom were U.S. residents, the primary target of its exit projects until then.>®® The
closed accounts had about $4.1 billion in assets.*

Clariden Leu Exit Projects. Like Credit Suisse, Clariden Leu also established and
served U.S.-linked accounts in Switzerland, and some of its private bankers focused on the U.S.

! Subcommittee briefing by Credit Suisse (1/16/2014).
> Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (2/29/2012) (Andrew
Hruska), PSI-CreditSuisse-11-000001.

> Subcommittee briefing by Credit Suisse (1/16/2014) (Andrew Hruska).
544 Id

545
Id.
%6 Subcommittee interview of Client 1 (9/10/2013).
547
Id.
548 Id

%49 2/10/2014 Credit Suisse Report to the Senate Permanent Subcommittee on Investigations, PSI-CreditSuisse-64-
000001 (adding up all accounts denoted as “closed.”).

%0 The bank had 20,314 total U.S-linked CIFs in 2008 and 9,701 CIFs in 2010. Id.

%1 2/10/2014 Credit Suisse Report to the Senate Permanent Subcommittee on Investigations, PSI-CreditSuisse-64-
000001 (adding up all accounts denoted as “closed.”).
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market.” Like Credit Suisse bankers, Clariden Leu bankers traveled to the United States,
recruited U.S. clients and serviced existing accounts while there, dispensed investment advice
and helped conduct securities transactions while in the United States, and opened many
undeclared accounts in Switzerland for U.S. clients, at times in violation of Credit Suisse policy
or U.S. regulations.*®

Because Clariden Leu was managed independently, it carried out its own Exit Projects to
review its U.S-linked accounts. Clariden Leu hired its own legal counsel and established its own
series of projects, with different names than those at Credit Suisse.

Over a four-year period from 2008 to 2012, through its Exit Projects, Clariden Leu closed
more than 90 percent of its U.S.-linked accounts in Switzerland. Clariden Leu reduced its
portfolio from 3,260 U.S.-linked CIFs with $2.3 billion in assets in 2008,>** to only 273 U.S.-
linked CIFs by the end of the year 2012. Of those accounts, a small minority, totaling 217 CIFs
with $643 million in assets from 2008 — 2012, lost their nexus to the United States due to, for
example, a U.S. resident moving overseas, and were no longer considered U.S.-linked accounts.
But the rest retained their U.S. character. Given these figures, less than 10 percent of the U.S.
clients at Clariden Leu in 2008 were apparently willing or able to demonstrate that their accounts
were compliant with U.S. tax laws, or wished to remain a customer at the bank.

Despite these figures, Credit Suisse asserts that it is unable to determine how many of the
Clariden Leu accounts were undeclared or otherwise hidden from the United States. According
to Credit Suisse, the “objective of the ... Clariden Leu exit projects was to verify tax compliance
of U.S. linked accounts in order to allow these accounts to remain at the bank. The projects were
never intended to identify non-compliant behavior.”*

Clariden Leu’s Exit Projects, while lagging Credit Suisse’s efforts, generally paralleled
the same categories of U.S. accountholders that Credit Suisse was serially addressing.*°
Clariden Leu’s projects were named Compass, and there were five iterations of the Compass
Projects. Compass I and Il focused on accounts held in the name of non-U.S. domiciliary
companies with U.S. beneficial owners and required the accountholder to demonstrate U.S. tax
compliance or exit the bank.>*" Compass I1l and IV dealt with accounts opened by U.S. resident
natural person clients. Compass Il ran from May 2009 to March 2011, and sought a new

%2 Credit Suisse briefing to the Subcommittee (1/16/2014) (Andrew Hruska).

%3 Credit Suisse briefing to the Subcommittee (2/29/2012), PSI-CreditSuisse-11-000001.

% Credit Suisse presentation, Report to the Senate Permanent Subcommittee on Investigations (7/31/2013), PSI-
CreditSuisse-33-000001 at 029 — 031.

%% 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-00003, at 33 (“Clients may have left
the bank in the course of the exit projects for any number of reasons other than not being compliant including (1)
choosing not to provide proof of compliance, (2) not meeting the minimum asset level in order to transfer to CSPA,
or (3) leaving the bank for reasons unrelated to the tax status of the account. Additionally, our investigation showed
that clients tended to switch banks during times of change in services, particularly with respect to regulatory changes
or changes in relationship managers.”).

%% Credit Suisse briefing to the Subcommittee (1/16/2014).

7 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001.
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course.>®® Compass 111 set out with the initial goal of retaining U.S. resident clients who could
show they were tax compliant, and then move their account to a new subsidiary that Clariden
Leu planned to establish which, like CSPA, would be a U.S.-licensed broker-dealer.>*® Clariden
Leu asked its U.S. resident clients to submit a W-9 form. If the client provided it, Clariden Leu
planned to move the client to the new subsidiary, and if not, it terminated the relationship.
Ultimately, there were insufficient clients who were willing to sign a W-9, and Clariden Leu
abandoned the idea.>®

Compass IV ran from March 2011 to July 2012 and required the exit of all remaining
U.S. resident natural person clients.®®* In May 2012, Credit Suisse required written tax
compliance certifications and signed W-9 forms from U.S. customers in order for their Swiss
accounts to remain at the bank, but it is not clear that this requirement applied to all
accountholders in the Compass 1V project. Finally, Compass V was a process to capture any
clients still not resolved in the other projects to verify compliance or force closure of the
accounts.®®® While it began in March 2011, it was not complete by the time of the 2012 merger
of Clariden Leu into Credit Suisse, and Credit Suisse took over the project.’®®

Project Titan. In early 2012, Credit Suisse began its first Exit Project to review
accounts opened by U.S. nationals who resided outside of the United States. The category of
“U.S. nationals” was defined as including U.S. citizens, U.S. citizens who held dual citizenship
with another country, and persons with a U.S. green card. The project, called Project Titan, was
triggered by U.S. enactment of the 2010 Foreign Account Tax Compliance Act (FATCA).>*
FATCA requires all foreign financial institutions to disclose all accounts held by U.S. persons or
pay a 30 percent tax on their U.S. investment income. As originally drafted its provisions would
have begun taking effect in 2012, though they were subsequently delayed. The bank told the
Subcommittee that the prospect of the account disclosures and other requirements under
FATCA, spurred the bank to conduct a review of its accounts held by U.S. nationals, not just
those held by U.S. residents.

In May 2012, Project Titan required U.S. nationals holding Swiss accounts to return a
form certifying that their account was in compliance with U.S. tax law if they wished to maintain
that account at the bank.>® The tax certifications were also fashioned to function as waivers
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%1 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000003, at 031.

%2 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001.

%63 12/20/2013 letter from Credit Suisse legal counsel to the Subcommittee, Questions about Findings and
Conclusions from Credit Suisse’s Internal Investigation, PSI-CreditSuisse-54-000003, at 031.

%64 “Core Team Meeting, Project Titan Wave 1, SOAM 1,” February 17, 2012, v1.0; CS-SEN-00388498, esp. 502,
505; see also Credit Suisse, letter from legal counsel to the Subcommittee, (8/13/2013) PSI-CreditSuisse-37-00001,
at 1 — 3 (“Still, well in advance of the implementation of FATCA rules, beginning in 2011, CS voluntarily embarked
on another extensive project designed to confirm (to the extent possible) that [U.S. national] relationships were tax-
compliant. In 2011, the Bank first reminded all U.S. national clients about their foreign bank account reporting
obligations under U.S. law. Inearly 2012 ... the Bank began requiring U.S. tax compliance certification forms

from non-resident nationals.”).
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allowing the bank to provide client-specific information to the IRS under FATCA.>®® To
identify U.S. accountholders, the bank used “U.S. indicia” in client files, such as evidence of a
U.S. birthplace, mailing address, or telephone number. It also used dual citizenship with the
United States, a method of identifying U.S. accounts that the bank had not used until it was
suggested in FATCA implementing rules.®®” The bank told the Subcommittee that it was aware
that one of the areas of abuse involved U.S. dual citizens who did not reveal their U.S.
citizenship, only their other citizenship.>® Until FATCA specifically instituted requirements for
dual citizens, the bank did not ask new clients if they were dual citizens, and their forms only had
one line for indicating nationality, but the bank changed its forms to address dual citizens in
2012.°%° Also that year, Credit Suisse required a W-9 form to be signed by all new U.S.
accountholders. Those common sense steps to identify U.S. accountholders and reduce bank
employee misconduct had not been taken by Credit Suisse until they were explicitly required by
the United States.

Project Argon. In May 2012, Credit Suisse initiated still another Exit Project, named
Project Argon. All other ongoing Exit Projects were subsumed within it, including Project Titan
and Clariden Leu’s Compass V project.®”

Like Project Titan, Project Argon focused bank attention on Swiss accounts held by U.S.
nationals. As indicated by the blue line in the chart below, for more than five years prior to the
initiation of the Exit Projects, Credit Suisse had housed Swiss accounts for about 6,000 U.S.
nationals living outside of the United States. The number of clients peaked in 2008, with about
6,100 CIFs. By 2011, only about 550 CIFs had exited the bank, which meant that Project Argon
had to review thousands of those U.S. client accounts. The relatively higher decline in the value
of the assets held in those accounts, which fell from a high of about 1.5 billion CHF in 2006, to
about 765 million CHF by 2011, suggests that the exited accounts were either higher value
accounts or that the remaining accountholders were reducing the total amount of assets kept in
their Swiss accounts.

Credit Suisse told the Subcommittee that it completed its Exit Projects in 2013, five years
after they began. Statistics provided by the bank show that the overall levels of U.S. clients and
assets once in Swiss accounts at the bank have continued to drop. At the end of 2013, Credit
Suisse data indicated that, from its 2006 peak of over 22,000 U.S.-linked CIFs in Switzerland
with as much as 12 billion CHF in assets, about 18,900 U.S. clients had left the bank with about
$5 billion in assets. At the end of the year, Credit Suisse had about 3,500 U.S.-linked CIFs with
about $2.6 billion in assets.

%66 Sybcommittee briefing by Credit Suisse (11/7/2013) (Tina Freund).

%7 Subcommittee briefing by Credit Suisse (11/7/2013) (Tina Freund); see also 3/2011 Credit Suisse presentation by
Andrea Kuttner, “FATCA International Transparency Phase Overview,” CS-SEN-00408837, at 854.

%68 Subcommittee interview of Agnes Reicke, Credit Suisse (11/7/2013).

%% Subcommittee briefing by Credit Suisse (11/7/2013) (Tina Freund).

370 7/12/2013 letter from Credit Suisse legal counsel to the Subcommittee, PSI-CreditSuisse-29-000001 at 6.
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U.S. National Clients in Credit Suisse Switzerland, 2006 — 2011
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E. Analysis

For decades, Credit Suisse engaged in an extensive cross-border business designed to
solicit U.S. taxpayers as customers of the bank in Switzerland. It sent Swiss bankers into the
United States, pressed them to recruit new clients, and opened tens of thousands of undeclared
Swiss accounts. In the course of that cross—border business, some Credit Suisse bankers also
offered investment advice and undertook securities transactions for U.S. clients in violation of
U.S. securities law. Credit Suisse’s cross-border business with U.S. customers reached its
heights in 2006 and 2007.

Credit Suisse’s initial efforts to address non-compliance of U.S. accounts in Switzerland
were limited to those that posed a risk of securities law violations due to the bank’s 2005 merger
that created a new exposure to U.S. securities laws and regulation. The W-9 project only
included U.S. resident accounts which had U.S. securities and a W-9 form on file. That meant
that the bank sought to address less than 5 percent of all its U.S.-linked accounts,®”* and, because
those accounts already had a W-9, were not as likely to pose a tax compliance risk. Credit Suisse
did not address the issue of tax compliance of its U.S. accounts until after the UBS case in 2008,
even though the obligation of U.S. citizens to pay taxes on offshore earnings was longstanding
and very clear. Credit Suisse has admitted that its subsequent internal review and EXit Projects
were prompted by the consequences borne by UBS.>”> Moreover, the bank has told the
Subcommittee that it did not believe it ultimately needed to address U.S. national
accountholders, because it did not think that UBS had turned over names of U.S. nationals to the
U.S. government as part of its deferred prosecution agreement, and it did not believe that UBS
had conducted an exit project that included U.S. nationals.’”

When the bank finally initiated an Exit Project for U.S. nationals, it was propelled by
FATCA, not longstanding U.S. tax laws. While Credit Suisse has publicly supported FATCA
and has met certain FATCA milestones, a larger issue remains as to why the bank avoided taking
earlier steps that could have prevented its bankers from aiding and abetting tax evasion by U.S.
accountholders, such as requiring all new U.S. accountholders to sign W-9 tax forms, or
identifying data, like a U.S. mailing address or birthplace, that would show the accountholder
was a U.S. customer with U.S. tax obligations. The largest issue, of course, is the need to access
t